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Figure 1. Functional Block Diagram
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INTRODUCTION

SYSTEM FEATURES

The ADuCM350 is an ultralow power, integrated mixed-signal metering solution that includes a microcontroller subsystem for processing,
control, and connectivity. The microcontroller subsystem is based on an ARM Cortex™-M3 processor, a collection of digital peripherals,
embedded SRAM and flash memory, and an analog subsystem that provides clocking, reset, and power management capabilities.

System features include the following:

e 16 MHz ARM Cortex-M3 processor

e 384 kB of embedded flash memory

e 32kB system SRAM

e 16 kB EEPROM

e Integrated full speed USB 2.0 controller and PHY

e  Power management unit (PMU)

e  Multilayer advanced microcontroller bus architecture (AMBA) bus matrix
e  Central direct memory access (DMA) controller

e  I’Sand beeper interfaces

e LCD controller functions

e Serial peripheral interface (SPI), I’C, and UART peripheral interfaces
e A real-time clock (RTC)

e  Ananalog front-end (AFE) controller

e  General-purpose, wake-up, and watchdog timers

e  Programmable general-purpose inputs/outputs (GPIOs)

e A power-on reset (POR) feature and power supply monitor (PSM)
e A discrete Fourier transform (DFT) engine

e Receive filters

e  Six-button CapTouch” interface

e  12-bit digital-to-analog converter (DAC)

e  Temperature sensor

e Instrumentation amplifier control loop

e  16-bit analog-to-digital converter (ADC) performance

e  High precision voltage reference

To support extremely low dynamic and standby power management, the ADuCM350 provides a collection of power modes and features,
such as dynamic and software controlled clock gating and power gating.

The AFE is connected to the microcontroller subsystem via an advanced high performance bus (AHB) slave interface on the AMBA bus
matrix, as well as via the DMA and interrupt connections.

Note that throughout this hardware reference manual, multifunction pins (such as the TMS-SWDIO/P0.8 pin) are referred to either by
the entire pin name or by a single function of the pin (for example, TMS-SWDIO) when only that function is relevant.

Full specifications on the ADuCM350 are available in the product data sheet, which should be consulted in conjunction with this
reference manual when working with the device.
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Figure 2. System Block Diagram

The ARM Cortex-M3 is a powerful 32-bit reduced instruction set computer (RISC) processor, offering up to 20 MIPS peak performance
at 16 MHz. A central DMA controller is used to efficiently move data between peripherals and memory. On-chip 384 kB of nonvolatile
flash memory, 16 kB EEPROM, and 32 kB of SRAM are also provided.

The device provides a range of flexible clocking features, allowing the system to operate from an internal RC oscillator, a crystal oscillator,
or a phase-locked loop (PLL). A range of programmable clock divisions allows software to run the system at the minimum clock frequency
required to save power.

The system also integrates a range of on-chip peripherals that can be configured via the microcontroller software for a given application.
These peripherals include USB, UART, I*C, I’S, and SPI communication controllers, a GPIO port, general-purpose timers, a wake-up
timer, and a system watchdog timer.

A PMU provides the system with four power modes that enable various levels of clock and power gating to minimize power consumption. In
hibernate mode, activity on peripheral interfaces or events firing from the wake-up timer can wake up the device. Both software controlled
and automatic clock gating are used to reduce dynamic power consumption, and power gating is also used to reduce standby current.

The AFE comprises a 12-bit DAC, an ADC with 16-bit performance, an instrumentation amplifier control loop, an integrated
temperature sensor, a precision reference, and a pin switch matrix. The waveform generator DFT engine, receive filters, and AFE
controller decouple the microcontroller core from the core analog control functions, which results in a highly tailored, power efficient
measurement engine.

A six-button CapTouch interface allows the ADuCM350 to interface via a capacitive sensor using self capacitance measurements. The
CapTouch interface supports a low power proximity mode; it also incorporates various noise reduction techniques, making it robust to
environmental conditions.
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MEMORY ORGANIZATION

The ADuCM350 incorporates 384 kB of embedded flash memory for program code and nonvolatile data storage, 16 kB of EEPROM, and
32 kB of SRAM. The flash memory uses 2 kB of information space (not shown in the memory map), which includes a software kernel as
well as manufacturing and test data.

Table 1 shows the ADuCM350 address map. Access to undefined address regions result in a memory management exception.

The SRAM and peripheral memory mapped registers are mapped to both the bit band region as well as a bit band alias region. The bit
band alias region allows individual bits in memory to be accessed as words, allowing bit operations without having to write bit manipulation
routines or additional language extensions.

The internal and external private peripheral bus regions provide access to M3 modules (if they are configured as being present), such as
nested vectored interrupt controller (NVIC), instruction trace module (ITM), or flash patch and breakpoint (FPB) unit. For more information
about these peripheral bus modules, consult the ARM Cortex-M3 Technical Reference Manual.

Table 1. ADuCM350 Memory Map

First Address

Last Address

Memory Region

0x0000_0000
0x2000_0000
0x2004_0000
0x2008_0000
0x4000_0000
0x4000_0400
0x4000_0800
0x4000_2400
0x4000_2420
0x4000_2440
0x4000_2500
0x4000_2580
0x4000_2600
0x4000_3000
0x4000_4000
0x4000_4400
0x4000_5000
0x4000_5800
0x4000_5C00
0x4000_6000
0x4000_8000
0x4001_0000
0x4001_8000
0x4001_C000
0x4002_0000
0x4002_4000
0x4002_C000
0x4003_0000
0x4008_0000
0x400A_0000

0x0005_FFFC
0x2000_3FFF
0x2004_3FFF
0x2008_3FFF
0x4000_001C
0x4000_041C
0x4000_081C
0x4000_2404
0x4000_2434
0x4000_2440
0x4000_2540
0x4000_2598
0x4000_2618
0x4000_3050
0x4000_4018
0x4000_4418
0x4000_5030
0x4000_5820
0x4000_5C08
0x4000_6010
0x4000_804C
0x4001_0OFFC
0x4001_807C
0x4001_C07C
0x4002_00B4
0x4002_4018
0x4002_C032
0x4003_0048
0x4008_0144
0x400A_03B4

384 kB flash memory
RAM Bank 0 (16 kB)

RAM Bank 1 (16 kB)

16 kB EEPROM
General-Purpose Timer 0
General-Purpose Timer 1
General-Purpose Timer 2
System power control
External interrupts
System reset

Wake-up timer
Watchdog timer
Real-time clock

I2C master/slave

SPI0 master/slave

SPI1 master/slave

UART

12S master/slave

Beeper

Random bit generator
LCD controller

DMA

Instruction flash controller
General-purpose flash controller
GPIO

SPIH master/slave

CRC engine

Parallel display interface
AFE

USB controller
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IDENTIFICATION REGISTERS

The identification registers are described in Table 2.

Table 2. Identification Registers Summary

Address Name Description Reset RW
0x40002020 ADIID Analog Devices identification register 0x4144 R
0x40002024 CHIPID Chip identification register 0x0210 R

Analog Devices Identification Register

The ADIID identification register is a 16-bit field that is present on all implementations of the Cortex-M3 low power platform. It is designed
to be used by debuggers to confirm that the device that they are connected to via a serial wire is an implementation of the Cortex-M3 low
power platform from Analog Devices. Debuggers can subsequently check the CHIPID identification register to identify the particular
implementation used. The ADIID register has a default value of 0x4144, which does not vary between implementations. The ADIID
register is located at Address 0x40002020. This address and value have been notified to tool vendors for device identification purposes.

ADIID Register
Address: 0x40002020, Reset: 0x4144, Name: ADIID

Table 3. Bit Descriptions for ADIID

Bits Bit Name Description Reset Access

[15:0] ID The fixed value of 0x4144 is present at this register. 0x4144 R

Chip Identification Register

The CHIPID identification register is a 16-bit field that is unique to an implementation of this Cortex-M3 low power platform. It can be
used by code running on the Cortex-M3 to tailor its operation for that implementation. It is also designed for use by the serial wire debug
tools to allow external debuggers to check the particular implementation of the Cortex-M3 low power platform and to tailor its operation
for that implementation. The CHIPID register is located at Address 0x40002024.

CHIPID Register
Address: 0x40002024, Reset: 0x0210, Name: CHIPID

Table 4. Bit Descriptions for CHIPID

Bits Bit Name Description Reset Access
[15:4] PARTID Part identifier 0x21 R
[3:0] REVISION Silicon revision number 0x0 R
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ARM CORTEX-M3 CORE

FEATURES

The ADuCM350 contains an embedded ARM Cortex-M3 processor. The Cortex-M3 processor is an ARM processor for low cost
embedded systems targeted at ultralow power processing requirements.

The ARM Cortex-M3 32-bit RISC processor features exceptional code efficiency, delivering the high performance expected from an ARM
core in the memory footprint typically associated with 8-bit and 16-bit devices.

High Performance
High performance features include the following:

e 1.25 DMIPS/MHz.

e  Many instructions, including multiply are single cycle.

e  Separate data and instruction buses allow simultaneous data and instruction accesses to be performed.
e  Optimized for single cycle flash usage.

Low Power

Low power features include the following:

e  Low standby current. The device includes a low power wake-up timer.

e  Core implemented using advanced clock gating; therefore, only actively used logic consumes dynamic power.

e Power-saving mode support (sleeping and deep sleep). The design has separate clocks to allow unused parts of the core to be stopped.
Advanced Interrupt Handling

The NVIC supports up to 240 interrupts. The vectored interrupt feature greatly reduces interrupt latency because there is no need for
software to determine which interrupt handler to serve. In addition, there is no need to have software to set up nested interrupt support.

The ARM Cortex-M3 processor automatically pushes registers onto the stack at interrupt entry and pops them back at interrupt exit. This
reduces interrupt handling latency and allows interrupt handlers to be normal C functions.

Dynamic Priority Control for Each Interrupt

Dynamic priority control for each interrupt includes the following:

e  Latency reduction using late arrival interrupt acceptance and tail chain interrupt entry

e Immediate execution of a nonmaskable interrupt request for safety critical applications
System Features

System features include the following:

e Support for bit band operation, byte invariant big endian mode and unaligned data access.
e  Advanced fault handling features include various exception types and fault status registers.
Debug Support

Debug support includes the following:

e  Serial wire and JTAG debug interfaces (SW-DP)

¢ Embedded trace Macrocell™ provides high bandwidth instruction trace

e Flash patch and breakpoint (FPB) unit for implementing breakpoints

e  Data watchpoint and trigger (DWT) unit for implementing watchpoints, trigger resources, and system profiling
FUNCTIONAL DESCRIPTION

The ARM Cortex-M3 Technical Reference Manual describes all possible features of an ARM Cortex-M3 in detail.

As noted in the ARM Cortex-M3 Technical Reference Manual, several Cortex-M3 components are flexible in their implementation, such
as SW/JTAG-DP, ETM, TPIU, ROM table, MPU, and NVIC.

Serial Wire Debug (SW/JTAG-DP)

The device supports both the serial wire and JTAG interfaces via a common set of pins that multiplex both functions. See the ARM
CoreSight™ Components Technical Reference Manual for details on SWJ-DP.
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ROM Table
The default ROM table was implemented as described in the ARM Cortex-M3 Technical Reference Manual.
NvIC

The ARM Cortex-M3 processor includes an interrupt controller, NVIC. It is closely coupled with the processor core and provides several
features that include the following:

e Nested interrupt support

e  Vectored interrupt support

e Dynamic priority changes support

e Interrupt masking

In addition, the NVIC also has a nonmaskable interrupt (NMI) input. The NVIC is implemented in the ADuCM350 and is described in
more detail in the Nested Vectored Interrupt Controller section.

Wake-Up Interrupt Controller (WIC)

Analog Devices has a modified WIC to provide the lowest power-down by removing the need for a clock to wake up the device. For more
information, see the System Control Register section.

DMA
The ADuCM350 implements the ARM uDMA. For more information, see the DMA Controller section.
For more information about the ARM Cortex-M3 processor core, see the following:

e  ARM Cortex-M3 Technical Reference Manual
e  ARM Cortex-M3 Devices Generic User Guide
e ARM Cortex-M3 Errata

Rev. E | Page 12 of 460


http://www.analog.com/ADuCM350?doc=ADuCM350_UG-587.pdf
http://www.analog.com/ADuCM350?doc=ADuCM350_UG-587.pdf

UG-387

DEBUG INTERFACE

INTRODUCTION

The ARM Cortex-M3 processor (R2P1) on the ADuCM350 supports two types of debug host interfaces, a 4-wire JTAG debug (JTAG)
interface and a 2-wire serial wire debug (SWD) interface. To make efficient use of the package pins, the serial wire interface shares its pins
with the JTAG interface.

Table 5. Serial Wire and JTAG Pins

CSPBGA Bump Location Package Pin JTAG Serial Wire

H1 TMS-SWDIO T™MS SWDIO

H2 TCK-SWCLK TCK SWCLK

J2 TDI TDI Not applicable

J TDO-SWO TDO Not applicable
DEBUG PROTOCOL OPTIONS

The two protocols, JTAG (IEEE 1149.1 Standard Test Access Port) and serial wire debug, are supported on the ADuCM350 for debug.
Upon a power-on reset, the JTAG debug interface is selected by default. The user has the ability to switch between the SWD and JTAG by
sending a specific sequence of 16 bits on the TMS-SWDIO pin. See the ARM Debug Interface v5 supplemental document for more details
about this switching.

INTERFACE ACCESS

The debug interface signals are selected by default on the pins. The GPIO pins can be assigned alternate function using the GPxCON port
configuration registers. Care must be taken when selecting an alternate function because the debug interface is then not available to the
user. In addition, the user must consider the state of DBG (FEECON1 Flash Control 1 register). If DBG is disabled, the debug of user code
is prevented. Ensure that GPIO configuration, as well as enabling the debug interface, are part of the code debug strategy.

DEBUG FEATURES SUPPORTED

The processor contains several system debug components that facilitate low cost debug, trace and profiling, breakpoints, watchpoints, and
code patching, the details of which can be obtained from the ARM Cortex-M3 Technical Reference Manual.

The supported system debug components are as follows:

e Flash patch and breakpoint (FPB) unit to implement breakpoints and code patches.

e Data watchpoint and trace (DWT) unit to implement watchpoints, trigger resources, and system profiling.

e Instrumentation trace macrocell (ITM) for application driven trace source that supports printf style debugging.
e Embedded trace macrocell (ETM) for instruction trace. This is an optional feature that may be supported.

The details and programming model for all of these features can be obtained from the ARM Cortex-M3 Technical Reference Manual.
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EMBEDDED TRACE

FEATURES

The ADuCM350 incorporates the complete embedded trace of the ARM Cortex-M3 processor features to maximize the code analysis,
system profiling, and debugging capabilities. Data tracing, watchpoints, and various system profiling features are available from the data
watchpoint and trace (DWT) unit. The instrumentation trace module (ITM) provides application-driven trace source that supports printf
style debugging and generates system diagnostic information. The embedded trace macrocell (ETM) provides real-time instruction trace
information.

TRACE IMPLEMENTATION

The ADuCM350 implements the ARM ETM architecture v3.5. See the ARM Embedded Trace Macrocell Architecture Specification for
detailed architecture and usage information.

ARM ETM
CORTEX-M3

=l
DWT GEN TRACE PORT

AND
TRACE TPIU SERIAL WIRE
™ CONTROL OUTPUTS

—

11714-002

Figure 3. Embedded Trace Block Diagram

The DWT provides a selection of debugging features and contains four comparators that can each be programmed to be a hardware
watchpoint, an ETM trigger, a PC sampler event trigger, or a data address sampler event trigger. It also includes several counters that can
be used to record how many clock cycles or instructions various functions take to complete. The DWT is described in detail in the ARM
Cortex-M3 Technical Reference Manual.

The ITM allows application software the ability to write console messages and output these messages as trace data, generating trace
information as packets to the trace port interface unit (TPIU). It also generates and inserts timestamps into the trace stream to help the
debugger to identify event ordering. The ITM is described in both the ARM Cortex-M3 Technical Reference Manual as well as the
ARMv7-M Architectural Reference Manual.

The ETM generates instruction trace packets to be transmitted from the trace port interface at the core clock rate to the off chip debugger.
Both 16-bit and 32-bit thumb instructions can be traced. Tracing is enabled and disabled by using four compare registers in the DWT, by
using up to two external trace sources inside the Cortex-M3, or by using dedicated start and stop bits controlled by the DWT. A 24-byte
hardware first in, first out (FIFO) is used to buffer instruction packets.

The TPIU provides the interface between the ITM and ETM modules, formatting and serializing the packets before transmission out the
trace port to an off chip trace port analyzer.

TRACE OUTPUT

There are two formats of trace data output that are supported on the ADuCM350. One format is the 4-pin parallel trace, which uses the
standard 4-pin version of the Cortex-M3 trace port interface unit.

For reduced pin count, the single pin trace output option is also available. Serial wire trace output that is multiplexed with TDO-SWO pin
can be used to output trace data. However, this is not recommended to be used along with ETM. More details can be obtained from the
ARM Cortex-M3 Technical Reference Manual.
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SYSTEM CLOCKS

FEATURES

The ADuCM350 integrates two on-chip oscillators and the circuitry for two external crystals:

e LFOSC is a 32 kHz internal oscillator.

e HFOSC is a 16 MHz internal oscillator.

e LFXTAL is a 32 kHz external crystal oscillator.

e HFXTAL is an 8 MHz or 16 MHz external crystal oscillator.

A duty cycle correction (DCC) block is used to balance the output clock from HFXTAL to 50% duty cycle for the system. It is enabled
together with HFXTAL.

Two on-chip PLLs are also available: the system PLL (SPLL) and the USB PLL (UPLL). Both PLLs can use either the HFOSC or the
HFXTAL as an input clock.

The high frequency oscillators (HFOSC and HFXTAL), along with the output of the SPLL, can be used to generate the root clock.
The root clock is divided into many internal clocks:

e  FCLK clocks the NVIC, which includes SYSTICK of the Cortex-M3 core.

e HCLK_CORE clocks the Cortex-M3 core.

e  HCLK_BUS clocks the advanced high performance bus (AHB) peripherals.

e  PCLK clocks the advanced peripheral bus (APB) peripherals.

e Each peripheral has a UCLK that is synchronous to the PCLK for its internal operation (with the exception of SPIH, which is
synchronous to HCLK). Each UCLK can be gated individually.

e  USBCTLCLK clocks the USB control logic and must be >30 MHz when the USB is connected.

e  ACLK clocks the AFE and must be 16 MHz when the analog front end is actively working.

e AFE_ADC_CLK clocks the ADC inside AFE and must be 16 MHz when the analog front end is actively working. AFE_ADC_CLK
shares the same control bits as ACLK: CLKCON5[7] (ACLKOFF).

e  HCLK_CT clocks all the digital in the CapTouch block except for the ADC controller and the self timer. HCLK_CT shares the same
control bit in Power Mode 2: CLKCON5[8] (CTCLKOFEF). This clock must be 16 MHz when the CapTouch is actively working.

e CTCLK clocks the ADC controller only, and generates clocks and control signals for the CapTouch analogue section and must be
16 MHz when the CapTouch is actively working.

A USBPHYCILK for clocking the USB PHY is also available and must use a 60 MHz clock when the USB is connected; however, its source
is the direct output of the UPLL, not the root clock.

The 32 kHz clock (LF_CLK) is generated from either LFXTAL or LFOSC to drive certain blocks, including the watchdog timer, LCD,
beeper, and CapTouch self timer. The wake-up timer and general-purpose timers have their own multiplexers to select their clock source.
The RTC always works from LFXTAL.

Figure 4 shows a diagram of all the clocks available and includes the clock gates for power management.

Note that the delay block (DLY) is used to offset the clock phase of the digital system away from the phase of the AFE and CapTouch
ADC:s to ensure that the ADCs can sample correctly and that the digital system is as quiet as possible.
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Figure 4. Clocking Diagram
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OPERATION

At power-up, the core executes from a 1 MHz system clock. The user is then given control to program a clocking scheme appropriate for
the application, which is done by setting values in the clocking registers.

Clock Muxes

There are three clock source multiplexers, as shown in Figure 4: the root clock mux (ROOT_CLK), the low frequency clock mux (LFCLK

Mux) band, and the SPLL input mux (SPLL Mux). These clock source multiplexers are controlled using memory mapped registers.

The dashed multiplexers for the wake-up timer and general-purpose timers are controlled via registers within the corresponding blocks.
See the Wake-Up Timer (WUT) section and the General-Purpose Timers section for details.

In general, ensure that the desired clock input is available and stable for the clock selection made for the clock mux. Otherwise, situations
where the system can be locked out of a stable clock can arise. Registers used to program the clock settings are on the HCLK_BUS domain.

The ADuCM350 provides the facility to observe the various clocks used in the system on an external pin. The GPIO Pin P1.7 is used for
this purpose. This feature is available as Function 4 on the P1.7 pin. To observe this clock on Pin P1.7, select the function using the
GP1CON register (GP1CON[15:14] = 0x3). The clock source that appears on Pin P1.7 is selected in the miscellaneous clock settings
register (CLKCONO[7:4]).

As an example, to view the LEXTAL clock on the P1.7 pin, the following needs to be selected:
e The GPIO clock source needs to be selected in Bits[1:0] of the CLKCONO register.
e  The LEXTAL must be enabled in Bit 8 of the CLKCONO register.

Table 6. Clock Muxing

Clocks Register | Bit(s) | Selection
Root Clock Mux | CLKCONO | [1:0] | 00:HFOSC

01: HFXTAL

10: SPLL

11: GPIO (Pin P0.11 test purposes only)
SPLL Mux CLKCONO | 11 0: HFOSC

1: HFXTAL
LFCLK Mux CLKCONO | 8 0: LFOSC

1: LFXTAL
WUT_CLK Mux | T2CON [10:9] | Controlled by the wake-up timer
GPTX_CLK Mux | GPTXCON | [6:5] | Controlled by General-Purpose Timer 0/General-Purpose Timer 1/General-Purpose Timer 2
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Clocks Register | Bit(s) | Selection

GPIO Out Clock | CLKCONO | [7:4] | 0000: ROOT_CLK
0001: LF_CLK
0010: CTCLK

0011: HCLK_BUS
0100: HCLK_CORE
0101: PCLK

0110: USBCTRLCLK
0111: USBPHYCLK
1000: GPTO_CLK
1001: GPT1_CLK
1010: GPT2_CLK
1011: WUT_CLK
1100: RTCCNT_CLK
1100 to 1111: not used

Clock Dividers

Four programmable clock dividers are available to generate the clocks in the system. A clock divider integer divides the input clock down
to a new clock. The division range is from 1 to 32. Division selection can be made on the fly. The output remains glitch free and stretches
the high time, never creating a high time shorter than the pre or post value of the clock period.

Three of the clock dividers use the root clock as an input and generate the core and peripheral synchronized clocks. The clock dividers are
cascaded in such a way that each stage initially releases its divided clock in a sequence. The last stage informs all other stages that its
divided clock is ready to be output. The effect of this cascading is that divided clocks are released synchronously when new divider values
are programmed. Initial edges of each clock are mutually aligned.

An additional independent divider is available to generate the CapTouch clock. It uses the same divider counter as HCLKDIVCNT
because CTCLK always has the frequency of HCLKs. Table 7 summarizes the inputs and outputs of each clock divider along with the
register bits to program each clock divider.

Table 7. Clock Dividers Sources and Outputs

Divider | Input Clock Output Clocks Bits in the CLKCON1 Register
0 Root clock HCLK_CORE, HCLK_BUS, FCLK, ACLK, CTCLK, AFE_ADC_CLK HCLKDIVCNT

1 Root clock PCLK, all peripheral UCLKs PCLKDIVCNT

2 Root clock USBCTLCLK USBCTLCLKDIVMUX

Divider 2 does not have a programmable divide value. Its divide value can be either HCLKDIVCNT or half of HCLKDIVCNT. When the
USBCTLCLKDIVMUX bit is set to 0, USBCTLCLK equals HCLK. When the bit is set to 1, the USBCTLCLK is twice the frequency of
HCLK. Note that for the 2x relationships to hold between HCLK and USBCTLCLK, the HCLK divider must be an even number. If the
LSB of the divider is 1, it truncates when the divider value is shifted right by 1. For example, if the HCLK divider is 7 and
USBCTLCLKDIVMUX is 1, the USBCTLCLK divider is 3, making the illegal relationship between the two clocks 7/3 instead of 2/1.

Only certain divider ratios are legal between PCLK and HCLK. Specifically, the following rules must be respected:

e  The frequency of PCLK must always be smaller or equal to the frequency of HCLK.
e The ratio of the dividers must be an integer.
e  PCLK must be the same speed as HCLK before going into hibernate mode.

In general, clock division can be changed on the fly during normal operation; however, one exception is a USB transfer. Do not distribute
clocks during a USB transfer; therefore, do not program a new divider until USB tasks are completed.
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Clock Gating

In the case of certain clocks, clocks can be individually gated depending on the power mode or register settings. For more information
about clock gating and power modes, refer to the Power Management Unit section.

The clock gates of the peripheral UCLKSs are user controllable in certain power modes. Register CLKCONS5 can be programmed to turn
off certain clocks, depending on user application. Set the respective bits to 1 in the CLKCONS5 register to disable clock gates.

PLL Programming

Figure 5 shows the abstract PLL structure for both SPLL and UPLL. It has the multiplier coefficient, N, and divider coefficient, M, to
decide the output clock ratio of N/M. There is an optional DIV2 built in the PLL to either divide down the PLL output clock by 2 or
directly output it.

The PLL must always switch away from ROOT_CLK when changing any coefficients or clock sources.

When the reference clock for the phase frequency detector (PFD) has a 4 MHz input, the PLL has its best phase margin. Therefore, it is
recommended that for a 16 MHz crystal clock input, configure M as 4, and for an 8 MHz crystal clock input, configure M as 2.

- 1/M [—»{ PFD @ DIv2

1/N

11714-004

Figure 5. PLL Diagram

Table 8 shows the example and recommended settings for SPLL to output a 16 MHz or a 32 MHz clock and for UPLL to output a 60 MHz
clock.

Table 8. PLL Recommended Setting

PLL Input Clock (MHz) M N DIV2 Output Clock (MHz)
SPLL 16 4 8 0 32
SPLL 16 4 16 1 32
SPLL 8 2 8 0 32
SPLL 8 2 16 1 32
SPLL 8 2 4 0 16
SPLL 8 2 8 1 16
UPLL 16 4 15 0 60
UPLL 8 2 15 0 60

The PLL settings can be programmed using the CLKCON3 and CLKCON4 registers. Both of these registers contain the same control bits
for the two separate PLLs (SPLL and UPLL). To enable SPLL or UPLL, the SPLLEN or UPLLEN bit must be set, respectively. The SPLL or
UPLL N multiplier can be set using the SPLLNSEL or UPLLNSEL bits, respectively. The M divider can also be set using the SPLLMSEL or
UPLLMSEL bits according to the following:

e  00:divide by 1.
e  0l:divide by 2.
e 10:divide by 4.
e  11:reserved.

An optional division by 2 of the input SPLL and UPLL clock can be programmed by setting the SPLLDIV2 and UPLLDIV?2 bits, respectively.
Interrupts

Either PLL can interrupt the core when it locks or when it loses its lock. To enable the SPLL and UPLL interrupts, the SPLLIE and UPLLIE bits in
the CLKCON3 and CLKCON4 registers must be set. The SPLLUNLOCK and UPLLUNLOCK bits in the CLKSTATO register indicate that the
SPLL and UPLL unlock events have happened. The SPLLLOCK and UPLLLOCK bits in the CLKSTATO register indicate that a SPLL or UPLL
lock event has happened. Both of these bits are used to interrupt the core when PLL interrupts are enabled. Both bits are sticky and must
write a 1 to be cleared. These bits are different from the SPLLSTATUS and UPLLSTATUS bits in CLKSTATO, which simply mirrors the
value of the SPLL or UPLL lock signal (1 = locked, 0 = unlocked).

Regarding the SPLL or UPLL lock event, while it is fine to use the lock detect status bits to determine when the PLL clock is safe to use
and locked initially, it is not advised to use the unlock sticky bits as a means to declare the PLL clocks are unsuitable; that is, it is not a
reliable indicator that the PLL has lost lock. The reason for this is that the SPLL and UPLL sensitivity threshold is too low and causes the
detect function to be too sensitive for conditions related to environment, application, or device.
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Sequence

To start using the system PLL, the following sequence of events is reccommended. The example multiplies a 16 MHz crystal input to
32 MHz via the SPLL and uses it as the root clock. The HCLK is set to 16 MHz and the PCLK to 4 MHz.

Enable PLL interrupts by setting SPLLIE in CLKCON3 to 0x1.

Set the PLL input to the external high frequency (HF) crystal (XTAL oscillator). Set PLLMUX in CLKCONO to 0x1.

Enable the external crystal (HFXTAL oscillator). Set HFEXTALEN in OSCCTRL to 0x1.

Set the clock dividers consistent with the intended system clock rates. For example, assuming a PLL output of 32 MHz sets the HCLK

to 16 MHz and the PCLK to 4 MHz, set PCLKDIVCNT in CLKCONT1 to 0x08 and HCLKDIVCNT in CLKCONT to 0x02.

5. Set up the PLL M and N values and enable the PLL. Set SPLLEN in CLKCON3 to 0x1, SPLLMSEL in CLKCON3 to 0x2, and
SPLLNSEL in CLKCON3 to 0x08.

6. Wait for the PLL interrupt indicating that the PLL has locked. Optionally, also check that the crystal is stable at this stage, even
though the PLL must not lock if the crystal is not stable.

7.  Clear the PLL interrupt and select PLL as the system clock source. Set SPLLLOCK in CLKSTATO to 0x1 and CLKMUX in

CLKCONO to 0x2.

L s

The USB PLL is programmed following a simpler but similar sequence of events. Step 2 and Step 7 are not required because there is only
one input to the UPLL (the HF crystal), and it is the only possible source to the USB PHY clock.

For Step 4, the UPLL requires precharging of the loop to prevent the VCO from turning off. This is a two-part process as follows:

1.  Set divider ratio to precharge loop for a duration of 200 ps. Set the UPLLMSEL value = 0x2 and the UPLLNSEL value = 0x3F.
2. Set divider ratio to desired UPLL frequency. Set the UPLLMSEL value = 0x2 and the UPLLNSEL value = 0x0F.

Crystal Programming

The crystals are disabled by default and can be programmed using the OSCCTRL register. The crystals can be enabled by setting the
HEXTALEN or LEXTALEN bits. The stable signal status bits are also mirrored in this register.

Note the following:

e  Before issuing a SYSRESETREQ, allowing the Cortex-M3 to assert a reset request signal to the system reset generator, the HFOSCEN
(OSCCTRL bit 1) must be set to ensure that all system components reset properly. This is independent of the root clock mux and
SPLL clock mux settings.

e When disabling the external LFXTAL, the LFXTAKEN bit must be written to twice with a delay of at least two low frequency clock
periods between write commands.

Interrupts

Each crystal can interrupt the core when its output clock becomes stable. The interrupts are enabled by setting the HFXTALIE and
LFXTALIE bits in the CLKCONO register. Register CLKSTATO contains the stable information pertaining to both crystals. The
HFXTALSTATUS and LEXTALSTATUS bits in the CLKSTATO register contain the current state of the stable signals of the crystals. The
HFXTALOK or LEXTALOK bits in the CLKSTATO register are set when an event is detected on the stable signals of the crystals. The
HEXTALOK/HEXTALNOK and LEXTALOK/LFXTALNOK bits are sticky and must be cleared by writing a 1 to them. The HFXTALNOK and
LFXTALNOK bits are not continuous XTAL monitors and are only set as a confirmation that the corresponding XTAL has been properly
disabled.

PLL Clock Protection

In the event that the clock source to the PLL is lost, the PLL maintains operation at a reduced output frequency. This behavior allows PLL
interrupt sources such as SPLLUNLOCK and UPLLUNLOCK (CLKSTATO Bit 6 and Bit 2) to be serviced and enables the appropriate
action to be taken by the core. This feature protects the core from an indefinite stall due to broken or shorted leads of the XTAL circuit.

Oscillator Programming

Both the internal oscillators are enabled by default. Before issuing a SYSRESETREQ, allowing the Cortex-M3 to assert a reset request
signal to the system reset generator, the HFOSCEN (OSCCTRL Bit 1) must be set. This ensures that all system components are reset
properly. This is independent of the root clock mux and SPLL clock mux settings.

Enabling the HFOSC is done by using the HFOSCEN bit in the OSCCTRL register. Note that before stopping the HFOSC internal
oscillator, the HFXTAL must be running the system. Otherwise, the device locks because its clock has been stopped by the user without
possibility of recovery. Similarly, the LFOSC internal oscillator can be enabled with the LFOSCEN bit in the OSCCTRL register. Peripherals
driven with a 32 kHz clock must be switched over to the LEXTAL external crystal oscillator before the LFOSC internal oscillator is
disabled.
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INTERNAL RC AND EXTERNAL XTAL OSCILLATORS
Platform HF RC Oscillator
The 16 MHz high frequency oscillator is enabled by the HFOSCEN bit. The RC oscillator is calibrated to £5%.

® ®
P
s i —> a—‘

Y

11714-005

Figure 6. HF RC Oscillator Block Diagram

Platform LF RC Oscillator
The 32.768 kHz low frequency RC oscillator is enabled by the LFOSCEN bit. The RC oscillator is calibrated to +20% and is in the 3 V domain.
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Figure 7. LF RC Oscillator Block Diagram

Platform HF XTAL Oscillator

The HF XTAL oscillator is the accurate clock source of the system, with a frequency of 16 MHz. It is used as an input for the system/USB
PLL or as a direct clock source for the respective digital clock requirements and is in the 1.8 V domain.
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Figure 8. HF XTAL Block Diagram
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Platform LF XTAL Oscillator

The LF XTAL oscillator is the clock source for the RTC. It is used to keep the time of the system. It provides a 32.768 kHz output clock

with an external load of 15 pE

Once the oscillator is enabled, it remains always on, even in hibernate and supercapacitor mode.
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Figure 9. LF XTAL Block Diagram
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EXAMPLE USE CASES
The following flow diagrams highlight the sequence of events required to set the system/USB clocks.
Set System Clock to PLL Input Source

The following three timing diagrams show the sequence of events to change the system clock from being based on an internal RC oscillator to
being based on a PLL input source.

1. SET SYSTEM
CLOCK TO
OSCILLATOR
(DEFAULT)

PLL INPUT
SOURCE?

2. SET UP TIMER
3. TURN ON XTAL

4. POLL 16M XTAL
LOCK BIT
osc %

5. DISABLE TIMER

6. SELECT XTAL AS
PLL SOURCE

TIMER ISR:
ERROR, THE XTAL
HAS NOT LOCKED

7. SET UP TIMER

8. PROGRAM PLL

9. POLL PLL
LOCK BIT I

10. DISABLE TIMER
11. CHANGE SYSTEM
CLOCK TO PLL

Figure 10. Change System Clock to PLL (Poll Method)

TIMER ISR:
NO —»| ERROR, THE PLL
HAS NOT LOCKED

11714-009
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1. SET SYSTEM
CLOCK TO
OSCILLATOR
(DEFAULT)

2. SELECT XTAL
AS PLL SOURCE

PLL INPUT
SOURCE?

3. TURN ON
16M XTAL

4. PROGRAM PLL
5. SET UP TIMER

6. POLL 16M XTAL
LOCK BIT

<

7. POLL PLL
LOCK BIT

8. DISABLE TIMER

9. CHANGE SYSTEM
CLOCK TO PLL

NO —

A

TIMER ISR:
ERROR, THE XTAL
HAS NOT LOCKED

NO —

Y

TIMER ISR:
ERROR, THE PLL
HAS NOT LOCKED

Figure 11. Change System Clock to PLL (Poll Alternative Method)
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1. SET SYSTEM
CLOCKTO
OSCILLATOR
(DEFAULT)

PLL INPUT
SOURCE?

2. SELECT XTAL
AS PLL SOURCE

3. TURN ON
16M XTAL

4. PROGRAM PLL
WITH INQ

5. SET UP
WAKE-UP TIMER

6. GO TO SLEEP

WUT ISR: THE PLL 7. PLL ISR: THE

PLL HAS LOCKED,
HAS NOT LOCKED CLEAR INTERRUPT

PPL INPUT
SOURCE?

XTAL LOCKED?
(SANITY CHECK)

ERROR, PLL IS osc
LOCKED BUT XTAL

IS NOT (UNLIKELY)

8. CHANGE SYSTEM
CLOCK TO PLL

11714-011

Figure 12. Change System Clock to PLL (IRQ Method)
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Set System Clock to XTAL

The following two timing diagrams show the sequence of events to change the system clock from being based on an internal RC oscillator to

being based on an XTAL source.

1. SET SYSTEM
CLOCK TO
OSCILLATOR
(DEFAULT)

2. TURN ON
16M XTAL
3. SET UP TIMER
4. POLL 16M XTAL
LOCK BIT

NO—;

TIMER ISR:
ERROR, THE XTAL
HAS NOT LOCKED

5. DISABLE TIMER
6. CHANGE SYSTEM
CLOCK TO PLL

Figure 13. Change System Clock to XTAL (Poll Method)

11714-012

1. SET SYSTEM
CLOCK TO
OSCILLATOR
(DEFAULT)

2. TURN ON
16M XTAL WITH IRQ
3. SET UP
WAKE-UP TIMER
4. GO TO SLEEP

WUT ISR: THE XTAL XTAL ISR: THE
HAS NOT LOCKED XTAL HAS LOCKED

11714-013

5. CHANGE SYSTEM
CLOCK TO PLL

Figure 14. Change System Clock to XTAL (IRQ Method)
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Changing System Clock Source

The following diagram shows the sequence to change the system clock source from being based on an RC oscillator to being based on one
of the following: an XTAL, a GPIO input, or a PLL input source.

1. SET SYSTEM
CLOCK TO
OSCILLATOR
(DEFAULT)

PLL INPUT
SOURCE?

12. TURN ON 16M
XTAL
13. SETUP TIMER

14. POLL 16M XTAL
l LOCK BIT

GPIO

15. DISABLE TIMER
/
7. PROGRAM PLL
16. CHANGE SYSTEM
CLOCK TO PLL
8. SET UP TIMER
9. POLL PLL
LOCK BIT

2. TURN ON
16M XTAL
3. SET UP TIMER

4. POLL 16M XTAL
LOCK BIT I

5. DISABLE TIMER

6. SELECT XTAL
AS PLL SOURCE

11. ENABLE GPIO
CLOCK INPUT

e

TIMER ISR:
ERROR, THE XTAL
HAS NOT LOCKED

-

TIMER ISR: ERROR,
THE XTAL HAS
NOT LOCKED

TIMER ISR: ERROR,
NO —» THE PLL HAS
NOT LOCKED

10. DISABLE TIME

Figure 15. Changing System Clock

17. CHANGE

SYSTEM
CLOCK SOURCE

11714-014
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Clocking Control for USB

The USB controller requires a 32 MHz controller clock and a 60 MHz PHY clock, while the rest of the system can run with a 16 MHz
clock. This section describes when to change the clocks.

The control of USB clocks relates to clock dividers (CLKCON1), HF XTAL and PLLs (OSCKEY, OSCCTRL, CLKCON3, CLKCON4,
CLKSTATO0), and system clock multiplexer (CLKCONO).

Whenever the USB connection or resume activity is detected, switch the system clock to a 32 MHz clock and enable the UPLL. When
USB is disconnected or suspended, the system clock can be switched back to 16 MHz and both the SPLL and UPLL can be disabled. For
LPM sleep state, due to its fast (50 ps to 1.2 ms) wake-up requirement, the HF XTAL must remain active but UPLL can be turned off
(UPLL needs about 35 ys to restart, whereas HF XTAL needs ~10 ms to restart).

Figure 16, Figure 17, and Figure 18 describe how to enable and disable the USB clocks. The USB clocks must be enabled when the USB is
in use and disabled when the USB is not in use.

ENABLE USB
CLOCKS

ENABLE HF XTAL IF NOT
PREVIOUSLY ENABLED
(OSCKEY = 0xCB14;
OSCCTRL.HFXTALEN = 1)

1

WAIT UNTIL HF XTAL LOCKED
(CLKSTATO0.HFXTALOK ==17?)

1

CONFIGURE AND ENABLE SPLL
(CLKCONO.PLLMUX = 1;
CLKCONS3 = 0x0288, IF 16MHz HF XTAL OR
CLKCONS3 = 0x0248, IF 8MHz HF XTAL);

¥

WAIT UNTIL SPLL LOCKED
(CLKSTATO0.SPLLLOCK ==1?)

1

UPDATE CLOCK DIVIDERS
(CLKCON1.HCLKDIVCNT=2;)
(CLKCON1.PCLKDIVCNT=2;)

(CLKCON1.USBCTRLCLKDIVMUX=1;)

¥

SWITCH SYSTEM CLOCK SOURCE TO SPLL
(CLKCONO.CLKMUX = 2)

I
: TURN OFF HF OSC OPTIONAL :
: (OSCKEY = OxCB14; |
1 OSCCTRL.HFOSCEN=0 :

CONFIGURE AND ENABLE UPLL
(CLKCON4 = 0x028F, IF 16MHz HF XTAL OR
CLKCON4 = 0x024F, IF 8MHz HF XTAL);

1

WAIT UNTIL UPLL LOCKED
(CLKSTATO0.UPLLLOCK==17)

¥

Figure 16. Enable USB Clocks

11714-015

Rev. E | Page 27 of 460



UG-387

DISABLE USB CLOCKS

ENABLE HF OSC IF NOT PREVIOUSLY ENABLE
(OSCKEY = 0xCB14;
OSCCTRL.HFOSCEN = 1)

¥

WAIT UNTIL HF OSC LOCKED
(OSCCTRL.HFOSCOK ==17?)

(]

SWITCH SYSTEM CLOCK SOURCE TO HFOSC
(CLKONO.CLKMUX = 0)

(]

UPDATE CLOCK DIVIDERS
(CLKCON1.HCLKDIVCNT = 1;)
(CLKCON1.PCLKDIVCNT = 1;)

(CLKCON1.USBCTRLCLKDIVMUX = 0;)

(]

DISABLE SPLL, UPLL;
DISABLE HF XTAL IF NOT NEEDED;
(CLKCON3.SPLLEN = 0;
CLKCON4.UPLLEN = 0;
OSCKEY = 0xCB14;
OSCCTRL.HFXTALEN = 0;)

Figure 17. Disable USB Clocks

DISABLE USB CLOCKS
FOR LPM SLEEP

SWITCH SYSTEM CLOCK SOURCE TO HFXTAL
(CLKONO.CLKMUX = 1)

v

UPDATE CLOCK DIVIDERS
(CLKCON1.HCLKDIVCNT = 1;)
(CLKCON1.PCLKDIVCNT = 1;)

(CLKCON1.USBCTRLCLKDIVMUX = 0)

v

DISABLE SPLL, UPLL;
(CLKCONS3.SPLLEN = 0;
CLKCON4.UPLLEN = 0;)

v

Figure 18. Disable USB Clocks For LPM Sleep
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The following diagram describes how the USB transits between its working states: L0 (on), L1 (sleep), L2 (suspend), and L3 (off).

To detect the activity of the USB when transiting between these states, the USBWKUP logic is required. The USBWKUP logic has level or
edge detection of USBVBUS, DP, and DM lines as controlled in EI2CFG and generates an interrupt at Position Number 36 (see Table 114)
if enabled by EI2CFG.USBVBUSEN, EI2CFG.USBDMEN, and/or EI2CFG.USBDPEN. The detection events are saved at Register USBWKSTAT.

USBWKUP: MONITOR
VBUS LEVEL TO BE HIGH
EI2CFG.USBVBUSEN =1,
EI2CFG.USBVBUSMDE = 3

VBUS VBUS
VBUS VBUS
HIGH Low

DP/DM DP/DM
TOGGLE TOGGLE

. (10) &« ——————
~ ) T~

LPM SLEEP SUSPENDING

USBWKUP: MONITORING VBUS LEVEL
TO BE LOW; OR DP/DM TOGGLE
EI2CFG. USBVBUSEN =1,

EI2CFG. USBVBUSMDE = 4;

EI2CFG. USBDMEN =1,

EI2CFG. USBDMMDE = 2;

EI2CFG. USBDPEN =1,

EI2CFG. USBDPMDE = 2

USBWKUP: MONITORING VBUS LEVEL
TO BE LOW; OR DP/DM TOGGLE
EI2CFG.USBVBUSEN = 1,
EI2CFG.USBVBUSMDE = 4;
EI2CFG.USBDMEN = 1,
EI2CFG.USBDMMDE = 2;
EI2CFG.USBDPEN =1,
EI2CFG.USBDPMDE = 2

USBWKUP: MONITORING VBUS LEVEL TO BE LOW.
USBCTRL: ENABLE SUSPEND AND/OR LPM IRQ
EI2CFG.USBVBUSEN = 1,

EI2CFG.USBVBUSMDE = 4;

INTRUSBE.SUSPEND = 1,

LPM_IEN.LPMACKEN = 1 (ASSUMING LPM
PROPERLY CONFIGURED AND ENABLED)

11714-018

Figure 19. USB State Diagram
L3

Initially, the USB controller enters the L3 state by default and does not require the USBCTLCLK or USBPHYCLK. It can only transit to
the LO state if the USB controller is enabled and connected. To detect the USB connection while in the L3 state, configure the USBWKUP
block to monitor the USBVBUS line for a high state. When USBVBUS is detected as high, call the enable USB clocks task to have the 32 MHz
USBCTLCLK and the 60 MHz USBPHYCLK so that the USB can transit from L3 to LO.

Lo

The active USB state requires a 32 MHz USBCTLCLK and a 60 MHz USBPHYCLK to work properly for USB transactions. When in the
LO state, the USB controller can transit to

e  The L2 state if the USB data bus (DP and DM) idles for more than 3 ms.
e  The L1 state if the LPM command is acknowledged.
e  The L3 state if a disconnection occurs.

Enable the USBWKUP logic to monitor the VBUS level so that it can generate an interrupt when VBUS is low, which occurs when the
USB is disconnected. In such a case, the disable USB clocks task can be called to use 16 MHz for rest logic to save power.

In addition, the USB controller must enable the suspend interrupt so that it can notify the user when the USB data bus idles for more than
3 ms. If this occurs, the disable USB clocks task can be called to use 16 MHz for rest logic to save power.

If LPM is supported and properly configured, enable the LPM interrupt so that the LPM command can be acknowledged. If this occurs,

the disable USB clocks for LPM task can be called to use the 16 MHz HF XTAL for rest logic to save power. (The user may have to leave
the PLL running if a very short resume period is required.)

L2

The suspend state does not need any USBCTLCLK or USBPHYCLK clock. The L2 state can transit to L3 when a disconnection occurs or
to L0 if USB bus activity is detected.

To detect a disconnection, configure the USBWKUP logic to monitor when the VBUS line becomes low. If this occurs, the disable USB
clocks task can be called to use 16 MHz for rest system if the clocks are not disabled yet. (Although the internal logic of the USB
controller might appear to remain in suspend mode, this does not adversely affect the operation of the device. The internal logic of the
USB controller is updated after a new connection is detected.)

To detect resume or reset activity, configure the USBWKUP logic to monitor DP (MD is redundant and might not have to be enabled). If
this occurs, call the enable USB clocks task to have the 32 MHz USBCTLCLK and the 60 MHz USBPHYCLK so that the USB can transit
to the LO state.
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L1

The LPM sleep state is defined for fast sleep (instead of 3 ms idling) and fast resume in the USB 2.0 standard. This state does not require
low power as a compromise. The HF XTAL must remain active; otherwise, it cannot resume operation quickly enough. Optionally, UPLL
can be disabled if the restart period is adequate. Otherwise, the L1 state is similar to the L2 state; therefore, the USB controller can transit
to the L3 state when a disconnection occurs or to the LO state if USB bus activity is detected. The USBWKUP logic must be configured the
same as it is for the L2 state; the response is also the same as it is for the L2 state. If the UPLL is disabled, the user must enable the system
clock to 32 MHz before reenabling the UPLL to ensure that pulses from the USBPHYCLK domain to the USBCTLCLK domain can be
detected.

Table 9 lists the mentioned interrupts and corresponding interrupt service routine (ISR).

Table 9. Interrupts for USB Clock Control
USB Event USB Wake-Up Monitoring or Interrupt Service for USB Wake-Up Interrupt
New Connection (L3 to LO) USBWKUP logic detecting VBUSVAILD for Enable USB clocks

high (EI2CFG[15:12] = 0xB)

Disconnection (LO, L1, or L2 to L3) USBWKUP logic detecting VBUSVAILD for Disable USB clocks or disable USB clocks for LPM sleep

low (EI2CFG[15:12] = 0xC)

Suspend (LO to L2) INTRUSB:SUSPEND in USB controller Disable USB clocks
LPM Sleeping (LO to L1) LPM_IRQ:LPMACK in USB controller Disable USB clocks for LPM sleep
USB Resume (L1 or L2 to LO) USBWKUP logic detecting DP toggle Enable USB clocks
(EI2CFG[7:4] = 0xA)
USB Reset (When L1 or L2; USBWKUP logic detecting DP toggle Enable USB clocks
No Clocking Action When LO0) (EI2CFG[7:4] = 0xA)
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SYSTEM CLOCKS MEMORY MAPPED REGISTERS
System Clocks Register Map

Table 10. Clocking Register Summary

Address Name Description Reset RW
0x4000240C OSCKEY Key protection for OSCCTRL 0x0000 RW
0x40002410 OSCCTRL Oscillator control 0x0003 RW
0x40028000 CLKCONO Miscellaneous clock settings 0x0000 RW
0x40028004 CLKCONT1 Clock dividers 0x1010 RW
0x40028008 RESERVED Reserved 0x0000 R
0x4002800C CLKCON3 System PLL 0x0088 RW
0x40028010 CLKCON4 USB PLL 0x008F RW
0x40028014 CLKCONS5 User clock gating control 0x0180 RW
0x40028018 CLKSTATO Clocking status 0x0000 RW
0x4002801C RESERVED Reserved Unknown R
0x40028810 RESERVED Reserved 0x0000 R
0x40028814 RESERVED Reserved 0x0000 R
0x40028818 RESERVED Reserved Unknown R
0x4002881C RESERVED Reserved Unknown R
0x40028820 RESERVED Reserved Unknown R
0x40028824 RESERVED Reserved 0x0000 R
0x40028828 RESERVED Reserved 0x0000 R
0x4002882C RESERVED Reserved Unknown R
0x4002883C RESERVED Reserved 0x0000 R

Key Protection for OSCCTRL Register
Address: 0x4000240C, Reset: 0x0000, Name: OSCKEY

Table 11. Bit Descriptions for OSCKEY
Bits Bit Name | Description Reset | Access

[15:0] | OSCKEY The OSCCTRL register is key protected. To unlock this protection, write 0xCB14 to OSCKEY before 0x0 RW
writing to OSCCTRL. A write to any other register on the APB before writing to OSCCTRL returns the
protection to the lock state.

Oscillator Control Register

Address: 0x40002410, Reset: 0x0003, Name: OSCCTRL

The OSCCTRL register is key protected. To unlock this protection, write 0xCB14 to OSCKEY before writing to OSCCTRL. A write to any
other register on the APB before writing to OSCCTRL returns the protection to the lock state.

Table 12. Bit Descriptions for OSCCTRL

Bits Bit Name Description Reset | Access
[15:12] | RESERVED | Reserved. 0x0 R
1 HFXTALOK | Status of HFXTAL oscillator. This bit indicates when the crystal is stable after it is enabled. This 0x0 R

bit is not a monitor and does not indicate a subsequent loss of stability.
0: oscillator is not yet stable or is disabled.
1: oscillator is enabled and is stable and ready for use.

10 LFXTALOK | Status of LFXTAL oscillator. This bit indicates when the crystal is stable after it is enabled. This 0x0 R
bit is not a monitor and does not indicate a subsequent loss of stability.

0: oscillator is not yet stable or is disabled.
1: oscillator is enabled and is stable and ready for use.

9 HFOSCOK Status of HFOSC oscillator. This bit indicates when the oscillator is stable after it is enabled. 0x0 R
This bit is not a monitor and does not indicate a subsequent loss of stability.

0: oscillator is not yet stable or is disabled.
1: oscillator is enabled and is stable and ready for use.
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Bits Bit Name Description Reset | Access
8 LFOSCOK Status of LFOSC oscillator. This bit indicates when the oscillator is stable after it is enabled. 0x0 R
This bit is not a monitor and does not indicate a subsequent loss of stability.
0: oscillator is not yet stable or is disabled.
1: oscillator is enabled and is stable and ready for use.
[7:4] RESERVED | Reserved. 0x0 R
3 HFXTALEN | High frequency crystal oscillator enable. This bit is used to enable/disable the oscillator. The 0x0 RW
oscillator must be stable before use.
Notes that this bit is key protected by OSCKEY.
0: the HFXTAL oscillator is disabled and placed in a low power state.
1: the HFXTAL oscillator is enabled.
2 LFXTALEN Low frequency crystal oscillator enable. This bit is used to enable/disable the oscillator. The 0x0 RW
oscillator must be stable before use.
Note that this bit is key protected by OSCKEY.
0: the LFXTAL oscillator is disabled and placed in a low power state.
1: the LFXTAL oscillator is enabled.
1 HFOSCEN High frequency internal oscillator enable. This bit is used to enable/disable the oscillator. The | 0x1 RW
oscillator must be stable before use. This bit must be set before the SYSRESETREQ system
reset can be initiated.
Notes that this bit is key protected by OSCKEY.
0: the HFOSC oscillator is disabled and placed in a low power state.
1: the HFOSC oscillator is enabled.
0 LFOSCEN Low frequency internal oscillator enable. This bit is used to enable/disable the oscillator. The | 0x1 RW

oscillator must be stable before use.

Note that this bit is key protected by OSCKEY.

0: the LFOSC oscillator is disabled and placed in a low power state.
1: the LFOSC oscillator is enabled.

Miscellaneous Clock Settings Register

Address: 0x40028000, Reset: 0x0000, Name: CLKCONO

The CLKCONO register is used to configure clock sources used by various systems such as the core and memories as well as USB and
peripherals. All unused bits are read only returning a value of 0. Writing unused bits has no effect.

Table 13. Bit Descriptions for CLKCONO

Bits

Bit Name

Description

Reset

Access

15

HFXTALIE

High frequency crystal interrupt enable. Controls if the core is interrupted on a
HFXTALOK or HFXTALNOK status, or if no interrupt is generated. Never clear this bit
while a core interrupt is pending.

0: an interrupt to the core is not generated on a HFXTALOK or HFXTALNOK.

1:an interrupt to the core is generated on a HFXTALOK or HFXTALNOK.

0x0

RW

14

LFXTALIE

Low frequency crystal interrupt enable. Controls if the core is interrupted on a
LFXTALOK or LFXTALNOK status, or if no interrupt is generated. Never clear this bit while
a core interrupt is pending.

0: an interrupt to the core is not generated on a LFXTALOK or LFXTALNOK.

1: an interrupt to the core is generated on a LFXTALOK or LFXTALNOK.

0x0

RW

[13:12]

RESERVED

Reserved.

0x0

11

PLLMUX

SPLL source select mux. PLLMUX selects which source clock is fed to the SPLL
(PLL_MUX_SEL). The selection must be made before the SPLL is enabled. Do not change
the selection after the SPLL is enabled.

0: internal RC oscillator is selected.
1: external XTAL oscillator is selected.

0x0

RW

FIXMASTERTYPE | Force MasterType for debugger. See the ARM Cortex-M3 Technical Reference Manual.

0x0

RW

RESERVED

Reserved.

0x0

RW

LFCLKMUX

32 kHz clock select mux.
0: internal 32 KHz oscillator is selected.
1: external 32 KHz crystal is selected.

0x0

RW
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Bits Bit Name

Description

Reset

Access

[7:4] CLKCOUT

GPIO clock out select. Used to select which clock is output on the selected GPIO pin
(AON_GPIO_MUX_SEL). Implemented as a 16 to T mux.

0000: ROOT_CLK
0001: LF_CLK
0010: CTCLK

0011: HCLK_BUS
0100: HCLK_CORE
0101: PCLK

0110: USBCTRLCLK
0111: USBPHYCLK
1000: GPTO_CLK
1001: GPT1_CLK
1010: GPT2_CLK
1011: WUT_CLK
1100: RTCCNT_CLK
1101 to 1111: not used

0x0

RW

[3:2] RESERVED

Reserved.

0x0

[1:0] CLKMUX

Clock mux select. Determines which single shared clock source is used by the PCLK,
CTCLK, and HCLK dividers. Ensure that an enabled active stable clock source is selected
(AON_CORE_MUX_SEL).

00: high frequency internal oscillator is selected.
01: high frequency external oscillator is selected.
10: system PLL is selected.

11: external GPIO port is selected.

0x0

RW

Clock Dividers Register

Address: 0x40028004, Reset: 0x1010, Name: CLKCON1

The CLKCON1 register is used to set the divide rates for the USBCTLCLK, HCLK, and PCLK dividers. Bit 7 is also used to select which
divider value is used for the USB control clock. This register can be written to at any time. All unused bits are read only, returning a value
of 0. Writing to unused bits has no effect.

Table 14. Bit Descriptions for CLKCON1

Bits Bit Name

Description

Reset

Access

[15:14] | RESERVED

Reserved. Always returns 0 when read.

0x0

[13:8] PCLKDIVCNT

PCLK divide count. Determines the PCLK rate based on the following equation: PCLK =
ROOT_CLK/PCLKDIVCNT. For example, if ROOT_CLK is 16 MHz and PCLKDIVCNT = 0x4,
PCLK operates at 4 MHz. The value of PCLKDIVCNT takes effect after a write access to this
register and typically takes two to four PCLK cycles. This register can be read at any time
and can be written to at any time. The reset divider count is 0x10. Value range is from 1 to
32.Values larger than 32 are saturated to 32. Values 0 and 1 have the same results as
divide by 1.

0x10

RW

7 USBCTLCLKDIVMUX | USB control clock divider mux select. This bit controls the mux selector for the USB

control clock.

If HCLKDIVCNT = 1, this bit has no effect (the divider for the USB control clock is also 1).
0: USB CTL CLK = HCLK (dividers are equal).

1: USB CTL CLK = 2xHCLK (divider is half of HCLKDIVCNT).

0x0

RW

6 RESERVED

Reserved. Always returns 0 when read.

0x0

[5:0] HCLKDIVCNT

HCLK and CTCLK divide count. Determines the HCLK and CTCLK rate based on the
following equation: HCLK (or CTCLK) = ROOT_CLK/HCLKDIVCNT. For example, if
ROOT_CLK is 16 MHz and HCLKDIVCNT = 0x1, HCLK operates at 16 MHz. HCLK must
be 16 MHz for the AFE to work correctly. The value of HCLKDIVCNT takes effect after
a write access to this register and typically takes two to four PCLK cycles (not HCLK
cycles). This register can be read at any time and can be written to at any time. The
reset divider count is 0x10. Value range is from 1 to 32. Values larger than 32 are
saturated to 32.Values 0 and 1 have the same results as divide by 1.

0x10

RW
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System PLL Register

Address: 0x4002800C, Reset: 0x0088, Name: CLKCON3

The CLKCONS3 register is used to control the system PLL. Write to this register only when the PLL is not selected as the clock source
(ROOT_CLK). All unused bits are read only, returning a value of 0. Writing to unused bits has no effect.

Table 15. Bit Descriptions for CLKCON3

Bits Bit Name | Description Reset | Access
[15:11] | RESERVED | Reserved. Always returns 0 when read. 0x0 R
10 SPLLIE System PLL interrupt enable. Controls if the core is interrupted on a PLL lock/PLL unlock, or if 0x0 RW
no interrupt generated. Never clear this bit while a core interrupt is pending.
0: an interrupt to the core is not generated on a PLL lock or PLL unlock.
1:an interrupt to the core is generated on a PLL lock or PLL unlock.
9 SPLLEN System PLL enable. Controls if the PLL is enabled or placed in its low power state. This bit is 0x0 RW
only set while the SPLL is not selected as the system clock source (CLKMUX bits of CLKCONO).
0: the PLL is disabled and is in its power down state.
1: the PLL is enabled. Initially the PLL does not run at the selected frequency. After a
stabilization period, the PLL locks onto the selected frequency, at which time it can be selected
as a system clock source (CLKMUX bits of CLKCONO).
8 SPLLDIV2 | System PLL division by 2. Controls if an optional divide by two is placed on the PLL output. This | 0x0 RW
guarantees a balanced output duty cycle output at the cost of doubling the PLL frequency (power).
Do not modify this bit after SPLLEN is set. This bit can be written at the same time SPLLEN is set.
0: the system PLL is not divided. Its output frequency equals that selected by the N/M ratio.
1: the system PLL is divided by two. Its output frequency equals that selected by the N/M ratio
with an additional /2 divide.
[7:6] SPLLMSEL | System PLL M Divider. Sets the M value used to obtain the multiplication factor N/M of the PLL. 0x2 RW
00: M set to 1 (divide by 1).
01: M set to 2 (divide by 2).
10: M set to 4 (divide by 4).
11: reserved.
[5:0] SPLLNSEL | System PLL N multiplier. Sets the N value used to obtain the multiplication factor N/M of the PLL. 0x8 RW

The default value is 0b001000 (multiply by 8). Minimum valid value is 2 and writing 0 or 1 forces it
to be 2. Do not program the SPLL to an output clock lower than 8 MHz or higher than 32 MHz.
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USB PLL Register

Address: 0x40028010, Reset: 0x008F, Name: CLKCON4

The CLKCON4 register is used to control the USB PLL. Only write this register when the PLL is not selected as the clock source

(USBPHYCLK). All unused bits are read only, returning a value of 0. Writing to unused bits has no effect.

Table 16. Bit Descriptions for CLKCON4

Bits Bit Name | Description Reset | Access
[15:11] | RESERVED | Reserved. Always returns 0 when read. 0x0 R
10 UPLLIE USB PLL interrupt enable. Controls if the core is interrupted on a PLL lock/PLL unlock or no 0x0 RW
interrupt generated. Never clear this bit while a core interrupt is pending.
0: an interrupt to the core is not generated on a PLL lock or PLL unlock.
1:an interrupt to the core is generated on a PLL lock or PLL unlock.
9 UPLLEN USB PLL enable. Controls if the PLL is enabled or placed in its low power state. 0x0 RW
0: the PLL is disabled and is in its power-down state.
1:the PLL is enabled. Initially the PLL does not run at the selected frequency. After a stabilization
period, the PLL locks onto the selected frequency.
8 UPLLDIV2 | USB PLL division by 2. Controls if an optional divide by two is placed on the PLL output. This 0x0 RW
guarantees a balanced duty cycle output the cost of doubling the PLL frequency (power). Do
not modify this bit after UPLLEN is set. This bit can be written at the same time UPLLEN is set.
0: the USB PLL is not divided. Its output frequency equals that selected by the N/M ratio.
1:the USB PLL is divided by two. Its output frequency equals that selected by the N/M ratio
plus an additional /2 divide.
[7:6] UPLLMSEL | USB PLL M divider. Sets the M value used to obtain the multiplication factor N/M of the PLL. 0x2 RW
00: M set to 1 (divide by 1).
01: M set to 2 (divide by 2).
10: M set to 4 (divide by 4).
11: reserved.
[5:0] UPLLNSEL | USB PLL N multiplier. Sets the N value used to obtain the multiplication factor N/M of the PLL. OxF RW
The minimum valid value is 2 and writing 0 or 1 forces it to be 2. Never program the UPLL to
output clock other than 60 MHz.
User Clock Gating Control Register
Address: 0x40028014, Reset: 0x0180, Name: CLKCON5
The CLKCONS register is used to control the gates of the peripheral UCLKSs.
Table 17. Bit Descriptions for CLKCON5
Bits Bit Name Description Reset | Access
[15:9] | RESERVED Reserved. Always returns 0 when read. 0x0 R
8 CTCLKOFF CTCLK user control. This bit disables the CTCLK. It controls the gate on the CTCLK in Power ox1 RW
Mode 0, Power Mode 1, and Power Mode 2. In Power Mode 3, the CTCLK is always off, and
this bit has no effect. This bit must be manually cleared.
0: CTCLK is enabled.
1: CTCLK is disabled.
7 ACLKOFF ACLK user control. This bit disables the ACLK and AFE_ADC_CLK. It controls the gate on the ox1 RW
ACLK and AFE_ADC_CLK in Power Mode 0, Power Mode 1, and Power Mode 2. In Power
Mode 3, the ACLK and AFE_ADC_CLK are always off, and this bit has no effect. This bit must
be manually cleared.
0: ACLK is enabled.
1: ACLK is disabled.
RESERVED Reserved. Always returns 0 when read. 0x0 R
5 UCLKI2SOFF I2S clock user control. This bit disables the I2S UCLK. It controls the gate on the IS UCLK in 0x0 RW
Power Mode 0 and Power Mode 1. In Power Mode 2 and Power Mode 3, the I?S UCLK is
always off, and this bit has no effect. Note that this bit automatically clears if IS is accessed
via the APB bus.
0: IS clock is enabled.
1:12S clock is disabled.
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Bits

Bit Name

Description

Reset

Access

4

UCLKUARTOFF

UART clock user control. This bit disables the UART UCLK. It controls the gate on the UART UCLK
in Power Mode 0 and Power Mode 1. In Power Mode 2 and Power Mode 3, the UART UCLK is
always off, and this bit has no effect. Note that this bit automatically clears if UART is
accessed via the APB.

0: UART clock is enabled.

1: UART clock is disabled.

0x0

RW

UCLKI2COFF

I2C clock user control. This bit disables the I)C UCLK. It controls the gate on the I?°C UCLK in
Power Mode 0 and Power Mode 1. In Power Mode 2 and Power Mode 3, the I°C UCLK is
always off, and this bit has no effect. Note that this bit automatically clears if 1°C is accessed
via the APB.

0: 12C clock is enabled.

1: I>)C clock is disabled.

0x0

RW

UCLKSPIHOFF

SPIH clock user control. This bit disables the SPIH UCLK. It controls the gate on the SPIH
UCLK in Power Mode 0 and Power Mode 1. In Power Mode 2 and Power Mode 3, the SPIH
UCLK is always off, and this bit has no effect. Note that this bit automatically clears if SPIH is
accessed via the APB.

0: SPIH clock is enabled.

1: SPIH clock is disabled.

0x0

RW

UCLKSPIT1OFF

SPI1 clock user control. This bit disables the SPIT UCLK. It controls the gate on the SPI1
UCLK in Power Mode 0 and Power Mode 1. In Power Mode 2 and Power Mode 3, the SPI1
UCLK is always off, and this bit has no effect. Note that this bit automatically clears if SPI1 is
accessed via the APB.

0: SPI1 clock is enabled.

1: SPI1 clock is disabled.

0x0

RW

UCLKSPIOOFF

SPI0 clock user control. This bit disables the SPI0 UCLK. It controls the gate on the SPI0
UCLK in Power Mode 0 and Power Mode 1. In Power Mode 2 and Power Mode 3, the SPI0
UCLK is always off, and this bit has no effect. Note that this bit automatically clears if SPI0 is
accessed via the APB.

0: SPIO clock is enabled.

1: SPI0 clock is disabled.

0x0

RW

Clocking Status Register
Address: 0x40028018, Reset: 0x0000, Name: CLKSTATO0

The CLKSTATO register is used to monitor PLL and oscillator status. With interrupts enabled, the user is free to continue to run

initialization code or idle the core while clock components stabilize.

Table 18. Bit Descriptions for CLKSTATO0

Bits

Bit Name

Description

Reset

Access

15

RESERVED

Reserved. Always returns 0 when read.

0x0

R

14

HFXTALNOK

HF crystal not stable. This bit indicates the XTAL was successfully disabled. This bit is not
associated with continuous monitoring of the XTAL and is not be set in the event the XTAL
becomes unstable. This bit is sticky. Write a 1 to this location to clear it. If enabled, an interrupt
can be associated with this bit.

0: HF crystal stable signal has not been deasserted.

1: HF crystal stable signal has been deasserted.

0x0

RW1C

13

HFXTALOK

HF crystal stable. This bit is sticky. It is used to interrupt the core when interrupts are
enabled. Write a 1 to this location to clear it.

0: HF crystal stable signal has not been asserted.
1: HF crystal stable signal has been asserted.

0x0

RW1C

12

HFXTALSTATUS

HF crystal status. This bit assists in determining when the XTAL is initially stable and ready to
use. This bit does not perform a continuous monitoring function and does not clear in the
event an XTAL becomes unstable.

0: HF crystal is not stable or not enabled.
1: HF crystal is stable.

0x0

11

RESERVED

Reserved. Always returns 0 when read.

0x0
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Bits

Bit Name

Description

Reset

Access

10

LFXTALNOK

LF crystal not stable. This bit indicates the XTAL was successfully disabled. This bit is not
associated with continuous monitoring of the XTAL and is not set in the event the XTAL
becomes unstable. This bit is sticky. Write a 1 to this location to clear it. If enabled, an interrupt
can be associated with this bit.

0: LF crystal stable signal has not been deasserted.

1: LF crystal stable signal has been deasserted.

0x0

RW1C

LFXTALOK

LF crystal stable. This bit is sticky. It is used to interrupt the core when interrupts are enabled.

Write a 1 to this location to clear it.
0: LF crystal stable signal has not been asserted.
1: LF crystal stable signal has been asserted.

0x0

RW1C

LFXTALSTATUS

LF crystal status. This bit assists in determining when the XTAL is initially stable and ready to
use. This bit does not perform a continuous monitoring function and does not clear in the
event an XTAL becomes unstable.

0: LF crystal is not stable or not enabled.
1: LF crystal is stable.

0x0

RESERVED

Reserved. Always returns 0 when read.

0x0

UPLLUNLOCK

USB PLL unlock. This bit is sticky. UPLLUNLOCK is set when the PLL loses its lock.
UPLLUNLOCK is used as the interrupt source to signal the core that a lock was lost. Writing a
1 to this bit clears it. UPLLUNLOCK does not set again unless the USB PLL gains a lock and
subsequently loses it again.

0: no loss of PLL lock was detected.

1:a PLL loss of lock was detected.

0x0

RW1C

UPLLLOCK

USB PLL lock. This bit is sticky. UPLLLOCK is set when the PLL locks. UPLLLOCK is used as the
interrupt source to signal the core that a lock was detected. Writing a 1 to this bit clears it.
UPLLLOCK does not set again unless the USB PLL loses lock and subsequently locks again.

0: no PLL lock event was detected.
1:a PLL lock event was detected.

0x0

RW1C

UPLLSTATUS

USB PLL status. Indicates the current status of the PLL. Initially the USB PLL is unlocked. After
a stabilization period the PLL locks and is ready for use as the USB clock source. This is a read
only bit. A write has no effect.

0: the PLL is not locked or not properly configured. The PLL is not ready for use as the USB
clock source.

1:the PLL is locked and is ready for use as the USB clock source.

0x0

RESERVED

Reserved. Always returns 0 when read.

0x0

SPLLUNLOCK

System PLL unlock. This bit is sticky. SPLLUNLOCK is set when the PLL loses lock.
SPLLUNLOCK is used as the interrupt source to signal the core that a lock was lost. Writing a
1 to this bit clears it. SPLLUNLOCK does not set again unless the system PLL gains a lock and
subsequently loses it again.

0: no loss of PLL lock was detected.

1:a PLL loss of lock was detected.

0x0

RW1C

SPLLLOCK

System PLL lock. This bit is sticky. SPLLLOCK is set when the PLL locks. SPLLLOCK is used as
the interrupt source to signal the core that a lock was detected. Writing a 1 to this bit clears
it. SPLLLOCK does not set again unless the system PLL loses lock and subsequently locks
again.

0: no PLL lock event was detected.

1:a PLL lock event was detected.

0x0

RW1C

SPLLSTATUS

System PLL status. Indicates the current status of the PLL. Initially, the system PLL is unlocked.
After a stabilization period, the PLL locks and is ready for use as the system clock source. This
is a read only bit. A write has no effect.

0: the PLL is not locked or not properly configured. The PLL is not ready for use as the system
clock source.

1:the PLL is locked and is ready for use as the system clock source.

0x0
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REAL-TIME CLOCK

SUMMARY

The ADuCM350 has a real-time clock (RTC) that keeps track of wall time using an externally attached 32,768 Hz crystal to generate a
1 Hz time base. The RTC maintains a count in seconds of elapsed time from a fixed reference point. This time zero reference is defined
(implied) by the instantaneous elapsed value that is programmed into the RTC counter during manufacture.

The RTC operates from a dedicated voltage domain, VBACK, which is always powered, even when the ADuCM350 core is disabled. The
VBACK domain is normally fed from VCCM but is backed up by a trickle charged supercapacitor. Use of the backup is intended to
facilitate changing the coin battery of the ADuCM350 while ensuring that the RTC remains counting.

The RTC also has an alarm feature that interrupts the processor of the ADuCM350 when a programmed alarm value matches the RTC count.

Software is responsible for enabling and configuring the RTC and for interpreting its count value to turn this into the time of day. The
RTC logic also has a digital trim capability that is calibrated at manufacturing to achieve higher ppm accuracy in tracking time.

FEATURES

The RTC meets the following performance criteria:

¢  Contains a low power crystal oscillation circuit that operates in conjunction with a 32,768 Hz external crystal.
e Achieves 25 ppm performance in keeping time at 25°C when used with a 10 ppm crystal and COG class load capacitors.
e  Runs for 12 hours at 25°C from a fully charged 0.08 F supercapacitor.

The RTC logic has the following features:

e A 32-bit count register of the time in seconds from a known reference point. This register is programmed under software control.

e A prescaler that divides down the 32,768 Hz crystal input to 1 Hz that is used to advance the seconds count. Note that when
programming (initializing) or reenabling the count, the prescaler is automatically zeroed so that a value in seconds is deposited in
the counter on exact, coincident 1 sec, and 1 minute boundaries.

e  An optionally enabled alarm mode that causes a processor interrupt when the RTC count equals the alarm value. Note that such an
interrupt wakes up the processor if the latter is in a sleep state.

e  An RTC fail flag (sticky error flag) that is set either by the VBACK power-on reset during power up from a nonbacked up state or if
the VBACK supply to the RTC falls below a low threshold voltage trip point of 1.62 V for a period of 200 ms or more. When asserted,
this fail flag indicates that the RT'C time count is not reliable and that processor intervention is necessary. The RTC fail flag is one of
two sources of interrupt for the CPU. (The other is the alarm.) An interrupt due to an RTC failure is always enabled.

e A digital trim capability whereby a positive or negative adjustment (in units of whole seconds) can be added to the RTC count at a
fixed interval to keep the RTC ppm time accuracy within target. The values for both the adjustment and interval are calculated at
manufacturing and stored in flash memory.

e The 32,768 Hz input clock to the RTC can be muxed off chip using the GPIO function of the ADuCM350 to facilitate the calculation
of the trim value for the RTC. The frequency of the clock is then measured by a precision counter. The required trim is subsequently
written to flash for later retrieval by the CPU when initializing the RTC.
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Figure 20. Real-Time Clock
OPERATION

The RTC operates in the VBACK voltage domain, which under normal conditions is continuously powered. However, when a coin
battery is attached to the ADuCM350 for the first time (or if a spent battery is replaced after the supercapacitor has been depleted), a
VBACK power-on reset occurs, which resets all RTC registers and also causes the RTC fail flag to be set.

An RTC reset (including resetting the fail flag) likewise occurs if the RTC is already operating but the existing VBACK supply dips below
the VLO trip point of 1.62 V for 200 ms or more, indicating imminent battery depletion.

When there is sufficient battery power to enable the core voltage domain in which the CPU operates, the CPU responds to an RTC
failure. If the CPU is in sleep mode, an RTC failure causes the CPU to wake up.

Note that there is no loss of any alarm event that coincides with changing the battery for the ADuCM350. The resulting interrupt due to
the alarm, assuming it is enabled, is maintained by the RTC so that the CPU subsequently detects it when power is restored to the VCCM
domain.

The RTC registers, which are synchronous to the 32 kHz clock in the VBACK domain, have a shadow register in the core domain. These
shadow registers operate at the higher core clock rate. Any operations (reads or writes) by the CPU on the RTC use the shadow registers
as staging posts. Values are synchronized from the shadow registers to the slower 32 kHz clock before the main RTC logic in the VBACK
domain updates.

Note that if a write by the CPU to the RTC is pending and has not yet completed transferring across to the 1 Hz domain, a second or
subsequent write by the CPU to the same RTC register cannot be stacked up or cannot overwrite the pending transaction. Any such
attempts are ignored by the RTC.

To facilitate the updating of the ADuCM350 LCD display with a value based on the real-time count of the RTC, the RTC has the
capability to interrupt the CPU using logic in the VCCM domain. The period of this interrupt is once every 60 sec, and its positioning
relative to a 1 minute boundary can be specified by the CPU. The CPU can optionally enable or disable this interrupt.

One scenario where an RTC alarm interrupt is not issued is the following:

1.  AnRTC alarm value is defined in RTCALMO, RTCALM1.
2. The RTC count is subsequently redefined in the RTCCNTO0 and RTCCNT1 registers to equal the just defined alarm value.
3. The RTC alarm interrupt is not issued despite the fact that the alarm interrupts are enabled.

RTC TRIMMING

The following describes a method to compute the LF crystal trim values to compensate the RTC. This can come from a static measure (a
frequency counter), a real-time drift measure based on a USB transaction, Ethernet NTP, PTP protocol, or some other external reference.

Commercial crystals typically run between 20 ppm and 100 ppm. This example demonstrates trimming a particular crystal and board
configuration in which an untrimmed error of about +58.6 ppm (0.00586%) was measured. This corresponds to a raw clock about
35.4 sec/week fast (30 minutes/year).

Rev. E | Page 39 of 460


http://www.analog.com/ADuCM350?doc=ADuCM350_UG-587.pdf
http://www.analog.com/ADuCM350?doc=ADuCM350_UG-587.pdf
http://www.analog.com/ADuCM350?doc=ADuCM350_UG-587.pdf

UG-387

Some background calculations include the following:

e  Number of seconds in a week = 7 days x 24 hours x 60 minutes x 60 seconds = 604,800 seconds.
e If ppm deviation is 58.6, then cumulative inaccuracy after a week is 58.6 x 107° x 604,800 = 35.44128 sec (fast or slow).

Table 19 lists the RTC trim correction values for various trim intervals. Note that if there are different combinations yielding the same
desired correction, the shortest trim interval (and smallest trim value) is preferred to minimize instantaneous drift.

Table 19. RTC Trim Correction (Values in ppm)

Trim Value (sec) Trim Interval 24 Trim Interval 25 Trim Interval 2'¢ Trim Interval 2"7
0 0 0 0 0

1 61.04 30.52 15.26 7.63

2 122.07 61.04 30.52 15.26

3 183.11 91.55 45.78 22.89

4 24414 122.07 61.04 30.52

5 305.18 152.59 76.29 38.15

6 366.21 183.11 91.55 45.78

7 427.25 213.62 106.81 53.41

Referencing Table 19, the closest matching RTC trim correction for our example is 61.04 ppm. Therefore, we choose a trim interval of
2" sec with a negative trim value of 1 sec, subtracting 1 sec every 4.5 hours to slow the fast crystal down to a more reasonable rate. This
particular trim leaves a residual error of negative 2.44 ppm (0.000244%), making the trimmed clock a little slow (less than 1.5 sec/week,
or about 1.3 minutes/year), but much better than the untrimmed accuracy of 30 minutes/year. See the RTC Trim Register section for
more details.

RECOMMENDATIONS FOR USING THE RTC
Entering Hibernation or Stopping PCLK

Before entering hibernation mode or any mode that causes PCLK to stop, the CPU must first wait until there is confirmation from the
RTC that no previously posted writes have yet to complete. The CPU can check this by reading the RTCSRO register.

This step is necessary to ensure that the power gated half of the RTC does not miss a transaction handshake (during execution of a posted
write), returning from the 32 kHz always on RTC domain while the power gated core is in hibernation or has its clock stopped.

Ensuring No Communication Across the RTC Power Boundary When Battery Depletion Is Inminent

When the power loss to the core of the ADuCM350 is imminent due to battery depletion, take the following course of action to ensure
the integrity of the RTC:

e  Cancel all writes to the RTC by writing a cancellation key of 0xA2C5 to the RTCGWY register, which takes effect immediately.
e Do not post any further register writes to the RT'C until power is lost by the core.

These steps ensure that no communication occurs between the CPU and the RTC when the isolation barrier of the RTC power domain is
subsequently activated.
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RTC MEMORY MAPPED REGISTERS
The RTC is controlled by eight 16-bit memory-mapped registers.

RTC Register Map
Table 20. RTC Register Summary
Address Name Description Reset RW
0x40002600 RTCCR RTC control 0x03C4 RW
0x40002604 RTCSRO RTC Status 0 0x3F81 RW
0x40002608 RTCSR1 RTC Status 1 0x0078 R
0x4000260C RTCCNTO RTC Count 0 0x0000 RW
0x40002610 RTCCNT1 RTC Count 1 0x0000 RW
0x40002614 RTCALMO RTC Alarm 0 OxFFFF RW
0x40002618 RTCALM1 RTC Alarm 1 OxFFFF RW
0x4000261C RTCTRM RTC trim 0x0018 RW
0x40002620 RTCGWY RTC gateway 0x0000 RW
0x40002624 RESERVED Reserved—Analog Devices factory use only 0x0000 R
RTC Control Register
Address: 0x40002600, Reset: 0x03C4, Name: RTCCR
RTCCR is the main control register for the RTC. All operations are enabled and disabled by the CPU using RTCCR.
Table 21. Bit Descriptions for RTCCR
Bits Bit Name Description Reset | Access
15 WPENDINTEN Enable WPENDINT sourced interrupts to the CPU. WPENDINTEN is an enable for RTC 0x0 RW
interrupts to the CPU based on the WPENDINT sticky interrupt source field of the RTCSRO
memory mapped register (MMR).
WPENDINT is activated whenever a pending slot for an MMR frees up due to a posted
write being dispatched for execution. These slots are drop points for new posted writes
by the CPU. The slots are one deep and there is one slot per MMR. These slots are used
whenever a posted write involves updating either a whole MMR or some of its bit fields
that are sourced in the slower 32 kHz clock domain.
Note the distinction between the WPEND status and the WSYNC status of an MMR. The
former indicates whether the RTC can accept a new posted write by the CPU to an MMR,
whereas the latter indicates whether the effects of a posted write to an MMR are subsequently
visible to the CPU. See the description of the WSYNCINT and WPENDINT fields of RTCSRO
for more details.
0: disable WPENDINT sourced interrupts to the CPU.
1: enable WPENDINT sourced interrupts to the CPU.
14 WSYNCINTEN Enable WSYNCINT sourced interrupts to the CPU. WSYNCINTEN is an enable for RTC interrupts | 0x0 RW

to the CPU based on the WSYNCINT sticky interrupt source field of the RTCSRO MMR.
WSYNCINT is activated whenever the effects of a posted write to a 32 kHz sourced MMR
or MMR bit field become visible to the CPU. The delay between the posting and being
able to see the results of the transaction is due to the queuing time behind other posted
transactions plus the synchronization time between clock domains when the posted
write is actually executed.

Note the distinction between the WPEND status and the WSYNC status of an MMR. The former
indicates whether the RTC can accept a new posted write by the CPU to an MMR, whereas
the latter indicates whether the effects of a posted write to an MMR are subsequently visible to
the CPU. See the description of the WSYNCINT and WPENDINT fields of RTCSRO for more details.
0: disable WSYNCINT-sourced interrupts to the CPU.

1: enable WSYNCINT-sourced interrupts to the CPU.
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13 WPENDERRINTEN

Enable WPENDERRINT sourced interrupts to the CPU when an RTC register write pending
error occurs. Write pending errors happen if the CPU tries to countermand a register write
that is already pending but has not yet been dispatched for execution. In such circumstances,
the RTC rejects the attempt of the CPU to write a new value to the register. The pending
write is executed instead when its turn arrives in the transaction queue. This queue operates
on afirst in, first out basis.

A maximum of one pending write transaction per MMR is supported by the RTC. These
writes are carried out in the order in which they are received by the RTC. Register writes
take time to come to the front of the queue for dispatch and then to actually execute
because of the difference in frequencies and synchronization between the core clock
domain and the much slower 32 kHz domain within the RTC.

Write pending errors, in which the RTC rejects an attempt by the CPU to post a write when
there is no room to receive it, can be avoided by the CPU by first checking the pending
status of a register in RTCSR1 before undertaking a write to that register. If a WPENDERRINT
error occurs, the RTC interrupts the CPU if WPENDERRINTEN in RTCCR enables this course
of action.

When a write pending error interrupt is activated, the CPU can inspect the WERRCODE
field of the RTCSR1 status register to determine which write transaction caused the first
such pending error because the WPENDERRINT interrupt source was last cleared by the
processor.

Note the distinction between the WPEND status and the WSYNC status of an MMR. The
former indicates whether the RTC can accept a new posted write by the CPU to an MMR,
whereas the latter indicates whether the effects of a posted write to an MMR are subsequently
visible to the CPU. See the description of the WSYNCINT and WPENDINT fields of RTCSRO
for more details.

0: do not enable interrupts if write pending errors occur in the RTC.
1: enable interrupts for write pending errors in the RTC.

0x0

RW

12 ISOINTEN

Enable ISOINT sourced interrupts to the CPU when isolation of the RTC power domain is
activated and subsequently deactivated. ISOINTEN enables interrupts to the CPU based
on the ISOINT sticky interrupt source in the RTCSRO status register.

When power loss is imminent to all power domains on the device apart from the RTC, the
RTC activates its isolation barrier so that it can continue to operate independently of the
core. When power is subsequently restored to the rest of the device, the RTC activates
the ISOINT interrupt source to act as a sticky record of the power loss event just finishing.
This activation occurs as the RTC lowers its isolation barrier once it knows that the core
has regained power.

If enabled by ISOINTEN, the RTC interrupts the CPU based on ISOINT. The CPU can then
inspect the ISOINT field of RTCSRO to discover that the CPU has recovered from a total
loss of power.

0: disable ISOINT sourced interrupts to the CPU.

1: enable ISOINT sourced interrupts to the CPU.

0x0

RW

1 LCDINTEN

Enable LCDINT sourced LCD update interrupts to the CPU. LCDINTEN allows the CPU to
determine if an interrupt from the RTC to update the LCD display value occurs at the
time in seconds given by LCDUPDTIM beyond a 1 minute boundary.

Note that for such interrupts to occur, the detection of an LCD update event (time
beyond a 1 minute boundary) must first be enabled using LCDEN. After such an event
has been detected and stickily recorded, the value of LCDINTEN controls whether an
interrupt is issued by the RTC for that event.

0: disable interrupts due to LCD update time.

1: enable interrupts due to LCD update time.

0x0

RW
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[10:5]

LCDUPDTIM

LCD update time in seconds beyond a 1 minute boundary. LCODUPDTIM allows the CPU to
position an LCD update interrupt from the RTC at any integer number of seconds from a
1 minute boundary.

Boundaries are defined in the following way. The RTC realigns itself to create coincident 1
minute and 1 sec boundaries whenever either of the following events occurs: (1) the CPU
writes a new pair of values to the RTCCNT1 and RTCCNTO regjisters to redefine the elapsed
seconds count while the RTC is enabled; or (2) the CPU enables the RTC from a disabled
state using the CNTEN field of RTCCR.

Values of 0 to 59 (sixty legal values) are allowed for LCDUPDTIM. If a greater value is
configured, this is treated as 0 sec.

30: example of setting an LCD update interrupt from the RTC to be issued to the CPU at
30 sec past a 1 minute boundary.

55: example of setting an LCD update interrupt from the RTC to be issued to the CPU at
55 sec past a 1 minute boundary.

Ox1E

RW

LCDEN

Enable RTC determination of when an LCD minute display update occurs. LCDEN enables
the RTC to detect and record until cleared by the CPU, the interrupt condition of
RTCCNT1 and RTCCNTO having reached an LCDUPDTIM number of seconds past a 1
minute boundary.

Note that LCDEN enables the detection of this condition, whereas LCDINTEN enables the
generation of a resultant interrupt.

0: disable determination of LCD update time.

1: enable determination of LCD update time.

0x0

RW

TRMEN

Enable RTC digital trimming. Trimming of the RTC allows the real-time count in seconds
to be adjusted on a periodic basis to track time with better accuracy. TRMEN enables this
adjustment, provided the RTC is enabled via CNTEN.

The exact nature of the trim (period, number of seconds to be added or subtracted) is
defined in the RTCTRM register.

Note that if TRMEN is activated from a disabled state while CNTEN is also active, a trim
interval boundary occurs and a new trim interval begins. No trim adjustment of the RTC
count occurs on such TRMEN activation. A whole, enabled trim interval must have
elapsed before any adjustment is made.

0: digital trimming of the RTC count value is disabled.

1: trim is enabled.

0x0

RW

ALMINTEN

Enable ALMINT sourced alarm interrupts to the CPU. ALMINTEN gives the CPU extra
control over whether an alarm event (alarm count matches the RTC count) triggers an
interrupt. Under normal conditions, ALMINTEN is set active, most notably when the
detection of an alarm condition is enabled by ALMEN.

Note that if ALMINTEN is active (alarm interrupts enabled) but the alarm itself is disabled
(ALMEN inactive), no interrupts occur.

0: disable alarm interrupts.

1: enable an interrupt if RTC alarm and count values match.

Ox1

RW

ALMEN

Enable the RTC alarm operation. ALMEN must be set active for the alarm logic to function
and for any alarm event to be detected. Such an event is defined as a match between the
values of the RTC count and alarm registers, namely RTCCNT1, RTCCNTO, RTCALM1 and
RTCALMO.

Count and alarm values and match conditions are all defined on a 32-bit basis, although
the constituent registers are individually 16 bits wide.

When enabled by ALMEN, the detection of an alarm event is held in the sticky interrupt
source bit field, LCDINT, of the status register, RTCSRO.

Note that for alarm detection to function and be controlled by ALMEN, the overriding
CNTEN global enable for the RTC must also be active.

0: disable detection of alarm events.

1: enable detection of alarm events.

0x0

RW
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0 CNTEN Global enable for the RTC. CNTEN enables counting of elapsed real time and acts as a 0x0 RW
master enable for the RTC.

Note that if the RTC is disabled via CNTEN, no time is counted, no alarm or LCD interrupt
conditions are detected, no alarm or LCD interrupts are issued and no trimming occurs.
However, all interrupt sources can be cleared by the CPU irrespective of the value of CNTEN.
Note also that the detection and issuing of an RTCFAIL interrupt is unconditionally
enabled and has no dependency on CNTEN.

If the RTC is enabled by activating CNTEN, this event causes a realignment of the prescaler,
the trim interval, and the modulo-60, 1 minute counter (used by the RTC to generate LCD
update interrupts). The RTC initiates a 1 sec boundary, a 1 minute boundary, and a new
trim interval whenever CNTEN is activated. No trim adjustment to the RTC count is made
when CNTEN is activated from a disabled state.

0: disable the RTC.

1: enable the RTC.

RTC Status 0 Register
Address: 0x40002604, Reset: 0x3F81, Name: RTCSRO

Information on RTC operation is made available to the CPU via the two status registers, RTCSR0 and RTCSR1. These registers include all
flags related to CPU interrupt sources and error conditions within the RTC.

Note that there is a one for one correspondence in bit positions in RTCSR0 and RT'CSR1 for their WSYNC<mmr> and WPEND<mmr>
fields respectively. The WSYNC status for an MMR in RTCSRO is located at the same bit position as the WPEND status for the same
MMR in RTCSR1.

The distinction between WSYNC and WPEND is as follows. If a posted write transaction to an MMR in the RTC has completed
execution and the effects of the transaction are visible to the processor via the APB port of the RTC, the WSYNC status for the MMR in
question is set to 1. Otherwise, if the effects of a posted transaction to an MMR are not yet visible, the WSYNC status for that MMR is 0.

WPEND, on the other hand, indicates whether there is room in the RTC to accept a new posted write to a given MMR. If a previously
posted write to an MMR is awaiting execution and is occupying the drop point for posted writes to that MMR, the WPEND status of the
MMR concerned is 1. Otherwise, if the RTC has room to accept a new posted write for an individual MMR, the WPEND status for that
MMR is 0.

Posted writes take time to complete if they concern MMRs or MMR fields that are sourced in the 32 kHz clock domain of the RTC. These
MMRs (all fields) are as follows: RTCCR, RTCCNTO0, RTCCNT1, RTCALMO, RTCALM1, RTCTRM. The following sticky interrupt
source fields of the RTCSRO MMR are also sourced in the 32 kHz domain: RTCFAIL, ALMINT, LCDINT, ISOINT. Any write one to clear
clearances of these interrupt source fields results in a posted write transaction for the RTCSRO MMR, which determines the WPEND
status of the RTCSRO MMR itself.

Note that posted clearances of interrupt source fields in RTCSRO are immediately visible by the processor, as the RTC masks them while it
queues up and executes the write transaction to clear them. For this reason, the WSYNC status of RTCSRO is always 1, to confirm that
results of writes are immediately available to the CPU. That being said, the RTCSRO does have a WPEND status, which takes on a value of 1 if
there is no room in the RTC to accept another posted write clearance to a field in the RTCSRO MMR which is sourced in the 32 kHz domain.
Note that the WPEND status and WSYNC status for the RTCSRO are encompassing values for the MMR as a whole. There is no

distinction made in these status values as to how many interrupt source fields are being cleared at the same time by a single posted write
to RTCSRO.

The RTCSRI status register, in comparison, is a read only status register. RTCSR1 has no WSYNC or WPEND status values, as there are
never any posted writes to the MMR.
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[15:14]

RESERVED

This field is reserved for Analog Devices factory use only and reads back as all zeros.

0x0 R

13

WSYNCTRM

Synchronization status of posted writes to RTCTRM. WSYNCTRM indicates if the effects of
a posted write to RTCTRM are visible to the CPU.

If WSYNCTRM is low, a posted write to RTCTRM is currently queued up or in the process of
being executed, but the results of this transaction are not yet visible to the CPU. When
WSYNCTRM goes high and thereby activates the WSYNCINT sticky interrupt source, the
effects of a write to RTCTRM are then available to the processor.

The delay in the visibility of results is due to (1) the queuing time behind transactions that
were posted earlier, and (2) the synchronization delay between RTC clock domains during
the actual execution.

0: results of a posted write are not yet visible to the CPU.

1: results of a posted write are visible to the CPU.

Ox1 R

WSYNCALM1

Synchronization status of posted writes to RTCALM1. WSYNCALM1 indicates if the effects of a
posted write to RTCALM1 are visible to the CPU.

If WSYNCALM?1 is low, a posted write to RTCALM1 is currently queued up or in the process of
being executed, but the results of this transaction are not yet visible to the CPU.

When WSYNCALM1 goes high and thereby activates the WSYNCINT sticky interrupt
source, the effects of a write to RTCALM1 are then available to the processor.

The delay in the visibility of results is due to (1) the queuing time behind transactions which
were posted earlier, (2) any waiting for a paired write to be posted to RTCALMO (because
only paired writes are ever dispatched for execution of a redefinition of the RTC alarm), or
(3) the synchronization delay between RTC clock domains during the actual execution.

0: results of a posted write are not yet visible to the CPU.

1: results of a posted write are visible to the CPU.

Ox1 R

WSYNCALMO

Synchronization status of posted writes to RTCALMO0. WSYNCALMO indicates if the effects
of a posted write to RTCALMO are visible to the CPU.

If WSYNCALMO is low, a posted write to RTCALMO is currently queued up or in the process
of being executed, but the results of this transaction are not yet visible to the CPU.

When WSYNCALMO goes high and thereby activates the WSYNCINT sticky interrupt
source, the effects of a write to RTCALMO are then available to the processor.

The delay in the visibility of results is due to (1) the queuing time behind transactions which
were posted earlier, (2) any waiting for a paired write to be posted to RTCALM1 (because
only paired writes are ever dispatched for execution of a redefinition of the RTC alarm), or
(3) the synchronization delay between RTC clock domains during the actual execution.

0: results of a posted write are not yet visible to the CPU.

1: results of a posted write are visible to the CPU.

Ox1 R

WSYNCCNT1

Synchronization status of posted writes to RTCCNT1. WSYNCCNT1 indicates if the effects
of a posted write to RTCCNT1 are visible to the CPU.

If WSYNCCNT1 is low, a posted write to RTCCNT1 is currently queued up or in the process
of being executed, but the results of this transaction are not yet visible to the CPU.

When WSYNCCNT1 goes high and thereby activates the WSYNCINT sticky interrupt source,
the effects of a write to RTCCNT1 are then available to the processor.

The delay in the visibility of results is due to (1) the queuing time behind transactions which
were posted earlier, (2) any waiting for a paired write to be posted to RTCCNTO (because
only paired writes are ever dispatched for execution of an RTC count definition), or (3) the
synchronization delay between RTC clock domains during the actual execution.

0: results of a posted write are not yet visible to the CPU.

1: results of a posted write are visible to the CPU.

Ox1 R
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9 WSYNCCNTO

Synchronization status of posted writes to RTCCNTO0. WSYNCCNTO indicates if the effects
of a posted write to RTCCNTO are visible to the CPU.

If WSYNCCNTO is low, a posted write to RTCCNTO is currently queued up or in the process of
being executed, but the results of this transaction are not yet visible to the CPU.

When WSYNCCNTO goes high and thereby activates the WSYNCINT sticky interrupt source,
the effects of a write to RTCCNTO are then available to the processor.

The delay in the visibility of results is due to (1) the queuing time behind transactions which
were posted earlier, (2) any waiting for a paired write to be posted to RTCCNT1 (because
only paired writes are ever dispatched for execution of an RTC count redefinition), or (3)
the synchronization delay between RTC clock domains during the actual execution.

0: results of a posted write are not yet visible to the CPU.

1: results of a posted write are visible to the CPU.

Ox1

8 WSYNCSRO

When WSYNCSRO is low, it signifies a posted clearance to a 32 kHz maintained interrupt source
is currently enqueued or executing, which is analogous to saying the interrupt source
concerned is currently masked off due to a posted clearance.

The interrupt sources which are maintained in the 32 kHz domain are the RTCFAIL,
ALMINT, LCDINT, and ISOINT fields of RTCSRO. Clearing these sources incurs latency. All
other interrupt sources (WPENERRINT, WSYNCINT and WPENDINT) are maintained in the
PCLK clock domain and clearances of these are instantaneous.

Note that any posted clearance of a 32 kHz-sourced interrupt masks the relevant source
bit until the clearance is completed. This is so that the CPU sees the interrupt as being
immediately cleared, which is a requirement to avoid repeated firing of the interrupt
handler in the NVIC. The WSYNCSRO bit field in the RTCSRO MMR of the RTC tells the CPU
about whether interrupt masking is in force.

The WSYNCSRO information can be used by the CPU to avoid the following scenario: If the
CPU enters system sleep without first checking whether an RTC posted interrupt clearance was
still enqueued or executing, it is possible for the system sleep to freeze the masking (prevent it
from ending) of interrupts as a result of stopping PCLK. This frozen masking can stop the RTC
from waking the CPU from system sleep, depending on which individual interrupt source had
its masking frozen.

Instead, the CPU must first read the RTCSRO MMR in the RTC before deciding to enter
system sleep. When it reads RTCSRO, it finds out (from WSYNCSRO) if any 32 kHz
maintained interrupt source is currently masked off and if it is therefore inadvisable to
enter system sleep. The CPU can then poll RTCSRO and wait for WSYNCSRO to be set before
safely entering system sleep, knowing that any enabled interrupts are at that stage
unmasked and will wake up the CPU from sleep if appropriate.

Note that a write to RTCSRO does not activate WSYNCINT (whose purpose is to confirm when
the effects of APB writes are visible to the CPU), because the effects of posted clearances
of interrupt sources are always immediately visible to the CPU. The CPU does not need a
WSYNCINT interrupt to tell it about the visibility in this case; therefore, it does not happen.
Note that posted clearances of interrupt sources (whether in the 32 kHz or PCLK clock
domains) are always accepted by the RTC, as there is always room to accommodate them.
This is because clearances posted at separate times accumulate into a common
(cumulative) write transaction until the RTC schedules their execution.

0: posted clearances of 32 kHz sourced interrupt sources are currently enqueued or
executing.

1: no posted clearances of 32 kHz sourced interrupt sources are currently enqueued or
executing.

Ox1

7 WSYNCCR

Synchronization status of posted writes to RTCCR. WSYNCCR indicates if the effects of a
posted write to RTCCR are visible to the CPU.

If WSYNCCR is low, a posted write to RTCCR is currently queued up or in the process of
being executed, but the results of this transaction are not yet visible to the CPU. When
WSYNCCR goes high and thereby activates the WSYNCINT sticky interrupt source, the
effects of a write to RTCCR are then available to the processor.

The delay in the visibility of results is due to both the queuing time behind transactions
that were posted earlier, along with the synchronization delay between the RTC clock
domains during the actual execution.

0: results of a posted write are not yet visible by the CPU.

1: results of a posted write are visible by the CPU.

Ox1
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WPENDINT

Write pending interrupt. WPENDINT is a sticky interrupt source which is activated
whenever room frees up for the CPU to post a new write transaction to a 32 kHz sourced
MMR or MMR bit field in the RTC.

In response to a WPENDINT interrupt, the CPU can read the WPEND fields in RTCSR1 to
determine which MMR most recently freed up as a result of the dispatch by the RTC for
execution of a previously posted write transaction.

Note the distinction between the WPEND status and the WSYNC status of an MMR. The
former indicates whether the RTC can accept a new posted write by the CPU to an MMR,
whereas the latter indicates whether the effects of a posted write to an MMR are
subsequently visible to the CPU. See the description of the WSYNCINT field of RTCSRO for
more details.

If the WPEND status of an MMR in RTCSR1 is active 1, any attempt by the CPU to post a
further write transaction to the same MMR is rejected by the RTC, because there is no room
to accept the posting. Such a scenario results in activation of the WPENDERRINT interrupt
source in RTCSRO and details of the rejected posting being stickily recorded in the
WERRCODE field of RTCSR1.

Any MMR or MMR bit field that does not have a WSYNC status field in RTCSRO or a WPEND status
field in RTCSR1 is independent of the 32 kHz domain. This means that writes to such MMRs
or MMR fields are executed immediately, upon receipt by the RTC. These write are not posted,
nor do they pend.

Examples of such immediately executed writes are clearances by the CPU of the
WSYNCERRINT, WSYNCINT and WPENDINT sticky interrupt source fields within RTCSRO.
Like all interrupt sources in the RTC, the WPENDINT field has a corresponding enable bit in
RTCCR that determines whether it (WPENDINT) contributes to the RTC peripheral
interrupt, which is sent to the CPU. To enable a WPENDINT interrupt, set WPENDINTEN to 1
in RTCCR.

WPENDINT is cleared by writing 1 to its bit position in RTCSRO.

0: there has been no change in the pending status of any posted write transaction in the
RTC since WPENDINT was last cleared.

1: a posted write transaction has been dispatched since WPENDINT was last cleared, thus
freeing up a slot for a new posted write by the CPU to the same MMR.

0x0 RW1C

WSYNCINT

Write synchronization interrupt. WSYNCINT is a sticky interrupt source that is activated
whenever a posted write transaction to a 32 kHz sourced MMR or MMR bit field completes
and whose effects are then visible to the CPU.

When an RTC interrupt is generated due to activation of WSYNCINT, the CPU can read
back RTCSRO and see which MMR(s) has/have most recently changed its/their
synchronization status, visible through the WSYNCCR, WSYNCSRO, WSYNCCNTO,
WSYNCCNT1, WSYNCALMO, WSYNCALM1, and WSYNCTRM bit fields.

Thus, by checking the WSYNC fields of RTCSRO, the CPU can identify which posted write
transaction has just completed and caused the WSYNCINT interrupt source to stick (or
restick if already active). WSYNCINT is cleared by writing a 1 to its bit position in RTCSRO.

Note especially that clearances of any interrupt sources in RTCSRO take immediate effect
in terms of the CPU viewing those source values. For this reason, such clearances do not
reactivate WSYNCINT, because the CPU requires no further confirmation as to when it can
see the sources cleared. Thus, the WSYNCSRO bit field of RTCSRO always reads back as 1,
indicating that the effects of a write transaction to RTCSRO are visible.

This doesn’t mean that the interrupt sources have actually been cleared yet, as posted
clearances to 32 kHz sources have to be enqueued like any other transaction. It simply
means that the CPU is getting an advance view of the effects of the posted clearance.

Note that the immediate clearances mentioned previously are facilitated by the RTC
temporarily masking (to inactive) the values of any interrupts sources which lie in the 32 kHz
domain and which have posted clearances awaiting execution. After the RTC actually
executes the clearance (in line with enqueued transactions), the masking is rescinded of
the interrupt sources concerned and their current value is made available to the CPU. In
summary, the CPU sees the clearance of interrupt sources immediately, but only when the
clearance has completed does the CPU be informed if another, later (during the clearance
synchronization) activation of the same interrupt source has occurred in the interim.
Although the RTC s able to clear the CPU’s view of interrupt sources immediately, the actual
pending and execution of such clearances take time behind the scenes. This is true of any
interrupt source which is maintained in the 32 kHz domain due to queuing and the
synchronization delay. These interrupt sources are namely the RTCFAIL, ALMINT, LCDINT, and

0x0 RW1C
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ISOINT bit fields within RTCSRO. A posted clearance to any combination of these causes
WPENDSRO to activate, indicating that the RTC cannot accept any further clearances of
these fields until the current clearance transaction is dispatched. The pending time is
dependent on how many other unrelated posted write transactions are enqueued in the
RTC. If no other transactions are ahead in the queue, the pend time of the clearances is
minimal because the clearances are dispatched to the 32 kHz domain without delay, thus
freeing up room in the RTC to accept new posted clearances.

Note that the pend status of any transaction really indicates the ability of the RTC to
accept another posted write to the same MMR requiring interaction with the 32 kHz
domain. The WPEND fields in RTCSRO can be viewed as indicators of room to accept a
posted write. Each MMR has one independent (from any of the other MMRs) pend slot
into which a write transaction can be posted by the CPU.

Any MMR or MMR bit field which does not have a WSYNC status field in RTCSRO or a
WPEND status field in RTCSR1 is independent of the 32 kHz domain. This means that
writes to such MMRs or MMR fields are executed immediately, upon receipt by the RTC.
These write are not posted, nor do they pend.

Examples of such immediately executed writes are clearances by the CPU of the
WPENDERRINT, WSYNCINT, and WPENDINT sticky interrupt source fields within RTCSRO.
Like all interrupt sources in the RTC, the WSYNCINT field has a corresponding enable bit in
RTCCR which determines whether it (WSYNCINT) must contribute to the RTC peripheral
interrupt which is sent to the CPU. To enable a WSYNCINT interrupt, set WSYNCINTEN to 1
in RTCCR.

0: the effects of a posted write transaction to a 32 kHz-sourced MMR or MMR bit field are
not yet visible by the CPU.

1: the effects of a posted write transaction to a 32 kHz-sourced MMR or MMR bit field are
now visible to the CPU.

4 WPENDERRINT

Write pending error interrupt source. WPENDERRINT is a sticky interrupt source which
indicates that an error has occurred because the CPU attempted to write to an RTC
register while a previous write to the same register was pending execution.

A maximum of one pending write transaction per MMR is supported by the RTC when
such writes are to fields or MMRs which are sourced in the 32 kHz domain. These
MMRs/MMR bit fields are RTCCR, RTCCNTO, RTCCNT1, RTCALMO, RTCALM1, RTCTRM and the
RTCFAIL, ALMINT, LCDINT and ISOINT fields of RTCSRO.

All writes are carried out in the order in which they are received. Register writes to MMRs
or MMR bit fields sourced in the 32 kHz domain take time to complete because of
synchronization between the core clock domain and the much slower 32 kHz domain.
Synchronization errors can be avoided by the CPU by first checking in RTCSR1 the WPEND
pending status of a register before undertaking a write to that register. The WPEND status
of an MMR indicates whether the RTC can accept a new posted write to that MMR. If an
error occur due to the CPU posting a write when there is no room, the RTC interrupts the
CPU provided WPENDERRINTEN in RTCCR enables the WPENDERRINT interrupt source in
RTCSRO.

Note that if multiple write pending errors (i.e. rejected posted writes) occur,
WPENDERRINT sticks active at the first occurrence. WERRCODE sticks in tandem with
WPENDERRINT to identify the source of the first such error.

Write one to WPENDERRINT to both clear WPENDERRINT and return WERRCODE to its inert
(no error) value.

0: no posted write has been rejected by the RTC since WPENDINTERR was last cleared by
the CPU.

1: a posted write has been rejected by the RTC due to a previously posted write to the
same MMR which is still awaiting execution.

0x0

RW1C
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3 ISOINT RTC power domain isolation interrupt source. ISOINT is a sticky interrupt source which 0x0 RW1C
indicates whether the RTC has had to activate its power domain isolation barrier due to a
power loss in the core. When the core regains power, the CPU can read ISOINT to inform
itself of such a power event.

When power loss is imminent to all power domains on the device apart from the RTC, the
RTC activates its isolation barrier so that it can continue to operate independently of the
core. When power is subsequently restored to the rest of the device, the RTC activates the
ISOINT interrupt source to act as a sticky record of the power loss event just finishing. This
activation occurs as the RTC lowers its isolation barrier once it knows that the core has
regained power.

If enabled by ISOINTEN, the RTC interrupts the CPU based on ISOINT. The CPU can then
inspect the ISOINT field of RTCSRO to discover that it (the CPU) has recovered from a total
loss of power. To enable an RTC interrupt to the CPU due to the activation of ISOINT, set
ISOINTEN to 1 in RTCCR.

ISOINT can be cleared by the CPU by writing 1 to its bit position in RTCSRO.

0: the always on RTC power domain has not activated its isolation from the core since the
ISOINT interrupt source was last cleared by the CPU.

1: the always on RTC power domain has activated and subsequently deactivated its
isolation from the core due to a power event. This event occurred since ISOINT was last
cleared by the CPU.

2 LCDINT LCD update interrupt source. LCDINT is a sticky flag which is the source of an optionally 0x0 RW1C
enabled interrupt to the CPU. This interrupt, which is activated once per minute in keeping
with the LCDUPDTIM setting of RTCCR, indicates that the LCD display value must be updated
to reflect the RTC count.

Write one to clear the LCDINT interrupt source.
0: an LCD update interrupt is not outstanding.
1:an LCD update interrupt has occurred.

1 ALMINT Alarm interrupt source. ALMINT is a sticky flag which is the source of an optionally 0x0 RW1C
enabled interrupt to the CPU. ALMINT indicates that an alarm event has occurred due to a
match between the RTC count and alarm register values. The detection of such an event is
enabled by ALMEN in RTCCR, assuming CNTEN is also enabled.

Write one to clear the ALMINT interrupt source.
0: no alarm has occurred.
1:an alarm interrupt has occurred.

0 RTCFAIL RTC failure interrupt source. RTCFAIL is a sticky flag which indicates that the voltage level ox1 RW1C
in the VBACK domain has either powered up from a non-backed up state or else has
dipped to such an extent as to make the RTC count value unreliable. This flag is set either
by the VBACK power-on reset circuit or if the VBACK supply falls below the VLOTRIP point for
200 ms or more.

RTCFAIL is the source of an always-enabled interrupt to the CPU. Write one to clear this
interrupt.

0: RTC count value is reliable.

1: RTC failure. RTC count value is unreliable.

RTC Status 1 Register
Address: 0x40002608, Reset: 0x0078, Name: RTCSR1

Information on RTC operation is made available to the CPU via the two status registers, RTCSR0 and RTCSR1. These registers include all
flags related to CPU interrupt sources and error conditions within the RTC.

There is a one for one correspondence in bit positions in RTCSR0 and RTCSR1 for their WSYNC<mmr> and WPEND<mmr> fields,
respectively. The WSYNC status for an MMR in RTCSRO is located at the same bit position as the WPEND status for the same MMR in
RTCSRI.

The distinction between WSYNC and WPEND is as follows. If a posted write transaction to an MMR in the RTC has completed
execution and the effects of the transaction are visible to the processor via the APB port of the RTC, the WSYNC status for the MMR in
question is set to 1. Otherwise, if the effects of a posted transaction to an MMR are not yet visible, the WSYNC status for that MMR is 0.
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WPEND, on the other hand, indicates whether there is room in the RTC to accept a new posted write to a given MMR. If a previously posted
write to an MMR is awaiting execution and is occupying the drop point for posted writes to that MMR, the WPEND status of the MMR
concerned is 1. Otherwise, if the RTC has room to accept a new posted write for an individual MMR, the WPEND status for that MMR is 0.

Posted writes take time to complete if they concern MMRs or MMR fields which are sourced in the 32 kHz clock domain of the RTC.
These MMRs (all fields) are as follows: RTCCR, RTCCNTO0, RTCCNT1, RTCALMO, RTCALM1, RTCTRM. The following sticky
interrupt source fields of the RTCSRO MMR are also sourced in the 32 kHz domain: RTCFAIL, ALMINT, LCDINT, ISOINT. Any write
one to clear clearances of these interrupt source fields results in a posted write transaction for the RTCSRO MMR, which determines the
WPEND status of the RTCSRO MMR itself.

Note that posted clearances of interrupt source fields in RTCSRO are immediately visible by the processor, as the RTC masks them while it
queues up and executes the write transaction to clear them. For this reason, the WSYNC status of RTCSRO is always 1, to confirm that results of
writes are immediately available to the CPU. That being said, the RTCSRO0 does have a WPEND status which takes on a value of 1 if there
is no room in the RTC to accept another posted write clearance to a field in the RTCSR0O MMR which is sourced in the 32 kHz domain.

Note that the WPEND status and WSYNC status for the RTCSRO are encompassing values for the MMR as a whole. There is no distinction
made in these status values as to how many interrupt source fields are being cleared at the same time by a single posted write to RTCSRO.

The RTCSRI status register, in comparison, is a read only status register. RTCSR1 has no WSYNC or WPEND status values, as there are
never any posted writes to the MMR.

Table 23. Bit Descriptions for RTCSR1

Bits Bit Name Description Reset | Access
[15:14] | RESERVED This field is reserved for ADI factory use only and reads back as all zeros. 0x0 R
13 WPENDTRM Pending status of posted writes to RTCTRM. WPENDTRM indicates if a register write to 0x0 R

RTCTRM is currently pending and awaiting execution.

0: the RTC can accept a new posted write to the RTCTRM MMR.

1: a previously posted write to RTCTRM is still awaiting execution, so no new posting to this
MMR can be accepted.

12 WPENDALM1 | Pending status of posted writes to RTCALM1. WPENDALM1 indicates if a register write to 0x0 R
RTCALMT1 is currently pending and awaiting execution.

0: the RTC can accept a new posted write to the RTCALM1 MMR.

1: a previously posted write to RTCALM1 is still awaiting execution, so no new posting to
this MMR can be accepted.

11 WPENDALMO | Pending status of posted writes to RTCALMO. WPENDALMO indicates if a register write to 0x0 R
RTCALMO is currently pending and awaiting execution.

0: the RTC can accept a new posted write to the RTCALMO MMR.

1: a previously posted write to RTCALMO is still awaiting execution, so no new posting to
this MMR can be accepted.

10 WPENDCNT1 | Pending status of posted writes to RTCCNT1. WPENDCNT1 indicates if a register write to 0x0 R
RTCCNT1 is currently pending and awaiting execution.

0: the RTC can accept a new posted write to the RTCCNT1 MMR.

1: a previously posted write to RTCCNT1 is still awaiting execution, so no new posting to
this MMR can be accepted.

9 WPENDCNTO | Pending status of posted writes to RTCCNT0. WPENDCNTO indicates if a register write to 0x0 R
RTCCNTO is currently pending and awaiting execution.

0: the RTC can accept a new posted write to the RTCCNTO MMR.

1: a previously posted write to RTCCNTO is still awaiting execution, so no new posting to
this MMR can be accepted.

8 WPENDSRO Pending status of posted clearances of interrupt sources in RTCSR0. WPENDSRO indicates if | 0x0 R
a register write to RTCSRO is currently pending and awaiting execution.

0: the RTC can accept new posted clearances of interrupt sources located in the 32 kHz
domain. No clearances are currently pending.

1: a previously posted clearance to interrupt sources in RTCSRO maintained in the 32 kHz
domain is still awaiting execution. Nevertheless, further posted clearances can still be
accepted and accumulated along with the currently pending ones. This is because
clearances posted at different times can cumulatively pend as one transaction, because the
clearances are nondestructive to one another.
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Bits Bit Name Description Reset | Access

7 WPENDCR Pending status of posted writes to RTCCR. WPENDCR indicates if a register write to RTCCRis | 0x0 R
currently pending and awaiting execution.

0: the RTC can accept a new posted write to RTCCR.

1: a previously posted write to RTCCR is still awaiting execution, so no new posting to this
MMR can be accepted.

[6:3] WERRCODE Identifier for the source of a write synchronization error. WERRCODE is a sticky code that OxF R
identifies the cause of a write synchronization error interrupt to the processor. WERRCODE
sticks at the same time as WSYNCERRINT. When the CPU writes one to clear WSYNCERRINT,
WERRCODE is also reset to its inert (no error) value.

0000: error due to a pending RTCCR write.

0001: error due to a pending RTCSRO write.

0011: error due to a pending RTCCNTO write.

0100: error due to a pending RTCCNT1 write.

0101: error due to a pending RTCALMO write.

0110: error due to a pending RTCALM1 write.

0111: error due to a pending RTCTRM write.

1111: no error detected since WSYNCERRINT was last cleared.

[2:0] RESERVED This field is reserved for ADI factory use only and reads back as all zeros. 0x0 R

RTC Count 0 Register
Address: 0x4000260C, Reset: 0x0000, Name: RTCCNTO0
RTCCNTO contains the lower 16 bits of the RTC counter which maintains a real-time count in elapsed seconds.

The instantaneous value of RTCCNTO can be read back by the CPU. The CPU can also redefine the value in this register. In this case, the
RTC continues its real-time count from the redefined value.

Any write to RTCCNTO remains pending until a corresponding write to RTCCNT1 is carried out by the CPU, so that the combined 32-bit count
redefinition can be executed as a single transaction.

RTCCNTO and RTCCNT1 can be written in either order, but paired, twin writes must be carried out by the CPU to have any effect on the
RTC count.

A paired write to RTCCNTO0 and RTCCNT1 (in whichever order) zeros the prescaler in the RT'C and thus causes a redefinition of elapsed
time by the CPU to align exactly with newly created 1 sec and 1 minute boundaries.

Such a redefinition also causes the RTC to create a trim boundary and initiate a new trim interval. When the RTC count is redefined by
the CPU, no coincident trim adjustment of the count is carried out.

The RTC supports on the fly redefinition of RTCCNT0 and RTCCNT1 while CNTEN is active. Alternatively, the CPU can disable the
RTC (by first making CNTEN inactive) while redefining these registers.

Table 24. Bit Descriptions for RTCCNTO0

Bits Bit Name Description Reset | Access

[15:0] RTCCNTO Lower 16 bits of the RTC real-time count. 0x0 RW
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RTC Count 1 Register
Address: 0x40002610, Reset: 0x0000, Name: RTCCNT1
RTCCNT1 contains the upper 16 bits of the RTC counter which maintains a real-time count in elapsed seconds.

The instantaneous value of RTCCNT1 can be read back by the CPU. The CPU can also redefine the value in this register. In this case, the
RTC continues its real-time count from the redefined value.

Any write to RTCCNT1 remains pending until a corresponding write to RTCCNTO is carried out by the CPU, so that the combined 32-bit count
redefinition can be executed as a single transaction. RTCCNT1 and RTCCNTO can be written in either order, but paired, twin writes must
be carried out by the CPU to have any effect on the RTC count.

A paired write to RTCCNT1 and RTCCNTO (in whichever order) zeros the prescaler in the RTC and thus causes a redefinition of elapsed time
by the CPU to align exactly with newly created 1 sec and 1 minute boundaries. Such a redefinition also causes the RTC to create a trim boundary
and initiate a new trim interval. When the RTC count is redefined by the CPU, no coincident trim adjustment of the count is carried out.

The RTC supports on the fly redefinition of RTCCNT1 and RTCCNTO while CNTEN is active. Alternatively, the CPU can disable the
RTC (by first making CNTEN inactive) while redefining these registers.

Table 25. Bit Descriptions for RTCCNT1

Bits Bit Name | Description Reset | Access
[15:0] | RTCCNT1 Upper 16 bits of the RTC real-time count. 0x0 RW
RTC Alarm 0 Register

Address: 0x40002614, Reset: 0xFFFF, Name: RTCALMO
RTCALMO contains the lower 16 bits of the RTC alarm value.

Any write to RTCALMO remains pending until a corresponding write to RTCALMI1 is carried out by the CPU, so that the combined 32-bit
alarm redefinition can be executed as a single transaction. RTCALMO and RTCALMI can be written in either order, but paired, twin
writes must be carried out by the CPU to have any effect on the RTC alarm.

Note that RTCALMO can be written to regardless of whether ALMEN or CNTEN is active in the RTCCR register.

Table 26. Bit Descriptions for RTCALMO
Bits Bit Name | Description Reset Access

[15:0] | RTCALMO | Lower 16 bits of the RTC alarm register. Note that the alarm register has a different reset value | OxFFFF | RW
to the RTC count to avoid spurious alarms.

RTC Alarm 1 Register
Address: 0x40002618, Reset: 0OxFFFF, Name: RTCALM1
RTCALMI contains the upper 16 bits of the RTC alarm value.

Any write to RTCALM1 remains pending until a corresponding write to RTCALMO is carried out by the CPU, so that the combined 32-bit
alarm redefinition can be executed as a single transaction. RTCALM1 and RTCALMO can be written in either order, but paired, twin
writes must be carried out by the CPU to have any effect on the RTC alarm.

Note that RTCALMI can be written to regardless of whether ALMEN or CNTEN is active in the RTCCR register.

Table 27. Bit Descriptions for RTCALM1
Bits Bit Name | Description Reset | Access

[15:0] | RTCALM1 | Upper 16 bits of the RTC alarm register. Note that the alarm register has a different reset value | OxFFFF | RW
to the RTC count to avoid spurious alarms.
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RTC Trim Register
Address: 0x4000261C, Reset: 0x0018, Name: RTCTRM

RTCTRM contains the trim value and interval for a periodic adjustment of the RTC count value to track time with the required accuracy.
Trimming can be enabled and disabled via the TRMEN bit in the RTCCR control register. For trimming to occur, the global enable for
the RTC, CNTEN in the RTCCR register, must also be active.

Table 28. Bit Descriptions for RTCTRM

Bit
Bits | Name Description Reset | Access
[5:4] | TRMIVL Trim interval in units of seconds. TRMIVL specifies the interval at the end of which a periodic 0x1 RW

adjustment of TRMVAL seconds is made to the RTC count.

Note that a trim boundary is created and a new trim interval is instigated if any of the following
occurs: the RTC is reenabled from a disabled state via CNTEN in RTCCR; the trimming is reenabled
from a disabled state via TRMEN in RTCCR; the RTCCNTO and RTCCNT1 MMR:s are redefined via
paired writes, thus creating new 1 sec and 1 minute boundaries; or, the RTCTRM MMR is redefined.
When a new trim interval is created under any of the above changes, the progression to date through
any existing trim interval and any coincident trimming (if enabled) of the RTC count are immediately
discarded. This is because all of the above events imply that the count starts/carries on from such a
changing event with an alignment and value which are correct. Thus, a new trim interval is initiated
in such circumstances, and only after the count in RTCCNTO and RTCCNT1 has advanced by an
increment equal to TRMIVL seconds after such an event is trimming actually carried out.

Note that the period of trimming (that is, TRMIVL) is aligned to the most recent trim occurrence
(that is, trim boundary for continuous trimming) or trim instigation (one of the events). There is no
alignment to an absolute value or the toggling of a specific bit position within the RTCCNTO or
RTCCNT1 MMRs.

00: trim interval is 2™ sec.

01: trim interval is 2" sec.

10: trim interval is 27 sec.

11: trim interval is 2'7 sec.

3 TRMADD | Trim polarity. TRMADD specifies whether TRMVAL is a positive (additive) or negative (subtractive) 0x1 RW
adjustment of the RTC count. Note that a negative trim is implemented as a stall of the RTC count,
whereas a positive trim results in an increment that is greater than the normal value of 1. The RTC
count is never decremented as a result of trimming, because to do so means going back in time. See
the description of the TRMVAL field of the RTCTRM MMR for more details.

1: add TRMVAL seconds to the RTC count at a period defined by TRMIVL.

0: subtract (by means of a stall) TRMVAL seconds from the RTC count at a period defined by TRMIVL.

[2:0] | TRMVAL | Trim value in whole seconds to be added or subtracted from the RTC count at the end of a periodic 0x0 RW
interval. A trim adjustment of up to +7 sec in the RTC count (at a period defined by TRMIVL) can be
specified using TRMVAL.

Note that positive (additive) trim adjustments result in an increment of more than one (time being
skipped) to the RTC count. Negative (subtractive) adjustments result in a stall of the count, where
the length of the stall equals the trim value to be subtracted from the count. The count is never
decremented due to trimming, because such a course of action means going back in time, which is
undesirable.

Note that if an RTC interrupt event is configured to occur at a time that is coincidentally trimmed,
the interrupt behavior is as follows. If the interrupt time is trimmed out (skipped) because of a
positive trim, the interrupt issues at the end of the trim. For negative trims that coincidentally stall
the RTC count at the target time for the interrupt event, the interrupt issues at the first occurrence
of the target time.

000: make no adjustment to the RTC count at the end of a trim interval.

001: add or subtract one second (depending on TRMADD) to the RTC count at the end of a trim interval.
010: add or subtract two seconds (depending on TRMADD) to the RTC count at the end of a trim interval.
011: add or subtract three seconds (depending on TRMADD) to the RTC count at the end of a trim
interval.

100: add or subtract four seconds (depending on TRMADD) to the RTC count at the end of a trim interval.
101: add or subtract five seconds (depending on TRMADD) to the RTC count at the end of a trim interval.
110: add or subtract six seconds (depending on TRMADD) to the RTC count at the end of a trim interval.
111: add or subtract seven seconds (depending on TRMADD) to the RTC count at the end of a trim
interval.
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RTC Gateway Register

Address: 0x40002620, Reset: 0x0000, Name: RTCGWY

RTCGWY is a gateway MMR address through which the CPU can order exceptional action to be taken within the RTC by writing
specific keys to RTCGWY. Currently, only one such key is supported.

Table 29. Bit Descriptions for RTCGWY

Bits Bit Name Description Reset Access

[15:0] FLUSH_RTC Software keyed cancellation of all RTC transactions, both pending and executing. 0x0 RW
The FLUSH_RTC key has the value 0xA2C5 and causes the RTC to flush (discard) all
posted write transactions and to immediately stop any transaction that is currently
executing. It is envisaged that this key is only used by the CPU when power loss to
the device is imminent and the CPU wants to cleanly terminate activity across the
power domain boundary of the RTC before the RTC activates its isolation barrier.

Reserved—Analog Devices Factory Use Only Register
Address: 0x40002624, Reset: 0x0000, Name: RESERVED

This register is reserved for Analog Devices factory use only and reads back as all zeros.

Do not write to this register.

Table 30. Bit Descriptions for RESERVED

Bits Bit Name Description Reset Access

[15:0] RESERVED Analog Devices factory use only. 0x0000 RW
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GENERAL-PURPOSE TIMERS

FEATURES

The ADuCM 350 has three identical general-purpose timers, each with a 16-bit count up/count down counter. The count up/count down
counter can be clocked from one of four user-selectable clock sources. Any selected clock source can be scaled down using a prescaler of
16, 256, or 32,768. Additionally, two of the clocks can be scaled down using a prescaler of 4, while the other two clock sources can be used
directly (prescaler of 1).

The timers have two modes of operation: free running and periodic. In free running mode, the counter decrements/increments from the
maximum/minimum value until zero/full scale and starts again at the maximum/minimum value. In periodic mode, the counter decrements/
increments from the value in the load register (GPTLD MMR) until zero/full scale and starts again at the value stored in the load register.

The value of a counter can be read at any time by accessing its value register (GPTVAL). This register is synchronized to the core clock;
therefore, GPTVAL returns a slightly delayed timer value. Delay from synchronization logic can be avoided only if the timer is clocked
from the core clock. In this case, a read from GPTAVAL returns the asynchronous (not synchronized) timer value directly. Reading
GPTAVAL when the timer and core operate on different clocks is not supported, and the return value is undefined in this case.

Writing the timer control register (GPTCON) initiates the up/down counter. An interrupt is generated each time the value of the counter
reaches 0 when counting down, or each time the counter value reaches full scale when counting up. An interrupt can be cleared by writing a 1 to
the corresponding bit in the clear register (GPTCLRI). An interrupt is also set when a selected event occurs on the event bus.

In addition, there is a capture feature that is triggered by a selected interrupt source assertion. When triggered, the current timer value is
copied to GPTCAP, and the timer continues to run. This feature can be used to determine the assertion of an event with increased
accuracy. It can select one from the 16 different events as the trigger source for input to the block.

Each timer also provides a pulse-width modulator (PWM) function. This PWM function can be configured to idle in either Logic 0 or
Logic 1 by writing the corresponding bit in GPTPCON. An optional match value can be written to GPTPMAT and enabled by writing
another bit in GPTPCON. The PWM output is generated in one of two modes: toggle or match. In toggle mode, the PWM output toggles
on timer zero/full scale, which provides a 50% duty cycle with a configurable period. Match mode provides a configurable duty cycle and
a configurable period PWM output. In match mode, the PWM output starts in the idle state as configured in the GPTPCON register, is
asserted when the timer and match values are equal, and is deasserted to the idle state again when the timer reaches zero/full scale.

BLOCK DIAGRAM
CLK SOURCE 0
—_—
CLKSOURCE1 | PRESCALER
CLK SOURCE 2 1,16,256, [#|  16-BIT UPIDOWN COUNTER | —»TIMER IRQ
——— OR 32768
CLK SOURCE 3
/ /
EVENTS »D—»{ CAPTURE | | TIMER VALUE |
[ matcH vaLue |l pwm LoGIC |—Pwm ouTPUT
Figure 21. General-Purpose Timers Block Diagram
OPERATION

The general-purpose timer has two modes of operation: free running and periodic. In either timer mode, the PWM output can be used in
toggle mode or match mode.

In free running mode, the timer is started by writing to the ENABLE bit of the GPTCON register. The timer increments from zero/full
scale to full scale/zero if counting up/down. Full scale is 216 — 1, or OXFFFF in hexadecimal format. Upon reaching full scale (or zero), a
timeout interrupt occurs, and GPTSTA[0] is set. To clear GPTSTA[0], user code must write GPTCLRI[0]. The timer is reloaded with the
maximum/minimum value when the timeout interrupt occurs. If GPTCON|7] is set, the timer is also reloaded when the GPTCLRI[0]
register is written 1.

In periodic mode, load the initial GPTLD value before enabling the timer. The timer is started by writing the GPTCON enable bit. The
counter value increments from the value stored in the GPTLD register to full scale or decrements from the value stored in the GPTLD
register to 0, depending on the GPTCON]2] settings (count up/down). When the counter reaches full scale or zero, the timer generates an
interrupt. The GPTLD is reloaded into the counter, and it continues counting up/down. Disable the timer prior to changing the GPTCON
or GPTLD register. By default, the counter is reloaded automatically when generating the interrupt. If GPTCON|7] is set to 1, the counter is also
reloaded when user code writes GPTCLRIL
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To enable timing critical modifications to the load value, a nonsynchronized write address is provided at GPTALD. Writing GPTALD
bypasses synchronization logic, providing finer grained control over the load value. If the GPTALD register is changed while the timer is
enabled and running on a different clock than the core, undefined results may occur.

GPTSTA must be read prior to writing to any timer registers following the set or clear of enable. After GPTSTA[7] returns to 0, registers
can be modified, which ensures that the timer finishes synchronizing timer control between the core and timer clock domains. The typical
synchronization time is two timer clock periods. Any modification to Bit 2 or Bit 3 (UP and MOD) of the GPTCON register must be
performed while the timer is disabled.

At any time, GPTVAL contains a valid value to be read, synchronized to the core clock. The GPTCON register enables the counter, selects
the mode, selects the prescale value, and controls the event capture function.

The PWM can be configured to operate in either toggle mode or match mode. In either mode, using the PWM output requires selecting
the appropriate mux settings in the GPIO control module.

In toggle mode, the PWM provides a 50% duty cycle output with a configurable period. The PWM output is inverted when a timeout
interrupt is generated by the timer. The period is, therefore, defined by the selected clock and prescaler. If the timer is run in periodic
mode (rather than free running), the PWM output also depends on the GPTLD value. Timeout events are evaluated at the end of a timer
period, which is potentially much longer than a core clock period.

Match mode provides a configurable duty cycle and configurable period PWM output. Like toggle mode, the period is defined by the
selected clock and the prescaler, as well as GPTLD (when the timer is run in periodic mode). The duty cycle is defined by the GPTPMAT
value. When the counter value of the timer is equal to the value stored in GPTPMAT, the PWM output is asserted. It remains asserted
until the timer reaches zero/full scale and is then deasserted. Match and timeout events are evaluated at the end of a timer period, which
is potentially much longer than a core clock period. Match events take priority over timeout events when triggered on the same cycle;
therefore, a 100% duty cycle PWM can be configured by setting GPTPMAT equal to GPTLD when running in periodic mode, or to
zero/full scale when in free running mode. A 0% duty cycle is only possible when running in periodic mode and can be configured by
setting GPTPMAT outside of the range of the counter of the timer (GPTLD + 1 when counting down; GPTLD - 1 when counting up).

For a given clock source, prescaler, and GPTLD value, the PWM period in toggle mode is twice that of the period in match mode, due to
the fact that toggle mode inverts the PWM output just once each timer counter period; whereas match mode both asserts and deasserts
the PWM output. Writes to the GPTPCON and GPTPMAT registers while the timer is running are supported. However, the PWM
output does not reflect changes to GPTPCON until the next match or timeout event, which enables modifying the PWM behavior while
maintaining a deterministic PWM duty cycle. It is possible to force the PWM output to match newly written settings by writing to
GPTCLRI or by disabling/enabling the timer.

In the GPIOs section and the Pins section, the general-purpose timer outputs are referred to as TOUTA, TOUTB, and TOUTC.
Clock Select

There are four clocks available for each of the three timers. The selected clock is used, along with a prescaler, to control the frequency of
the counter logic of the timer. The available clocks are selected using GPTCON][6:5]. For proper general-purpose timer operation, the
frequency of PCLK must be equal to or greater than four times the postprescaler clock frequency. For example, with a PCLK frequency of
16 MHz, HFOSC (a 16 MHz internal oscillator) is the selected clock source, and the prescaler must be set to a minimum of 4.

For this reason, when selecting PCLK or HFOSC as the clock source, the minimal prescaler value (typically 1) is internally adjusted to 4.
Selecting LEXTAL as the clock source may also require enabling it in the clock control module if it is not already enabled (LFXTALEN bit
in OSCCTRL register). Clock configuration settings are part of the clock control module and are detailed in the System Clocks section.

The timer modules can get starved of clock if the clock source mux is set to a clock that is not (or no longer) present. In that state, the
mux cannot be changed back (that is, the timer domain never synchronizes). To avoid this, always check clock status before setting timer
mux to anything other than PCLK and then set mux back to PCLK before disabling the timer after its use. A clock must be verified to be
present before switching the timer mux to that clock.

Table 31. Clock Select

Clock Select GPTO/TOUTA Clock Source GPT1/TOUTB Clock Source GPT2/TOUTC Clock Source
0 PCLK PCLK PCLK

1 HFOSC HFOSC HFOSC

2 LFOSC LFOSC LFOSC

3 LFXTAL LFXTAL LFXTAL
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Capture Event Function

There are 16 interrupt events that can be captured by the general-purpose timers. Any one of the 16 events associated with a general-
purpose timer can cause a capture of the 16-bit GPTVAL register into the 16-bit GPTCAP register. GPTCON has a 4-bit field selecting

which of the 16 events to capture.

When the selected IRQ occurs, the GPTVAL register is copied into the GPTCAP register. Bit 1 of the GPTSTA register is set. The IRQ is
cleared by writing 1 to Bit 1 of the GPTCLRI register. The GPTCAP register holds its value and cannot be overwritten until Bit 1 of the

GPTCLRI register is written with a 1.

Table 32. Capture Event Function

Event Select Bits (Bits[11:8] of GPTxCON)

GPTO Capture Source

GPT1 Capture Source

GPT2 Capture Source

0o NOULL A WN = O

G Ve
v W N = O

Wake-up timer
External Interrupt 0
External Interrupt 1
External Interrupt 2
External Interrupt 3
External Interrupt 4
External Interrupt 5
External Interrupt 6
External Interrupt 7
External Interrupt 8
Reserved
CapTouch

WDT

Flash controller
Timer 1

Timer 2

UART

SPI0

SPI1

SPIH

I2C slave

I2C master

1S

USB

USB DMA

AFE—capture

Beeper

DMA error

DMA done (any channel)
General-purpose flash controller
Timer 0

Timer 2

External Interrupt O
External Interrupt 1
External Interrupt 2
External Interrupt 3
External Interrupt 4
External Interrupt 5
External Interrupt 6
External Interrupt 7
External Interrupt 8
AFE—generation
CapTouch

RTC
AFE—command FIFO
AFE—data FIFO
Timer 0

Timer 1
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GENERAL-PURPOSE TIMERS MEMORY MAPPED REGISTERS

Each general-purpose timer consists of 10 MMRs, GPT0 MMRs begin at Address 0x40000000, GPT1 MMRs begin at Address 0x40000400, and
GPT2 MMRs begin at Address 0x40000800.

General-Purpose Timers Register Map

Table 33. General-Purpose Timers Register Summary

Address Name Description Reset RW
0x40000000 GPTOLD 16-bit load value 0x0000 RW
0x40000004 GPTOVAL 16-bit timer value 0x0000 R
0x40000008 GPTOCON Control 0x000A RW
0x4000000C GPTOCLRI Clear interrupt 0x0000 W
0x40000010 GPTOCAP Capture 0x0000 R
0x40000014 GPTOALD 16-bit load value, asynchronous 0x0000 RW
0x40000018 GPTOAVAL 16-bit timer value, asynchronous 0x0000 R
0x4000001C GPTOSTA Status 0x0000 R
0x40000020 GPTOPCON PWM control register 0x0000 RW
0x40000024 GPTOPMAT PWM match value 0x0000 RW
0x40000400 GPT1LD 16-bit load value 0x0000 RW
0x40000404 GPT1VAL 16-bit timer value 0x0000 R
0x40000408 GPT1CON Control 0x000A RW
0x4000040C GPT1CLRI Clear interrupt 0x0000 W
0x40000410 GPT1CAP Capture 0x0000 R
0x40000414 GPT1ALD 16-bit load value, asynchronous 0x0000 RW
0x40000418 GPT1AVAL 16-bit timer value, asynchronous 0x0000 R
0x4000041C GPT1STA Status 0x0000 R
0x40000420 GPT1PCON PWM control register 0x0000 RW
0x40000424 GPT1PMAT PWM match value 0x0000 RW
0x40000800 GPT2LD 16-bit load value 0x0000 RW
0x40000804 GPT2VAL 16-bit timer value 0x0000 R
0x40000808 GPT2CON Control 0x000A RW
0x4000080C GPT2CLRI Clear interrupt 0x0000 W
0x40000810 GPT2CAP Capture 0x0000 R
0x40000814 GPT2ALD 16-bit load value, asynchronous 0x0000 RW
0x40000818 GPT2AVAL 16-bit timer value, asynchronous 0x0000 R
0x4000081C GPT2STA Status 0x0000 R
0x40000820 GPT2PCON PWM control register 0x0000 RW
0x40000824 GPT2PMAT PWM match value 0x0000 RW

REGISTER SUMMARY: GPTO

Table 34. General-Purpose Timer 0 Register Summary

Address Name Description Reset RW
0x40000000 GPTOLD 16-bit load value 0x0000 RW
0x40000004 GPTOVAL 16-bit timer value 0x0000 R
0x40000008 GPTOCON Control 0x000A RW
0x4000000C GPTOCLRI Clear interrupt 0x0000 W
0x40000010 GPTOCAP Capture 0x0000 R
0x40000014 GPTOALD 16-bit load value, asynchronous 0x0000 RW
0x40000018 GPTOAVAL 16-bit timer value, asynchronous 0x0000 R
0x4000001C GPTOSTA Status 0x0000 R
0x40000020 GPTOPCON PWM control register 0x0000 RW
0x40000024 GPTOPMAT PWM match value 0x0000 RW
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16-Bit Load Value Register
Address: 0x40000000, Reset: 0x0000, Name: GPTOLD

Table 35. Bit Descriptions for GPTOLD

Bits Bit Name | Description Reset | Access
[15:0] | LOAD Load value. The up/down counter is periodically loaded with this value if periodic mode is 0x0 RW
selected (GPTCONI3] = 1). LOAD writes during up/down counter timeout events are delayed
until the event has passed.
16-Bit Timer Value Register
Address: 0x40000004, Reset: 0x0000, Name: GPTOVAL
Table 36. Bit Descriptions for GPTOVAL
Bits Bit Name | Description Reset | Access
[15:0] | VAL Current count. Reflects the current up/down counter value. Value delayed two PCLK cycles due 0x0 R
to clock synchronizers.
Control Register
Address: 0x40000008, Reset: 0x000A, Name: GPTOCON
Table 37. Bit Descriptions for GPTOCON
Bits Bit Name | Description Reset | Access
[15:13] | RESERVED 0x0 R
12 EVENTEN | Event select. Used to enable and disable the capture of events. Used in conjunction with the EVENT | 0x0 RW
select range: when a selected event occurs, the current value of the up/down counter is captured in
GPTCAP.
0: events are not captured.
1: events are captured.
[11:8] EVENT Event select range. Timer event select range (0 to 15). 0x0 RW
7 RLD Reload control. This bit allows the user to select whether the up/down counter is reset only on | 0x0 RW
a timeout event or also when GPTCLRI[0] is set.
1: resets the up/down counter when GPTCLRI[0] is set.
0: up/down counter is only reset on a timeout event.
[6:5] CLK Clock select. Used to select a timer clock from the four available clock sources. 0x0 RW
00: select CLK Source O(default).
01: select CLK Source 1.
10: select CLK Source 2.
11: select CLK Source 3.
4 ENABLE Timer enable. Used to enable and disable the timer. Clearing this bit resets the timer, including | 0x0 RW
the GPTVAL register.
0: timer is disabled (default).
1:timer is enabled.
3 MOD Timer mode. This bit is used to control whether the timer runs in periodic or free running 0ox1 RW
mode. In periodic mode the up/down counter starts at the defined LOAD value; in free running
mode the up/down counter starts at 0x0000 or OxFFFF depending on whether the timer is counting
up or down.
1: timer runs in periodic mode (default).
0: timer runs in free running mode.
2 up Count up. Used to control whether the timer increments (counts up) or decrements (counts 0x0 RW

down) the up/down counter.
1: timer is set to count up.

0: timer is set to count down (default).
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Bits Bit Name | Description Reset | Access
[1:0] PRE Prescaler. Controls the prescaler division factor applied to the selected clock of the timer. If CLK 0x2 RW
Source 0 or CLK Source 1 are selected, Prescaler Value 0 means divide by 4; otherwise, it means
divide by 1.
00: source clock/(1 or 4).
01: source clock/16.
10: source clock/256.
11: source clock/32,768.
Clear Interrupt Register
Address: 0x4000000C, Reset: 0x0000, Name: GPTOCLRI
Table 38. Bit Descriptions for GPTOCLRI
Bits Bit Name | Description Reset | Access
[15:2] RESERVED 0x0 R
1 CAP Clear captured event interrupt. This bit is used to clear a capture event interrupt. 0x0 Wi1C
1: clear the capture event interrupt.
0: no effect.
0 TMOUT Clear timeout interrupt. This bit is used to clear a timeout interrupt. 0x0 Wi1C
1: clears the timeout interrupt.
0: no effect.
Capture Register
Address: 0x40000010, Reset: 0x0000, Name: GPTOCAP
Table 39. Bit Descriptions for GPTOCAP
Bits Bit Name | Description Reset | Access
[15:0] | CAP 16-bit captured value. GPTCAP holds its value until GPTCLRI[1] is set by user code. GPTCAP is 0x0 R
not overwritten even if another event occurs without writing to GPTCLRI[1].
16-Bit Load Value, Asynchronous Register
Address: 0x40000014, Reset: 0x0000, Name: GPTOALD
Only use when a synchronous clock source is selected (GPTCON(6:5] = 00)
Table 40. Bit Descriptions for GPTOALD
Bits Bit Name | Description Reset | Access
[15:0] | ALOAD Load value, asynchronous. The up/down counter is periodically loaded with this value if 0x0 RW
periodic mode is selected (GPTCON[3] = 1). Writing ALOAD takes advantage of having the timer
run on PCLK by bypassing clock synchronization logic otherwise required.
16-Bit Timer Value, Asynchronous Register
Address: 0x40000018, Reset: 0x0000, Name: GPTOAVAL
Only use when a synchronous clock source is selected (GPTCON(6:5] = 00)
Table 41. Bit Descriptions for GPTOAVAL
Bits Bit Name | Description Reset | Access
[15:0] | AVAL Counter value. Reflects the current up/down counter value. Reading AVAL takes advantage of 0x0 R

having the timer run on PCLK by bypassing clock synchronization logic otherwise required.
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Status Register
Address: 0x4000001C, Reset: 0x0000, Name: GPTOSTA

Table 42. Bit Descriptions for GPTOSTA

Bits Bit Name Description Reset | Access
[15:8] | RESERVED Reserved. 0x0 R
7 PDOK GPTCLRI synchronization. This bit is set automatically when the user sets GPTCLRI[0] = 1. Itis | 0x0 R

cleared automatically when the clear interrupt request has crossed clock domains and taken
effect in the timer clock domain.

1: GPTCLRI[O] is being updated in the timer clock domain.
0: the interrupt is cleared in the timer clock domain.

6 BUSY Timer busy. This bit informs the user that a write to GPTCON is still crossing into the timer clock | 0x0 R
domain. Check this bit after writing GPTCON, and suppress further writes until this bit is cleared.

0: timer ready to receive commands to GPTCON.
1: timer not ready to receive commands to GPTCON.

[5:2] RESERVED Reserved. 0x0 R

1 CAP Capture event pending. 0x0 R
0: no capture event is pending.
1: a capture event is pending.

0 TMOUT Timeout event occurred. This bit set automatically when the value of the counter reaches 0x0 R
zero while counting down or reaches full scale when counting up. This bit is cleared when
GPTCLRI[0] is set by the user.

0: no timeout event has occurred.
1: a timeout event has occurred.

PWM Control Register
Address: 0x40000020, Reset: 0x0000, Name: GPTOPCON

Table 43. Bit Descriptions for GPTOPCON

Bits Bit Name Description Reset | Access
[15:2] | RESERVED Reserved. 0x0 R
1 IDLE_STATE | PWM idle state. This bit is used to set the PWM idle state. 0x0 RW

0: PWM idles low.
1: PWM idles high.

0 MATCH_EN PWM match enabled. This bit is used to control PWM operational mode. 0x0 RW
0: PWM in toggle mode.
1: PWM in match mode.

PWM Match Value Register
Address: 0x40000024, Reset: 0x0000, Name: GPTOPMAT

Table 44. Bit Descriptions for GPTOPMAT

Bits Bit Name Description Reset | Access

[15:0] | MATCH_VAL | PWM match value. The value is used when the PWM is operating in match mode. The PWM 0x0 RW
output is asserted when the up/down counter is equal to this match value. PWM output is
deasserted again when a timeout event occurs. If the match value is never reached, or occurs
simultaneous to a timeout event, the PWM output remains idle.
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REGISTER SUMMARY: GPT1

Table 45. General-Purpose Timer1 Register Summary

Address Name Description Reset RW
0x40000400 GPT1LD 16-bit load value 0x0000 RW
0x40000404 GPT1VAL 16-bit timer value 0x0000 R
0x40000408 GPT1CON Control 0x000A RW
0x4000040C GPT1CLRI Clear interrupt 0x0000 W
0x40000410 GPT1CAP Capture 0x0000 R
0x40000414 GPT1ALD 16-bit load value, asynchronous 0x0000 RW
0x40000418 GPT1AVAL 16-bit timer value, asynchronous 0x0000 R
0x4000041C GPT1STA Status 0x0000 R
0x40000420 GPT1PCON PWM control register 0x0000 RW
0x40000424 GPT1PMAT PWM match value 0x0000 RW
16-Bit Load Value Register
Address: 0x40000400, Reset: 0x0000, Name: GPT1LD
Table 46. Bit Descriptions for GPT1LD
Bits Bit Name | Description Reset | Access
[15:0] | LOAD Load value. The up/down counter is periodically loaded with this value if periodic mode is 0x0 RW
selected (GPTCON[3] = 1). LOAD writes during up/down counter timeout events are delayed
until the event has passed.
16-Bit Timer Value Register
Address: 0x40000404, Reset: 0x0000, Name: GPT1VAL
Table 47. Bit Descriptions for GPT1VAL
Bits Bit Name | Description Reset | Access
[15:0] | VAL Current count. Reflects the current up/down counter value. Value delayed two PCLK cycles due 0x0 R
to clock synchronizers.
Control Register
Address: 0x40000408, Reset: 0x000A, Name: GPT1CON
Table 48. Bit Descriptions for GPTICON
Bits Bit Name | Description Reset | Access
[15:13] | RESERVED 0x0 R
12 EVENTEN | Event select. Used to enable and disabling the capture of events. Used in conjunction with the | 0x0 RW
EVENT select range: when a selected event occurs the current value of the up/down counter is
captured in GPTCAP.
0: events are not captured.
1: events are captured.
[11:8] EVENT Event select range. Timer event select range (0 to 15). 0x0 RwW
7 RLD Reload control. This bit allows the user to select whether the up/down counterisresetonlyona | 0x0 RW
timeout event or also when Bit 0 of GPTCLRI is set.
1: Resets the up/down counter when GPTCLRI[0] is set.
0: Up/Down counter is only reset on a timeout event.
[6:5] CLK Clock select. Used to select a timer clock from the four available clock sources. 0x0 RW
00: select CLK Source 0 (default).
01: select CLK Source 1.
10: select CLK Source 2.
11: select CLK Source 3.
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Bits Bit Name | Description Reset | Access
4 ENABLE Timer enable. Used to enable and disable the timer. Clearing this bit resets the timer, including | 0x0 RW
the GPTVAL register.
0: timer is disabled (default).
1:timer is enabled.
3 MOD Timer mode. This bit is used to control whether the timer runs in periodic or free running 0x1 RW
mode. In periodic mode the up/down counter starts at the defined LOAD value; in free running
mode the up/down counter starts at 0x0000 or OxFFFF depending on whether the timer is
counting up or down.
1: timer runs in periodic mode (default).
0: timer runs in free running mode.
2 up Count up. Used to control whether the timer increments (counts up) or decrements (counts down) 0x0 RW
the up/down counter.
1: timer is set to count up.
0: timer is set to count down (default).
[1:0] PRE Prescaler. Controls the prescaler division factor applied to the selected clock of the timer. If CLK | 0x2 RW
Source 0 or CLK Source 1 are selected, Prescaler Value 0 means divide by 4; otherwise, it means
divide by 1.
00: source clock/(1 or 4).
01: source clock/16.
10: source clock/256.
11: source clock/32,768.
Clear Interrupt Register
Address: 0x4000040C, Reset: 0x0000, Name: GPT1CLRI
Table 49. Bit Descriptions for GPT1CLRI
Bits Bit Name | Description Reset | Access
[15:2] | RESERVED | Reserved. 0x0 R
1 CAP Clear captured event interrupt. This bit is used to clear a capture event interrupt. 0x0 Wi1C
1: clear the capture event interrupt.
0: no effect.
0 TMOUT Clear timeout interrupt. This bit is used to clear a timeout interrupt. 0x0 Wi1C
1: clears the timeout interrupt.
0: no effect.
Capture Register
Address: 0x40000410, Reset: 0x0000, Name: GPT1CAP
Table 50. Bit Descriptions for GPT1CAP
Bits Bit Name | Description Reset | Access
[15:0] | CAP 16-bit captured value. GPTCAP holds its value until GPTCLRI[1] is set by user code. GPTCAP is not | 0x0 R
overwritten even if another event occurs without writing to GPTCLRI[1].
16-Bit Load Value, Asynchronous Register
Address: 0x40000414, Reset: 0x0000, Name: GPT1ALD
Only use when a synchronous clock source is selected (GPTCON(6:5] = 00)
Table 51. Bit Descriptions for GPT1ALD
Bits Bit Name | Description Reset | Access
[15:0] | ALOAD Load value, asynchronous. The up/down counter is periodically loaded with this value if periodic | 0x0 RW

mode is selected (GPTCONI[3] = 1). Writing ALOAD takes advantage of having the timer run on
PCLK by bypassing clock synchronization logic otherwise required.
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16-Bit Timer Value, Asynchronous Register
Address: 0x40000418, Reset: 0x0000, Name: GPT1AVAL

Only use when a synchronous clock source is selected (GPTCON(6:5] = 00)

Table 52. Bit Descriptions for GPTIAVAL
Bits Bit Name | Description Reset | Access
[15:0] | AVAL Counter value. Reflects the current up/down counter value. Reading AVAL takes advantage of 0x0 R
having the timer run on PCLK by bypassing clock synchronization logic otherwise required.
Status Register
Address: 0x4000041C, Reset: 0x0000, Name: GPT1STA
Table 53. Bit Descriptions for GPT1STA
Bits Bit Name | Description Reset | Access
[15:8] | RESERVED 0x0 R
7 PDOK GPTCLRI synchronization. This bit is set automatically when the user sets GPTCLRI[0] = 1. It is cleared 0x0 R
automatically when the clear interrupt request has crossed clock domains and taken effect in
the timer clock domain.
1: GPTCLRI[O] is being updated in the timer clock domain.
0: the interrupt is cleared in the timer clock domain.
6 BUSY Timer busy. This bit informs the user that a write to GPTCON is still crossing into the timer clock domain. 0x0 R
This bit is checked after writing GPTCON and further writes are suppressed until this bit is cleared.
0: timer ready to receive commands to GPTCON.
1: timer not ready to receive commands to GPTCON.
[5:2] RESERVED | Reserved. 0x0 R
1 CAP Capture event pending. 0x0 R
0: no capture event is pending.
1: a capture event is pending.
0 TMOUT Timeout event occurred. This bit is set automatically when the value of the counter reaches zero | 0x0 R
while counting down or reaches full scale when counting up. This bit is cleared when GPTCLRI[0]
is set by the user.
0: no timeout event has occurred.
1: a timeout event has occurred.
PWM Control Register
Address: 0x40000420, Reset: 0x0000, Name: GPT1PCON
Table 54. Bit Descriptions for GPT1PCON
Bits Bit Name Description Reset | Access
[15:2] | RESERVED Reserved. 0x0 R
1 IDLE_STATE | PWM idle state. This bit is used to set the PWM idle state. 0x0 RW
0: PWM idles low.
1: PWM idles high.
0 MATCH_EN PWM match enabled. This bit is used to control PWM operational mode. 0x0 RW
0: PWM in toggle mode.
1: PWM in match mode.
PWM Match Value Register
Address: 0x40000424, Reset: 0x0000, Name: GPT1PMAT
Table 55. Bit Descriptions for GPT1IPMAT
Bits Bit Name Description Reset | Access
[15:0] | MATCH_VAL | PWM match value. The value is used when the PWM is operating in match mode. The PWM output | 0x0 RW

is asserted when the up/down counter is equal to this match value. PWM output is deasserted
again when a timeout event occurs. If the match value is never reached, or occurs
simultaneous to a timeout event, the PWM output remains idle.
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REGISTER SUMMARY: GPT2

Table 56. General-Purpose Timer2 Register Summary

Address Name Description Reset RW
0x40000800 GPT2LD 16-bit load value 0x0000 RW
0x40000804 GPT2VAL 16-bit timer value 0x0000 R
0x40000808 GPT2CON Control 0x000A RW
0x4000080C GPT2CLRI Clear interrupt 0x0000 W
0x40000810 GPT2CAP Capture 0x0000 R
0x40000814 GPT2ALD 16-bit load value, asynchronous 0x0000 RW
0x40000818 GPT2AVAL 16-bit timer value, asynchronous 0x0000 R
0x4000081C GPT2STA Status 0x0000 R
0x40000820 GPT2PCON PWM control register 0x0000 RW
0x40000824 GPT2PMAT PWM match value 0x0000 RW

16-Bit Load Value Register
Address: 0x40000800, Reset: 0x0000, Name: GPT2LD

Table 57. Bit Descriptions for GPT2LD

Bits Bit Name | Description Reset | Access

[15:0] | LOAD Load value. The up/down counter is periodically loaded with this value if periodic mode is 0x0 RW
selected (GPTCONI3] = 1). LOAD writes during up/down counter timeout events are delayed
until the event has passed.

16-Bit Timer Value Register
Address: 0x40000804, Reset: 0x0000, Name: GPT2VAL

Table 58. Bit Descriptions for GPT2VAL

Bits Bit Name | Description Reset | Access

[15:0] | VAL Current count. Reflects the current up/down counter value. Value delayed two PCLK cycles due | 0x0 R
to clock synchronizers.

Control Register
Address: 0x40000808, Reset: 0x000A, Name: GPT2CON

Table 59. Bit Descriptions for GPT2CON

Bits BitName | Description Reset | Access
[15:13] | RESERVED 0x0 R
12 EVENTEN Event select. Used to enable and disabling the capture of events. Used in conjunction with the EVENT | 0x0 RW
select range: when a selected event occurs the current value of the up/down counter is captured in
GPTCAP.

0: events are not captured.
1: events are captured.

[11:8] EVENT Event select range. Timer event select range (0 to 15). 0x0 RW

7 RLD Reload control. This bit allows the user to select whether the up/down counter is reset only on a 0x0 RW
timeout event or also when Bit 0 of GPTCLRI is set.

1: resets the up/down counter when GPTCLRI[O0] is set.
0: up/down counter is only reset on a timeout event.

[6:5] CLK Clock select. Used to select a timer clock from the four available clock sources. 0x0 RW
00: select CLK Source 0 (default).
01: select CLK Source 1.
10: select CLK Source 2.
11: select CLK Source 3.

4 ENABLE Timer enable. Used to enable and disable the timer. Clearing this bit resets the timer, including the 0x0 RW
GPTVAL register.

0: timer is disabled (default).
1: timer is enabled.
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Bits BitName | Description Reset | Access
3 MOD Timer mode. This bit is used to control whether the timer runs in periodic or free running mode. In 0x1 RW
periodic mode the up/down counter starts at the defined LOAD value; in free running mode the
up/down counter starts at 00000 or OXFFFF depending on whether the timer is counting up or down.
1: timer runs in periodic mode (default).
0: timer runs in free running mode.
2 up Count up. Used to control whether the timer increments (counts up) or decrements (counts down) 0x0 RW
the up/down counter.
1: timer is set to count up.
0: timer is set to count down (default).
[1:0] PRE Prescaler. Controls the prescaler division factor applied to the selected clock of the timer. If CLK 0x2 RW
Source 0 or CLK Source 1 are selected, Prescaler Value 0 means divide by 4; otherwise, it means
divide by 1.
00: source clock/(1 or 4).
01: source clock/16.
10: source clock/256.
11: source clock/32,768.
Clear Interrupt Register
Address: 0x4000080C, Reset: 0x0000, Name: GPT2CLRI
Table 60. Bit Descriptions for GPT2CLRI
Bits Bit Name Description Reset | Access
[15:2] | RESERVED | Reserved. 0x0 R
1 CAP Clear captured event interrupt. This bit is used to clear a capture event interrupt. 0x0 Wi1C
1: clear the capture event interrupt.
0: no effect.
0 TMOUT Clear timeout interrupt. This bit is used to clear a timeout interrupt. 0x0 Wi1C
1: clears the timeout interrupt.
0: no effect.
Capture Register
Address: 0x40000810, Reset: 0x0000, Name: GPT2CAP
Table 61. Bit Descriptions for GPT2CAP
Bits BitName | Description Reset | Access
[15:0] | CAP 16-bit captured value. GPTCAP holds its value until GPTCLRI[1] is set by user code. GPTCAP is not 0x0 R
overwritten even if another event occurs without writing to GPTCLRI[1].
16-Bit Load Value, Asynchronous Register
Address: 0x40000814, Reset: 0x0000, Name: GPT2ALD
Only use when a synchronous clock source is selected (GPTCON(6:5] = 00).
Table 62. Bit Descriptions for GPT2ALD
Bits Bit Name Description Reset | Access
[15:0] | ALOAD Load value, asynchronous. The up/down counter is periodically loaded with this value if periodic 0x0 RW
mode is selected (GPTCOM[3] = 1). Writing ALOAD takes advantage of having the timer run on PCLK
by bypassing clock synchronization logic otherwise required.
16-Bit Timer Value, Asynchronous Register
Address: 0x40000818, Reset: 0x0000, Name: GPT2AVAL
Only use when a synchronous clock source is selected (GPTCON[6:5] = 00).
Table 63. Bit Descriptions for GPT2AVAL
Bits BitName | Description Reset | Access
[15:0] | AVAL Counter value. Reflects the current up/down counter value. Reading AVAL takes advantage of having | 0x0 R

the timer run on PCLK by bypassing clock synchronization logic otherwise required.
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Status Register
Address: 0x4000081C, Reset: 0x0000, Name: GPT2STA

Table 64. Bit Descriptions for GPT2STA
Bits Bit Name Description Reset | Access
[15:8] | RESERVED 0x0 R
7 PDOK GPTCLRI synchronization. This bit is set automatically when the user sets GPTCLRI[0] = 1. It is 0x0 R
cleared automatically when the clear interrupt request has crossed clock domains and taken
effect in the timer clock domain.
1: GPTCLRI[Q] is being updated in the timer clock domain.
0: the interrupt is cleared in the timer clock domain.
6 BUSY Timer busy. This bit informs the user that a write to GPTCON is still crossing into the timer 0x0 R
clock domain. This bit is checked after writing GPTCON and further writes are suppressed until
this bit is cleared.
0: timer ready to receive commands to GPTCON.
1: timer not ready to receive commands to GPTCON.
[5:2] RESERVED Reserved. 0x0 R
1 CAP Capture event pending. 0x0 R
0: no capture event is pending.
1: a capture event is pending.
0 TMOUT Timeout event occurred. This bit set automatically when the value of the counter reaches zero | 0x0 R
while counting down or reaches full scale when counting up. This bit is cleared when
GPTCLRI[0] is set by the user.
0: no timeout event has occurred.
1:a timeout event has occurred.
PWM Control Register
Address: 0x40000820, Reset: 0x0000, Name: GPT2PCON
Table 65. Bit Descriptions for GPT2PCON
Bits Bit Name Description Reset | Access
[15:2] | RESERVED Reserved. 0x0 R
1 IDLE_STATE | PWM idle state. This bit is used to set the PWM idle state. 0x0 RW
0: PWM idles low.
1: PWM idles high.
0 MATCH_EN PWM match enabled. This bit is used to control PWM operational mode. 0x0 RW
0: PWM in toggle mode.
1: PWM in match mode.
PWM Match Value Register
Address: 0x40000824, Reset: 0x0000, Name: GPT2PMAT
Table 66. Bit Descriptions for GPT2PMAT
Bits Bit Name Description Reset | Access
[15:0] | MATCH_VAL | PWM match value. The value is used when the PWM is operating in match mode. The PWM 0x0 RW

output is asserted when the up/down counter is equal to this match value. PWM output is
deasserted again when a timeout event occurs. If the match value is never reached, or occurs
simultaneous to a timeout event, the PWM output remains idle.
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WAKE-UP TIMER (WUT)
FEATURES

The wake-up timer consists of a 32-bit counter clocked from the 32 kHz external crystal (LFXTAL), 32 kHz internal oscillator (LFOSC),
or peripheral clock (PCLK). The selected clock source can be scaled down using a prescaler of 1, 16, 256, or 32,768.

The WUT continues to run when the core clock is disabled as long as it is not using PCLK as its source clock. It can be used in free
running or periodic mode. In free running mode, the timer counts from 0x00000000 to OxFFFFFFFF and starts again from 0x00000000.
In periodic mode, the timer counts from 0x00000000 to T2ZWUED.

In addition, the wake-up timer has four specific time fields to compare with the wake-up counter: T2ZWUFA, T2WUFB, T2WUFC, and
T2WUEFD. Any of these time fields can generate an interrupt or wake-up signal. When in free running mode, T2ZWUFB, T2ZWUEFC, and
T2WUEFD need to be reconfigured in the software to generate a periodic interrupt. The fourth comparator, T2WUEFA, is automatically
incremented with the programmable 12-bit interval register.

BLOCK DIAGRAM
| 32-BIT COMPARE A || 32-BIT COMPARE B |
| 32-BIT COMPARE C || 32-BIT COMPARE D |
Lrose | 2 PRESCALER 32517 TIMER2 IRQ
LFXTAL 1, 16, 256, MCU WAKEUP
PCLK > OR 32768
0 §
Figure 22. Wake-Up Timer Block Diagram
OPERATION

The wake-up timer comparator registers must be configured before starting the timer. The timer is started by writing to the control enable bit.
The timer increments until the value reaches full scale in free running mode or when T2ZWUFD matches the wake-up value, T2VAL.

The T2VAL register can be read at any time, it reflects the current value of the counter. Because the wake-up timer is 32 bits but resides on
a 16-bit bus, two bus reads are required to obtain the 32 bits. There are separate addresses for the upper (T2VAL1) and lower (T2VALO)
16 bits of the wake-up timer. When the lower 16 bits are addressed and read, the upper 16 bits are latched and held in a separate register
to be read later. The entire T2VAL register (upper and lower) remains frozen until the upper 16 bits are read. The control bit, freeze (Bit 3
of the T2CON register), must be set to freeze the T2VAL register between the lower and upper reads.

INTERVAL REGISTER

T2INC is a 12-bit interval register. When a new value is written in the T2INC register, Bits[16:5] of the internal 32-bit compare registers
(T2WUFAO/T2WUFAL) are loaded with the new T2INC value. These 32-bit compare registers are automatically incremented with the
contents of the T2INC register (shifted by 5) each time the wake-up counter reaches the value in the compare registers. This is provided
that the new compare is less than the T2ZWUEFD value if in periodic mode or OxFFFFFFFF if in free running mode. If the new compare
value is greater than these limits, it is recalculated as follows:

In free-running mode,
New T2WUFA = Old T2ZWUFA + T2INC - 0xFFFFFFFF
In periodic mode,
New T2WUFA = Old T2ZWUFA + T2INC - T2WUFD
The maximum programmable interval is 136 years.
To modify the interval T2INC value, the timer must be stopped so that the interval register can be loaded in the compare registers.

T2INC can also be modified while the timer is running, provided that the STOP_WUFA bit in the control register is set. The new T2INC
value takes effect after the next wake-up interrupt. If the timer is running, update the T2INC sequence as follows:

1. User writes to STOP_WUFA bit.
2. User updates T2INC.
3. User clears STOP_WUFA bit.
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The internal compare register, T2ZWUFA, can also be updated while the timer is running, provided that the STOP_WUFA bit in the
control register is set. The compare register is updated four WUT_CLK cycles after T2WUFAL1 is written to. This mechanism is used only
when the timer is enabled. When the timer is disabled, the compare register is updated from the T2INC register.

Compatre Fields Registers

T2WUEFB, T2WUFC, and T2WUEFD are 32-bit values programmed by the user in T2ZWUFx0 and T2WUFx1 registers (where x =B, C, or
D). T2ZWUED contains the load value when the wake-up timer is configured in periodic mode.
In free running mode, T2WUFB, T2WUFC, and T2WUED can be written to at any time; however, the corresponding interrupt enable in

the T2IEN register must be disabled. After the register is updated, the interrupt can be reenabled. In periodic mode, this is only applicable to
T2WUFB and T2WUFC. The T2ZWUFD register can only be written to when the timer is disabled.

Interrupts/Wake-Up Signals

An IRQ is generated when the counter value corresponds to any of the compare points or to full scale in free running mode. The timer
continues counting or is reset to 0.

The WUT generates five maskable interrupts that are enabled in the T2IEN register. An IRQ can be cleared by setting the corresponding
bit in the T2CLRI register.

Note that it takes two 32 kHz clock cycles for the interrupt clear to take effect, enabling or disabling the timer. During that time, the
system must not be placed into any of the power-down modes that stops PCLK. The IRQCRY and PDOK bits in T2STA indicate when
the device can be placed in power-down mode. In addition, the system must not perform a second write to the T2CON within 32 kHz
clock cycles of when it is synchronizing the first T2CON write between PCLK and 32 kHz clock.

WUT MEMORY MAPPED REGISTERS

WUT Register Summary

Table 67. WUT Register Summary
Address Name Description Reset RW
0x40002500. T2VALO Current count value, LSB R 0x0000
0x40002504 T2VAL1 Current count value, MSB R 0x0000
0x40002508 T2CON Control register RW 0x0040
0x4000250C T2INC 12-bit interval register for Wake-Up Field A RW 0x0C8
0x40002510 T2WUFBO Wake-Up Field B, LSB RW Ox1FFF
0x40002514 T2WUFB1 Wake-Up Field B, MSB RW 0x0000
0x40002518 T2WUFCO Wake-Up Field C, LSB RW Ox2FFF
0x4000251C T2WUFC1 Wake-Up Field C, MSB RW 0x0000
0x40002520 T2WUFDO Wake-Up Field D, LSB RW Ox3FFF
0x40002524 T2WUFD1 Wake-Up Field D, MSB RW 0x0000
0x40002528 T2IEN Interrupt enable RW 0x0000
0x4000252C T2STA Status R 0x0000
0x40002530 T2CLRI Clear interrupts W Not applicable
0x40002534 RESERVED Reserved
0x40002538 RESERVED Reserved
0x4000253C T2WUFAO Wake-Up Field A, LSB R 0x1900
0x40002540 T2WUFA1 Wake-Up Field A, MSB R 0x0000

Current Count Value—LS Halfword Register
Address: 0x40002500, Reset: 0x0000, Name: T2VALO

Table 68. Bit Descriptions for T2VALO

Bits Bit Name Description Reset Access

[15:0] T2VALL Current count low. Least significant halfword of current count value. 0x0 R
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Current Count Value—MS Halfword Register
Address: 0x40002504, Reset: 0x0000, Name: T2VAL1

Table 69. Bit Descriptions for T2VALL1

Bits Bit Name Description Reset | Access
[15:0] | T2VALH Current count high. Most significant halfword of current count value. 0x0 R
Control Register
Address: 0x40002508, Reset: 0x0040, Name: T2CON
Table 70. Bit Descriptions for T2CON
Bits Bit Name Description Reset | Access
[15:12] | RESERVED Reserved. 0x0 R
1 STOP_WUFA | Disables updating Field A Register T2WUFA. This bit, when set, stops the Wake-Up Field A 0x0 RW
Register T2WUFA from getting updated with the interval register I2INC value. This allows
the user to update the interval T2INC or T2WUFA registers safely.
[10:9] CLK Clock select. 0x0 RW
00: PCLK (default).
01: LFXTAL.
10: LFOSC.
11: reserved.
8 WUEN Wake up enable. Set by the user to enable the wake up request, which wakes up the system | 0x0 RW
because the core clock is off when in power down modes. Cleared by the user to disable
the wake-up request.
7 ENABLE Timer enable. This bit is set by user code to enable the timer. This bit is cleared by user code | 0x0 RW
to disable the timer (default).
6 MOD Timer mode. Set by the user to operate in free running mode (default). Cleared by the user | 0x1 RW
to operate in periodic mode. In this mode, the timer counts up to T2WUFD.
[5:4] RESERVED Reserved. These bits are written 0. 0x0 RW
3 FREEZE Freeze enable. Set by user to enable the freeze of the high 16 bits after the lower bits have 0x0 RW
been read from T2VALO. This ensures that the software reads an atomic shot of the timer.
T2VAL1 unfreezes after it has been read. Cleared by the user to disable this feature (default).
2 RESERVED Reserved. 0x0 RW
[1:0] PRE Prescaler. 0x0 RW
00: source clock/1 (default). If the selected clock source is core clock, this setting results in a
prescaler of 4.
01: source clock/16.
10: source clock/256.
11: source clock/32,768.
12-Bit Interval for Wake-Up Field A Register
Address: 0x4000250C, Reset: 0x00C8, Name: T2INC
Table 71. Bit Descriptions for T2INC
Bits Bit Name Description Reset | Access
[15:12] | RESERVED Reserved. 0x0 R
[11:0] INTERVAL Interval for Wake-Up Field A. 0x0C8 | RW
Wake-Up Field B—LS Halfword Register
Address: 0x40002510, Reset: 0x1FFF, Name: T2ZWUFB0
Table 72. Bit Descriptions for T2ZWUFB0
Bits Bit Name Description Reset | Access
[15:0] | T2WUFBL Wake-Up Field B low. Least significant halfword of Wake-Up Field B. OX1FFF | RW
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Wake-Up Field B—MS Halfword Register
Address: 0x40002514, Reset: 0x0000, Name: T2ZWUFB1

Table 73. Bit Descriptions for T2ZWUFB1

Bits Bit Name Description Reset | Access
[15:0] | T2WUFBH | Wake-Up Field B high. Most significant halfword of Wake-Up Field B. 0x0 RW
Wake-Up Field C—LS Halfword Register
Address: 0x40002518, Reset: 0x2FFF, Name: T2ZWUFCO0
Table 74. Bit Descriptions for T2WUFCO0
Bits Bit Name Description Reset | Access
[15:0] | T2WUFCL Wake-Up Field C low. Least significant halfword of Wake-Up Field C. Ox2FFF | RW
Wake-Up Field C—MS Halfword Register
Address: 0x4000251C, Reset: 0x0000, Name: T2WUFC1
Table 75. Bit Descriptions for T2WUFC1
Bits Bit Name Description Reset | Access
[15:0] | T2WUFCH | Wake-Up Field C high. Most significant halfword of Wake-Up Field C. 0x0 RW
Wake-Up Field D—LS Halfword Register
Address: 0x40002520, Reset: 0x3FFF, Name: T2WUFD0
Table 76. Bit Descriptions for T2ZWUFDO0
Bits Bit Name Description Reset | Access
[15:0] | T2WUFDO Wake-Up Field D low. Least significant halfword of Wake-Up Field D. Ox3FFF | RW
Wake-Up Field D—MS Halfword Register
Address: 0x40002524, Reset: 0x0000, Name: T2WUFD1
Table 77. Bit Descriptions for T2ZWUFD1
Bits Bit Name Description Reset | Access
[15:0] | T2WUFDH | Wake-Up Field D high. Most significant halfword of Wake-Up Field D. 0x0 RW
Interrupt Enable Register
Address: 0x40002528, Reset: 0x0000, Name: T2IEN
Table 78. Bit Descriptions for T2IEN
Bits Bit Name Description Reset | Access
[15:5] | RESERVED 0x0 R
4 ROLL Rollover interrupt enable. Used only in free running mode. This bit is set by the user to generate | 0x0 RW
an interrupt when Timer 2 rolls over. This bit is cleared by the user to disable the roll over
interrupt (default).
3 WUFD T2WUFD interrupt enable. This bit is set by user code to generate an interrupt when T2VAL 0x0 RW
reaches T2WUFD. This bit is cleared by user code to disable T2WUFD interrupt (default).
2 WUFC T2WUFC interrupt enable. This bit is set by user code to generate an interrupt when T2VAL 0x0 RW
reaches T2WUFC. This bit is cleared by user code to disable T2WUFC interrupt (default).
1 WUFB T2WUFB interrupt enable. This bit is set by user code to generate an interrupt when T2VAL 0x0 RW
reaches T2WUFB. This bit is cleared by user code to disable T2WUFB interrupt (default).
0 WUFA T2WUFA interrupt enable. This bit is set by user code to generate an interrupt when T2VAL 0x0 RW
reaches T2WUFA. This bit is cleared by user code to disable T2WUFA interrupt (default).
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Status Register
Address: 0x4000252C, Reset: 0x0000, Name: T2STA

Table 79. Bit Descriptions for T2STA
Bits Bit Name | Description Reset | Access
[15:9] | RESERVED | Reserved. 0x0 R
8 PDOK Enable bit synchronized. Indicates when a change in the enable bit is synchronized to the 32 kHz | 0x0 R
clock domain. It is set high when the ENABLE bit in the CONTROL register is set or cleared. It returns
low when the change in the ENABLE bit has been synchronized to the 32 kHz clock domain.
7 FREEZE Timer value freeze. Set automatically to indicate that the value in T2VALT1 is frozen. Cleared 0x0 R
automatically when T2VALT1 is read.
6 IRQCRY Wake-up status to power-down. Set automatically when any of the interrupts are still setin the | 0x0 R
external crystal clock domain. Cleared automatically when the interrupts are cleared, allowing
power-down mode. User code waits for this bit to be cleared before entering power-down mode.
5 RESERVED | Reserved. 0x0 R
4 ROLL Rollover interrupt flag. Used only in free running mode. Set automatically to indicate a rollover | 0x0 R
interrupt has occurred. Cleared automatically after a write to T2CLRI.
3 WUFD T2WUFD interrupt flag. Set automatically to indicate a comparator interrupt has occurred. 0x0 R
Cleared automatically after a write to the corresponding bit in T2CLRI.
2 WUFC T2WUFC interrupt flag. Set automatically to indicate a comparator interrupt has occurred. 0x0 R
Cleared automatically after a write to the corresponding bit in T2CLRI.
1 WUFB T2WUFB interrupt flag. Set automatically to indicate a comparator interrupt has occurred. 0x0 R
Cleared automatically after a write to the corresponding bit in T2CLRI.
0 WUFA T2WUFA interrupt flag. Set automatically to indicate a comparator interrupt has occurred. 0x0 R
Cleared automatically after a write to the corresponding bit in T2CLRI.
Clear Interrupts Register
Address: 0x40002530, Reset: 0x0000, Name: T2CLRI
Table 80. Bit Descriptions for T2CLRI
Bits Bit Name | Description Reset | Access
[15:5] | RESERVED | Reserved. 0x0 R
4 ROLL Rollover interrupt clear. Used only in free running mode. Set by user code to clear a rollover 0x0 RW
interrupt flag. Cleared automatically after synchronization.
3 WUFD T2WUFD interrupt clear. 0x0 RW
2 WUFC T2WUFC interrupt clear. Set by user code to clear a T2WUFC interrupt flag. Cleared automatically 0x0 RW
after synchronization.
1 WUFB T2WUFB interrupt clear. Set by user code to clear a T2WUFB interrupt flag. Cleared automatically 0x0 RW
after synchronization.
0 WUFA T2WUFA interrupt clear. Set by user code to clear a T2ZWUFA interrupt flag. Cleared automatically 0x0 RW
after synchronization.
Wake-Up Field A—LS Halfword Register
Address: 0x4000253C, Reset: 0x1900, Name: T2WUFAQ
Table 81. Bit Descriptions for T2ZWUFAO
Bits Bit Name | Description Reset Access
[15:0] | T2WUFAL | Wake-Up Field A low. Least significant halfword of Wake-Up Field A. 0x1900 | RW
Wakeup Field A—MS Halfword Register
Address: 0x40002540, Reset: 0x0000, Name: T2WUFA1
Table 82. Bit Descriptions for T2ZWUFA1
Bits Bit Name | Description Reset Access
[15:0] | T2WUFAH | Wake-Up Field A High. Most significant halfword of Wake-Up Field A. 0x0 RW
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WATCHDOG TIMER (WDT)

FEATURES

The WDT is used to recover from an illegal software state. After the WUT is enabled by user code, it requires periodic servicing to
prevent it from forcing a reset or interrupt of the processor.

The watchdog timer is clocked either by the 32 kHz crystal oscillator (LFXTAL) or by the 32 kHz on-chip oscillator (LFOSC) (see the
CLKCONO: LFCLKMUZX register bit in the System Clocks section). It is clocked at all times, except during reset, while in debug mode,
and when it is selectively disabled while in hibernate mode.

The watchdog timer is a 16-bit count-down timer with a programmable prescaler. The prescaler source is selectable and can be scaled by a
factor of 1, 16, 256, or 4096.

A WDT timeout can generate a reset or an interrupt. The T3CON[1] bit is added to allow selecting of an IRQ instead of a reset, which can
be used for debug. The interrupt can be cleared by writing 0xCCCC to the T3CLRI write only register.

BLOCK DIAGRAM
LFOSC
— PRESCALER
LFXTAL ]—‘ 1, 1 %9 %56,

Figure 23. Watchdog Timer Block Diagram
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OPERATION

After a valid reset, the watchdog timer is initialized in the hardware as follows:

e T3CON = 0x00E9
e T3LD = 0x1000
e T3VAL =0x1000

This enables the watchdog timer with a timeout value of 32 seconds. This initial configuration can be modified by user code; however,
setting T3CON[5] write protects T3CON and T3LD. Only a reset (depending on T3RCR[0] setting) clears the write protection and allows
reconfiguring of the timer. The watchdog timer can be reconfigured at any time when not enabled; that is, when T3CON][5] is not set,
user code can change watchdog timer settings at any time.

If the watchdog timer is set to free running mode (T3CON[6] = 0), the watchdog timer value decrements from 0x1000 to 0, wrap around
to 0x1000, and continue to decrement. To achieve a timeout value greater than or less than 0x1000 (~32 sec with default prescale = 2), use
periodic mode (T3CON([6] = 1), and T3LD and T3CON|3:2] (prescale) written with the values corresponding to the desired timeout period.
The maximum timeout is ~8192 sec (T3LD = 0xFFFF, prescale = 3).

At any time, T3VAL contains a valid value to be read, synchronized to the APB clock.

When the watchdog timer decrements to 0, a reset or interrupt is generated. This reset can be prevented by writing T3CLRI with
0xCCCC before the expiration period. A write to T3CLRI causes the watchdog timer to reload with the T3LD (or 0x1000 if in free
running mode); the WDT immediately begins a new timeout period and starts to count again. If any value other than 0xCCCC is written,
a reset is generated (or an interrupt is generated if selected by T3CON][1]).

While in hibernate mode, the watchdog has the option to suspend operation by setting the PMD bit (T3CON[0]), which is desirable if
prolonged periods of time are spent in hibernate mode.

The interrupt output of the watchdog timer needs PCLK active running; that is, it can work in active and CORE_SLEEP modes, but not in
SYS_SLEEP or hibernate modes.

The reset output of the watchdog timer works solely from the 32 kHz clock and does not require the system clock to be active; therefore, it
can work with all the power-down modes, including hibernate mode.

Watchdog Synchronization

The watchdog timer has three status bits in the T3STA register: CON, LD, and CLRI. These bits indicate that synchronization between
fast clock and slow clock domains is in progress for T3CON, T3LD, and T3CLRI registers, respectively. Do not write to the T3CON,
T3LD, and T3CLRI registers while a corresponding synchronization bit is asserted.
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Example Use Case
The user keeps the default 256 prescale but selects a load value of 0x70 to achieve a ~1 sec type timeout. This results in a count of 256 x
0x70 = 28,672 cycles at 32 kHz.

Factors to consider in this example include the following:

o  The user allocates watchdog writes in their code, but there is no timer assisting with when to kick the dog. In such a scenario, two
clear watchdog write events may occur in succession.

e Just after a clear watchdog write (T3CLRI), the user cannot write again for 3 x 32 kHz cycles. This represents the first 0.01% of the
watchdog period (3/28,672). There is still 99.99% of the timeout period remaining.

In this example, the recommended user sequence at the time the watchdog servicing routine is entered is as follows:
1. Read the status register (T3STA). If CLRI is set, indicating the watchdog was recently serviced, exit (user has 99.99% of the cycle

remaining).
2. IfCLRIis clear, write 0XCCCC to the clear interrupt register (T3CLRI). This reloads the watchdog counter.

Watchdog Synchronization and Hibernate Entry

The watchdog timer has the option to remain counting while in hibernate mode (PMD bit in T3CON). In such cases, it is advisable to
clear the watchdog before hibernate mode is entered. Because the synchronization process requires 3 x 32 kHz cycles, the user must use
caution and not enter hibernate mode before the synchronization process is complete. Therefore, the user must monitor the CLRI bit in
T3STA, ensuring it is clear, before entering hibernate mode.

WDT MEMORY MAPPED REGISTERS

WDT Register Map

Table 83. Watchdog Timer Register Summary
Address Name Description Reset RW
0x40002580 T3LD Load value 0x1000 RW
0x40002584 T3VAL Current count value 0x1000 R
0x40002588 T3CON Control 0x00E9 RW
0x4000258C T3CLRI Clear interrupt 0x0000 w
0x40002590 T3RCR Reset control register 0x0000 RW
0x40002594 T3VALA Value register, asynchronous 0x1000 R
0x40002598 T3STA Status 0x0000 R

Load Value Register

Address: 0x40002580, Reset: 0x1000, Name: T3LD

Table 84. Bit Descriptions for T3LD
Bits Bit Name Description Reset Access
[15:0] | LOAD Load value. 0x1000 RW

Current Count Value Register

Address: 0x40002584, Reset: 0x1000, Name: T3VAL

Table 85. Bit Descriptions for T3VAL
Bits Bit Name Description Reset Access
[15:0] | CCOUNT Current count value. This register is synchronized to the APB clock. Read only register. 0x1000 R
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Control Register
Address: 0x40002588, Reset: 0x00E9, Name: T3CON

Table 86. Bit Descriptions for T3CON

Bits Bit Name Description Reset Access

[15:7] | RESERVED Reserved. 0ox1 R

6 MOD Timer mode. Set by the user to operate in periodic mode (default). Cleared by the user to 0x1 RW
operate in free running mode. Note that in free running mode, it wraps around at 0x1000.

5 ENABLE Timer enable. Set by the user to enable the timer (default). Cleared by the user to disable 0x1 RW
the timer.

4 RESERVED Reserved. 0x0 R

[3:2] PRE Prescaler. 0x2 RW

00: source clock/1. If the selected clock source is the core clock, then this setting results in a
prescaler of 4.

01: source clock/16.
10: source clock/256 (default).
11: source clock/4096.

1 IRQ Timer interrupt. Set by the user to generate an interrupt when the timer times out. This 0x0 RW
feature is provided for debug purposes and is only available in active mode. Cleared by the
user to generate a reset on a time out (default).

0 PMD Power mode disable. PMD controls the behavior of the watchdog when in hibernate mode | 0x1 RW
or debug mode. If the application requires prolonged periods of time spent in hibernate
mode and it is not desirable to periodically wake up to service the watchdog timer, the
counter within the watchdog timer can be suspended when entering the hibernate power
mode. Regardless of how the PMD bit is set, it is recommended that the watchdog timer be
cleared before entering hibernate mode.

0: the watchdog timer continues its count down while in hibernate mode or debug mode.
1: when hibernate mode or debug mode is entered, the watchdog counter suspends its
count down. As hibernate mode is exited, the countdown resumes from its current count
value (the count is not reset).

Clear Interrupt Register
Address: 0x4000258C, Reset: 0x0000, Name: T3CLRI

Table 87. Bit Descriptions for T3CLRI

Bits Bit Name Description Reset Access

[15:0] | CLRWDG Clear watchdog. User writes 0xCCCC to reset/reload/restart T3 or clear IRQ. A write of any 0x0 W
other value causes a watchdog reset/IRQ. Write only, reads 0.

Reset Control Register
Address: 0x40002590, Reset: 0x0000, Name: T3RCR

Table 88. Bit Descriptions for T3RCR

Bits Bit Name Description Reset Access
[15:1] | RESERVED Reserved. 0x0 R
0 RESET_CTRL | WDT reset configuration bit. 0x0 RW

0: POR or system reset resets WDT.
1: only POR resets WDT.

Value Register Asynchronous
Address: 0x40002594, Reset: 0x1000, Name: T3VALA

Table 89. Bit Descriptions for T3VALA

Bits Bit Name Description Reset Access

[15:0] | VALA Current WDT count value. Unsynchronized to APB clock. 0x1000 | R
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Status Register

Address: 0x40002598, Reset: 0x0000, Name: T3STA

Table 90. Bit Descriptions for T3STA

Bits Bit Name

Description

Reset

Access

[15:5] RESERVED

Reserved.

0x0

4 LOCK

Lock status bit. Set automatically in hardware if T3CONI[5] has been set by user code.
Cleared by default and until user code sets T3CONI5].

0x0

3 CON

T3CON write sync in progress.
0: APB and T3 clock domains T3CON configuration values match.
1: APB T3CON register values are being synchronized to T3 clock domain.

0x0

T3LD write sync in progress.
0: APB and T3 clock domains T3LD values match.
1: APB T3LD value is being synchronized to T3 clock domain.

0x0

1 CLRI

T3CLRI write sync in progress.
0: APB T3CLRI write sync not done.

1: APBT3CLRI write is being synced to T3 clock domain. T3 is restarted (if OxCCCC was written)
after sync is complete.

0x0

0 IRQ

WDT interrupt.
0: T3 interrupt not pending.
1: T3 interrupt pending.

0x0
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BUS MATRIX

FEATURES

The AMBA system bus matrix of the ADuCM350 provides the communication fabric between the ARM Cortex-M3 processor, the AFE,
the system memory, and the peripherals.

As a multilayer system bus, it allows up to five masters to be active on the bus at any one time. Each slave has configurable priorities to
decide which master has higher priority than the others.

The five AHB master interfaces include the following:

e The Cortex-M3 data bus (DBus)

e  The Cortex-M3 system bus (SBus)
e The DMA Bus 0

e The DMA Bus1

e The USB DMA

There are eight slave interfaces implemented. These include the following:

e  Flash memory

e SRAMO

e SRAMI1

o AFE

e  USB controller
e  32-bit APB

e  16-bit APB without DMA access
e  16-bit APB with DMA access

Additional AHB features that are provided in the AMBA bus matrix include the following:

e  Reconfigurable access priority at each slave interface.

e  Automatic enabling of peripheral clocks if the APB is accessed.

e Support for 2x USB master and slave interface frequency.

e  xl1 frequency of 32-bit APB interface.

e Anequal or integer divided frequency of the 16-bit APB interface.

e A 3-word depth, FIFO-based, AHB to APB bridge for the 16-bit APB interface.
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ARCHITECTURE

Figure 24 shows the key functionality and connectivity of the bus matrix. Three clock domains are used: the PCLK for the 16-bit APB
interfaces, the USBCTLCLK for the USB system interface, and the HCLK clocks everything else, including the 32-bit APB interface.
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Figure 24. AMBA Bus Matrix Block Diagram

OPERATION

The bus matrix contains the ARBITO to ARBITS5 registers to change the default and the priority for each slave and to set the priority for
each of its three masters.

To reduce dynamic power, the peripheral clocks (including UCLK_SPI0, UCLK_SPI1, UCLK_SPIH, UCLK_I2C, UCLK_UART, and
UCLK_I2S) can be stopped using the control bits located in the CLKCONS5 register. The 16-bit AHB to APB bridge automatically enables
the corresponding peripheral clock if there is APB access to that peripheral.

For correct USB operation, the interfaces of that controller must run at 2x the HCLK frequency (32 MHz). This is configured by the
CLKCONI register and the corresponding SPLL at the CLKCON3 register.

The PCLK of the 16-bit APB interface can be equal to or an integral divided frequency of HCLK; that is, these APB slaves can run at
much slower frequency than HCLK to save power.
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BUS MATRIX MEMORY MAPPED REGISTERS
Bus Matrix Register Map

Table 91. Bus Matrix Register Summary

Address Name Description Reset RW
0x40028040 ARBITO Arbitration Priority Configuration for Slave 0 (Flash). 0x0000 RW
0x40028044 ARBIT1 Arbitration Priority Configuration for Slave 1 (SRAMO). 0x0000 | RW
0x40028048 ARBIT2 Arbitration Priority Configuration for Slave 2 (SRAM1 + EEPROM). 0x0000 | RW
0x4002804C ARBIT3 Arbitration Priority Configuration for Slave 3 (AFE). 0x0000 RW
0x40028050 ARBIT4 Arbitration Priority Configuration for Slave 4 (32-bit APB). 0x0000 RW
0x40028054 ARBIT5 Arbitration Priority Configuration for Slave 5 (16-bit APB). 0x0000 | RW
0x40028058 RESERVED | Reserved.
0x4002805C RESERVED | Reserved.
0x40028060 RESERVED | Reserved.
0x40028064 RESERVED | Reserved.
Arbitration Priority Configuration for Slave 0 (Flash) Register
Address: 0x40028040, Reset: 0x0000, Name: ARBITO
Table 92. Bit Descriptions for BMARBIT0
Bits Bit Name Description Reset Access
[15:10] | RESERVED Reserved. 0x0 R
[9:8] DEFAULT_ACTIVEO Default active master when no request. 0x0 RW
00: previous active master as the default.
01: Master 0 as default.
10: Master 1 as default.
11: Master 2 as default.
[7:3] RESERVED Reserved. 0x0 R
[2:0] ARBIT_PRIO_0O Arbiter priority for Slave 0. 0x0 RW
000: MO > M1 > M2.
001: MO > M2 > M1.
010: M1 > MO > M2.
011: M1 > M2 > MO.
100: M2 > M1 > MO.
101: M2 > MO > M1.
110: reserved.
111: reserved.
Arbitration Priority Configuration for Slave 1 (SRAMO) Register
Address: 0x40028044, Reset: 0x0000, Name: ARBIT1
Table 93. Bit Descriptions for BMARBIT1
Bits Bit Name Description Reset Access
[15:10] RESERVED Reserved. 0x0 R
[9:8] DEFAULT_ACTIVE1 Default active master when no request. 0x0 RW
00: previous active master as the default.
01: master 0 as default.
10: master 1 as default.
11: master 2 as default.
[7:3] RESERVED Reserved. 0x0 R
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Bits

Bit Name

Description

Reset

Access

[2:0]

ARBIT_PRIO_1

Arbiter priority for Slave 1.
000: MO > M1 > M2.
001: MO > M2 > M1.

010: M1 > MO > M2.

011: M1 > M2 > MO.

100: M2 > M1 > MO.
101: M2 > MO > M1.

110: reserved.

111: reserved.

0x0

RW

Arbitration Priority Configuration for Slave 2 (SRAM1 + EEPROM) Register

Address: 0x40028048, Reset: 0x0000, Name: ARBIT2

Table 94. Bit Descriptions for BMARBIT2

Bits

Bit Name

Description

Reset

Access

[15:10]

RESERVED

Reserved.

0x0

R

[9:8]

DEFAULT_ACTIVE2

Default active master when no request.

00: previous active master as the default.

01: Master 0 as default.
10: Master 1 as default.
11: Master 2 as default.

0x0

RW

[7:3]

RESERVED

Reserved.

0x0

[2:0]

ARBIT_PRIO_2

Arbiter priority for Slave 2.
000: MO > M1 > M2.
001: MO > M2 > M1.

010: M1 > MO > M2.

011: M1 > M2 > MO.

100: M2 > M1 > MO.
101: M2 > MO > M1.

110: reserved.

111: reserved.

0x0

RW

Arbitration Priority Configuration for Slave 3 (AFE) Register
Address: 0x4002804C, Reset: 0x0000, Name: ARBIT?3

Table 95. Bit Descriptions for BMARBIT3

Bits

Bit Name

Description

Reset

Access

[15:10]

RESERVED

Reserved.

0x0

R

[9:8]

DEFAULT_ACTIVE3

Default active master when no request.

00: previous active master as the default.

01: Master 0 as default.
10: Master 1 as default.
11: Master 2 as default.

0x0

RW

[7:3]

RESERVED

Reserved.

0x0

[2:0]

ARBIT_PRIO_3

Arbiter priority for Slave 3.
000: MO > M1 > M2.
001: MO > M2 > M1.

010: M1 > MO > M2.

011: M1 > M2 > MO.

100: M2 > M1 > MO.
101: M2 > MO > M1.

110: reserved.

111: reserved.

0x0

RW
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Arbitration Priority Configuration for Slave 4 (32-Bit APB) Register
Address: 0x40028050, Reset: 0x0000, Name: ARBIT4

Table 96. Bit Descriptions for BMARBIT4

Bits

Bit Name

Description

Reset

Access

[15:10]

RESERVED

Reserved.

0x0

[9:8]

DEFAULT_ACTIVE4

Default active master when no request.
00: previous active master as the default.
01: Master 0 as default.

10: Master 1 as default.

11: Master 2 as default.

0x0

RW

[7:3]

RESERVED

Reserved.

0x0

[2:0]

ARBIT_PRIO_4

Arbiter priority for Slave 4.
000: MO > M1 > M2.
001: MO > M2 > M1.

010: M1 > MO > M2.

011: M1 > M2 > MO.

100: M2 > M1 > MO.
101: M2 > MO > M1.

110: reserved.

111: reserved.

0x0

RW

Arbitration Priority Configuration for Slave 5 (16-Bit APB with DMA access) Register

Address: 0x40028054, Reset: 0x0000, Name: ARBIT5

Table 97. Bit Descriptions for BMARBIT5

Bits

Bit Name

Description

Reset

Access

[15:10]

RESERVED

Reserved.

0x0

[9:8]

DEFAULT_ACTIVES

Default active master when no request.
00: previous active master as the default.
01: Master 0 as default.

10: Master 1 as default.

11: Master 2 as default.

0x0

RW

[7:3]

RESERVED

Reserved.

0x0

[2:0]

ARBIT_PRIO_5

Arbiter priority for Slave 5.
000: MO > M1 > M2.
001: MO > M2 > M1.

010: M1 > MO > M2.

011: M1 > M2 > MO.

100: M2 > M1 > MO.
101: M2 > MO > M1.

110: reserved.

111: reserved.

0x0

RW
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POWER MANAGEMENT UNIT

INTRODUCTION

The power management unit (PMU) provides control of the ADuCM350 power modes and allows the ARM Cortex-M3 processor to
control the clocks and power gating to reduce the dynamic and standby power.

The PMU is in the always on (always powered) section of the ADuCM350. Four power modes are available; each mode provides an
additional low power benefit with a corresponding reduction in functionality. In hibernate mode, the ADuCM350 consumes 2 pA typical
with the RTC enabled. In the fully operational active mode, the ADuCM350 consumes ~300 pA/MHz, depending on what features are
being used and the application running on the processor. Table 98 lists all of the available power modes.

Note that backup mode, discussed in the Power Supplies section, is independent of the PMU and can overlap with any of the four power modes.

Features of the power management unit include the following:

Four distinct power modes

Clock gating to reduce the dynamic power consumption

Power gating to reduce the static power consumption in hibernate mode

State retention during hibernate mode

Wake-up time of 10 s from hibernate mode

Automatic clock gating of various modules when no accesses are made to them

Multiple wake-up sources available

Table 98. Summary of Power Modes

Mode

Description

Wake-Up Time

Wake-Up Source

0 (Active)

All modules are on. Some modules can be turned on or off
by user-programmable registers. The system enters this
mode upon power-up and after waking up from sleep.

Not available

Not available

1 (CORE_SLEEP)

Cortex-M3 core is in sleep’ mode and its clock is gated.
Peripherals can be turned on or off via gating by the user.
Power comes from HP LDO.

Immediate (~1 clock
cycle of system clock)

All wake-up sources

2 (SYS_SLEEP)

Cortex-M3 core is in sleep mode and all peripherals are clock
gated. Power comes from HP LDO. Analog clocks can still be
enabled by the user.

Immediate (~1 clock
cycle of system clock)

System reset, NMI, SYSTICK,
WDT, WUT, USB, RTC,
CapTouch, GPIO

3 (Hibernate)

Cortex-M3 is in deep sleep? and power gating is applied to
the power gated area with state retention. LP LDO provides
power to the always on section of the ADuCM350.

10 ps?

System reset, WDT, WUT,
USB, RTC, GPIO, NMI

"In Cortex-M3 sleep mode, Cortex-M3 core clock (HCLK_CORE) is gated.
2|n Cortex-M3 deep sleep mode, Cortex-M3 core clock (HCLK_CORE) and interrupt controller clock (FCLK) are gated.
3This is a minimum time assuming wake up with the internal oscillator. If using a crystal or a PLL, its wake-up time must be considered.
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POWER MODES
PMO: Active

The system is fully active and the processor is executing instructions. The user can choose to disable clocks to modules that are not being
used (see Table 99). Memories are clocked only when they are used. Note that the Cortex-M3 manages its internal clocks and can be in a

partial clock gated state even in active mode.

Automatic clock gating is used on some modules and is transparent to the user. User code can call the wait for interrupt (WFI)
instruction to put the Cortex-M3 in sleep mode and enter the power-down state configured by the PWRMOD register. When the
ADuCM350 wakes up from any of the low power modes, it returns to active mode.

Figure 25 shows the ADuCM350 in full active mode, where power is supplied by the HP LDO.

Figure 26 shows the same mode with some selected modules clock gated to reduce power.
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Figure 25. Active Mode
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Figure 26. Example of Active Mode with Clock Gating
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The following steps are executed to send the system into a given power mode:

e Write the power mode value to the PWRMOD register (Address 0x40002400).
e  For hibernate mode, write to the SLEEPDEEP bit of the INTCONO register (Address 0xEO0OED10). As an option, the sleep on exit
feature can also be enabled by writing to the SLEEPONEXIT bit of the INTCONO register (Address 0xEO00ED10).

Program the Cortex-M3 to execute a WFI instruction.
PM1: CORE_SLEEP

In CORE_SLEEP mode, the system gates the clock to the Cortex-M3 core after it has entered sleep mode. The rest of the system remains
active. No instructions can be executed; however, DMA transfers can continue to occur between peripherals and memories.

This mode has the advantage of eliminating instruction accesses to flash memory as well as usage of stack and temporary variables in
SRAMO, significantly reducing dynamic power in the system. DMA accesses into SRAM or flash automatically enables the clocks to that
particular block. The NVIC clock (FCLK) remains active, and the NVIC processes wake-up events.

Figure 27 shows the ADuCM350 in the default CORE_SLEEP mode with only the core clock gated. Figure 28 shows an example where
various submodules are also clock gated in CORE_SLEEP mode to provide additional power reduction. See Table 99 for more details.
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Figure 27. CORE_SLEEP Mode
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Figure 28. CORE_SLEEP Mode with Some Modules Clock Gated
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PM2:SYS_SLEEP

In SYS_SLEEP mode, the system gates HCLK (system bus clock) and PCLK (peripheral bus clock) after the Cortex-M3 has entered sleep
mode. The gating of these clocks stops all AHB attached masters/slaves and all peripherals attached to APB. Peripheral clocks are all off,
and they are no longer user programmable. The NVIC (interrupt controller) clock (FCLK) remains active, and the NVIC processes wake-
up events. See Table 99 for more details.

Figure 29 shows an example use case of SYS_SLEEP mode, where the majority of the ADuCM350 modules are clock gated.
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Figure 29. SYS_SLEEP Mode Example Use Case
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PM3: Hibernate

In hibernate mode, the system disables power to all combinational logic and places sequential logic in retain mode. Because FCLK is
stopped, the number of sources capable of waking up the system is restricted. The sources listed in Table 100 are the only sources able to
wake up the system.

In hibernate mode, SRAMO has the option of retaining its contents (see the Power Gating section). There is no option to retain the
contents of SRAM1 while in hibernate mode. The HP LDO is disabled upon entering hibernate mode, and the LP LDO is used to provide
DVDD system power. Note that the LP LDO always supplies power to the RT'C. The VCCM PSM is software programmable in hibernate
mode. Figure 30 shows hibernate mode.
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*SRAMO ALSO HAS FULL RETENTION CAPABILITY.
Figure 30. Hibernate Mode
POWER MODE CONTROL TABLE

Table 99 summarizes all power modes with respect to what units are on or off for a given mode. Features that are listed as on/off default to
on; however, they can be disabled in software. Features that are listed as off/on default to off; however, they can be enabled by software.
Note that the beeper and the LCD use a 32 kHz clock and are, therefore, not explicitly listed in the table.

Table 99. Details of the Power Modes

Block Active CORE_SLEEP SYS_SLEEP Hibernate
Cortex-M3 On Sleep Sleep Deep sleep
Power Gating No No No Yes

HP LDO On On On Off

LP LDO On On On On

HF XTAL OSC Off/on Off/on Off/on Off

LF XTAL OSC Off/on Off/on Off/on Off/on
Lower Half SRAMO Power On On On Retain
Higher Half SRAMO Power On On On Off/retain
SRAM1 Power On On On Off

USB RAM Power On On On Off

HF OSC On/off On/off On/off Off

LF OSC On/off On/off On/off On/off
UPLL Off/on Off/on Off/on Off

SPLL Off/on Off/on Off/on Off

FCLK (Interrupt) On On On Off
HCLK_CORE On Off Off Off
HCLK_BUS (AHB) On On Off Off
HCLK_CT (CapTouch) On On Off/on Off

Rev. E | Page 86 of 460



UG-387

Block Active CORE_SLEEP SYS_SLEEP Hibernate
PCLK (APB) On On Off Off
UCLK_SPIO On/off On/off’ Off Off
UCLK_SPI1 On/off? On/off’ Off Off
UCLK_SPIH On/off? On/off? Off Off
UCLK_I2C On/off! On/off? Off Off
UCLK_UART On/off On/off’ Off Off
UCLK_I2S On/off? On/off’ Off Off
USBCTLCLK On/off? On/off? Off Off
USBPHYCLK On/off? On/off? Off Off
ACLK (AFE) Off/on Off/on Off/on Off
AFE_ADC_CLK (AFE) Off/on Off/on Off/on Off
CTCLK (CapTouch) Off/on Off/on Off/on Off

' These peripheral clocks are automatically switched on if the registers of the peripheral are accessed.
2 USB clocks are automatically turned off if the USB bus is idle for more than 3 ms (suspend), a USB link power management (LPM) command from the host is received
and acknowledged, or if disconnection occurs.

WAKE-UP
Wake-Up Sequence

The system wakes up with the same operating state that was present during power down. The modules in operation before power down
are enabled automatically at wake up. The system waits on the appropriate ready signals from the clock sources (such as PLL lock and
crystal ok). Wake-up time is a function of which blocks must be reenabled during the wake-up sequence. The minimum wake-up time
requires the HP LDO and internal oscillator to power up (around 10 ps).

Wake-Up Sources
Table 100 shows the wake-up interrupt sources for the different power modes. The ADuCM350 Notes column suggests some product

specific sources for some of these interrupts.

Table 100. Wake-Up Sources

Source CORE_SLEEP SYS_SLEEP Hibernate ADuCM350 Notes
Real-Time Clock Yes Yes Yes

CapTouch Yes Yes No

AFE Yes Yes No

Wake-Up Timer Yes Yes Yes

Nonmaskable Interrupts Yes Yes Yes

External IRQ 0 Yes Yes Yes GPIO P4.0
External IRQ 1 Yes Yes Yes Power button
External IRQ 2 Yes Yes Yes Select button
External IRQ 3 Yes Yes Yes Cursor Button 0
External IRQ 4 Yes Yes Yes Cursor Button 1
External IRQ 5 Yes Yes Yes Cursor Button 2
External IRQ 6 Yes Yes Yes Cursor Button 3
External IRQ 7 Yes Yes Yes GPIO P3.4
External IRQ 8 Yes Yes Yes GPIO P0.10
Watchdog Yes Yes Yes

Flash Controllers Yes No No

GP Timers Yes No No

Peripherals Yes No No

DMA Error Yes No No

DMA Done Yes No No

USB Wake Up Yes Yes Yes

USB IRQ and DMA Yes No No

XOSC Event Yes Yes No

PLL Event Yes Yes No
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Clock Gating

Clock gating is used in active, CORE_SLEEP, and SYS_SLEEP modes to reduce dynamic power. See the general clocking diagram (Figure 4)
within the System Clocks section for more information. Individual gates are available for every clock shown. Certain clocks are gated
depending on power mode, and others are user programmable. Clocks for many of the modules (for example, memories and DMA) are

clock gated automatically when not in use. Table 101 summarizes the clock gating across the system.

Table 101. Clock Gating

Clock/Mode Active CORE_SLEEP SYS_SLEEP
FCLK On On On
HCLK_CORE On Off Off
HCLK_BUS On On Off
HCLK_CT On On User
PCLK On On Off
UCLK_SPIO User User Off
UCLK_SPI1 User User Off
UCLK_SPIH User User Off
UCLK_I2C User User Off
UCLK_UART User User Off
UCLK_I2S User User Off
USBPHYCLK User/automatic User/automatic Off
USBCTLCLK Automatic Automatic Off
ACLK User User User
AFE_ADC_CLK User User User
CTCLK User User User
Automatic Clock Gating

Some blocks use a certain level of automatic gating if they are not being accessed to further reduce dynamic power consumption. Table 102
provides a brief overview of this feature.

Table 102. Automatic Clock Gating

Module Description

Peripherals In active and CORE_SLEEP modes, the APB peripherals (including I>C, SPI, and UART) turn themselves on
automatically if a bus transfer is detected on their registers.

UsB The USB clocks are turned off automatically if any of the following three events occur: the USB is idle for more than
3 ms, an explicit LPM command is received from the host, or a disconnection occurs.

SRAM In active and CORE_SLEEP modes, the SRAM clock is automatically gated if no accesses to it are detected.

DMA In active and CORE_SLEEP mode, the DMA clock is automatically gated if no DMA transfers are performed.

Flash and EEPROM

In active and CORE_SLEEP modes, the clock to the flash memory and EEPROM controllers is stopped when there
are no accesses to them via the bus matrix. These clocks are automatically enabled when they are accessed.
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POWER GATING

Clock gating provides a means of reducing dynamic power consumption. The ADuCM350 also uses power gating to provide a large
reduction in static power (leakage). Power gating is only enabled when the ADuCM350 enters hibernate mode. This mode switches power off to
combinatorial logic and places sequential elements into a low leakage retain state. The first 8 kB of system SRAMO (Byte 0x0000 through
Byte 0x1FFF) are always retained in hibernate mode. System SRAMO Byte 0x2000 through Byte 0x3FFF have the option of being retained
in hibernate mode. SRAM1 and USB RAM are never retained in hibernate mode.

Figure 31 shows the power gating of the digital system. During hibernate mode, the LP LDO supplies power for the system in its low
power retain state. Portions of RAMO can be optionally retained by setting the RAMO_RET bit in Register PWRMOD.

RAMO

RETENTION ———»

DIGITAL RAM1
oA | [raw |
LP VvDD1.8 UsB

LDO % RAM

Figure 31. Power Switch
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POWER GATED MODULES

The following list indicates which modules in hibernate mode are power gated (sequential elements are retained) and which modules in
hibernate mode are not power gated (sequential elements are reset).

Table 103. Power Gated in Hibernate

Module Power Gated Comments

Cortex-M3 Yes

General-Purpose and Instruction Flash Controllers | Yes

RAM Bank 0 Yes 8 kB and 16 kB gated options

RAM Bank 1 No RAM contents are lost when hibernate is entered

AMBA Bus Matrix Yes

General-Purpose Timers (0, 1, and 2) Yes

System Power Control No Always powered

External Interrupts No Always powered

System Reset No Always powered

Wake-Up Timer No Always powered

Watchdog Timer No Always powered

Real-Time Clock No Always powered

I2C Master/Slave Yes

SP10-1-H Yes

UART Yes

I2S Master/Slave Yes

Beeper Yes

Random Bit Generator Yes

LCD Controller Yes

DMA Yes

GPIO Yes

CRCEngine Yes

Parallel Display Interface Yes

AFE No Upon exiting hibernate mode, the AFE is in its reset state

CapTouch Yes

USB Controller Yes USB 2 kB endpoint RAM contents are lost when hibernate mode
is entered
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EXAMPLE USE CASE

The following diagram shows an example sequence to change to the various power modes.

1. WRITE POWER
MODE REGISTER
KEYS
2. WRITE POWER
MODE REGISTER
3. READ POWER
MODE REGISTER

4. POWER MODE
IS WRITTEN

YES
HIBERNATE?
YES

RETAIN MEMORY?

YES
5. WRITE MEMORY
RETENTION BIT
6. WRITE CORTEX
SLEEP DEEP BIT
7. EXECUTE WFI
INSTRUCTION

Figure 32. Power Mode Example Sequence

11714-031
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PMU MEMORY MAPPED REGISTERS

PMU Register Map
Table 104. Power Management Register Summary
Address Name Description Reset RW
0x40002400 PWRMOD Power modes 0x0000 RW
0x40002404 PWRKEY Key protection for PWRMOD 0x0000 RW
OxEOOOED10 INTCONO Power modes system control register 0x0000 RW
Power Modes Register
Address: 0x40002400, Reset: 0x0000, Name: PWRMOD
Table 105. Bit Descriptions for PWRMOD
Bits Bit Name Description Reset | Access
15 RAMO_RET Retention for RAM 0. 0x0 RW
0: RAM 0 Bytes 0x2000 to 0x3FFF are not retained during hibernate.
1: RAM 0 Bytes 0x2000 to Ox3FFF are retained during hibernate.
[14:4] | RESERVED Reserved. These bits are written 0 by user code. 0x0 R
3 WICENACK WIC acknowledgment for SLEEPDEEP. 0x0 R
2 RESERVED Reserved. These bits are written 0 by user code. 0x0 R
[1:0] PWRMOD Power modes control bits. When read, these bits contain the last power mode value entered | 0x0 RW
by user code. Note that to place the Cortex-M3 in sleep deep mode for hibernate, the System
Control Register of the Cortex-M3 (Address 0xEOOOED10) must be configured to 0x4 or 0x06.
00: active mode.
01: CORE_SLEEP mode.
10: SYS_SLEEP mode.
11: hibernate mode.
Key Protection for PWRMOD Register
Address: 0x40002404, Reset: 0x0000, Name: PWRKEY
Table 106. Bit Descriptions for PWRKEY
Bits Bit Name Description Reset | Access
[15:0] | PWRKEY Power control key register. The PWRMOD register is key protected. Two writes to the key 0x0 RW
are necessary to change the value in the PWRMOD register. First 0x4859, then 0xF27B. The
PWRMOD register must then be written. A write to any other register on the APB before
writing to PWRMOD returns the protection to the lock state.
System Control Register
Address: 0xEO00ED10, Reset: 0x0000, Name: INTCONO
Table 107. Bit Descriptions for INTCONO
Bits Bit Name Description Reset | Access
[15:3] RESERVED Reserved. 0x0 R
2 SLEEPDEEP Deep sleep flag for hibernate mode. 0x0 RW
0: sleep deep is not enabled.
1: sleep deep is enabled.
1 SLEEPONEXIT | Sleeps the core on exit from an ISR. 0x0 RW
0: sleep on exit is not enabled.
1: sleep on exit is enabled.
0 RESERVED Reserved. 0x0 R
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POWER SUPPLIES
INTRODUCTION

In this section, the external power supplies, power supply regulators, and power supply sequencing is outlined. All of the necessary
supervisory circuits and voltage regulators are integrated within the ADuCM350. The ADuCM350 is typically powered from a single
CR2032 coin cell battery. The battery, which is not rechargeable, has a typical battery discharge profile as shown in Figure 33.

The ADuCM350 USB port can be connected to a peripheral. The VBUS pin on the USB supplies only the circuits associated with the USB
interface (PHY). As a result, this regulator is not included in this section. See the Universal Serial Bus Controller section for more details.
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Figure 33. Typical Sanyo CR2032 Discharge Profile
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Figure 34. ADuCM350 Block Diagram with Power Supply Legend

POWER SUPPLY SOURCES

The ADuCM350 is designed to be powered by an external coin battery as a primary supply source. In case of primary supply failure (that
is, the battery being removed), the system provides a secondary input supply source to keep the RTC block powered.

To switch between the two supply sources, the ADuCM350 includes an input switch controlled by an internal voltage supervisor. The
switch connects the primary source, VCCM, or the supply reservoir, VBACK, to the internal supply net, VBACK_INT.

The secondary supply source is provided by a supercapacitor, and the VCCM source supplies the trickle charger for the supercapacitor. Table 108

shows the input range for each supply source.

Table 108. Power Supply Specifications

Pin Name Description Min Max Unit

VCCM_ANA and VCCM_DIG Pins (Common VCCM Domain) | ADuCM350 standby operation 2 3.6 \%
ADuCM350 AFE measurement 25 3.6 \'%

VBACK Backup mode only 1.62 3.6 Vv
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POWER SUPPLY CONSIDERATIONS

There are five independent supplies in the system that can be present. In all of the following cases, the presence of a supply, independent
of any other supply, does not cause damage or excessive current draw:

e  The meter is powered from a CR2032 battery.

e  The USB regulator only powers the PHY block.

e  The meter can be plugged into the USB when the CR2032 can be fully or partially depleted.

¢ No measurement function or USB communication can occur unless the VCCM_x pins have sufficient potential.

TRICKLE CHARGER

A smart diode in the trickle charger block ensures that whenever VCCM is higher than the supercapacitor, the battery compensates for
this difference by providing the supercapacitor with additional power. This smart diode is an active circuit that ensures a forward drop of
only tens of millivolts, but at the same time, limits the supercapacitor charge current to the ~500 pA seen in many supercapacitor data
sheet recommendations. The active circuitry requires only ~100 nA itself. A simplified diagram is shown in Figure 35.

TRICKLER
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Veack ©
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& | DIODE

—_———

Veem o
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Figure 35. Trickle Charger

POWER SUPPLY MODES
The ADuCM350 provides three internal linear regulators (LDO):

e  High power LDO (HP_LDO)
e Low power LDO (LP_LDO)
e  Analog LDO (ALDO)

These regulators provide support for up to five power modes, divided into the following three categories, depending on the consumption
of the ADuCM350 (see Power Management Unit section for more details).

e High/medium consumption: the system is powered by the battery, and the high power LDO is used to supply power. This category
includes active, core sleep, and system sleep modes.

e Low consumption: the system is powered by the battery. The low power LDO is connected to the DVDD supply it supplies the
circuits that are active, keeps any selected memory contents, and retains the state of digital sequential logic. This category consists of
the ADuCM350 in hibernate mode.

e  Backup consumption: the system is powered by the supercapacitor. The low power LDO is enabled, but only the RTC clock is active.
DVDD supply is automatically disconnected to reduce power. All the data that has not been stored is lost. This category consists of
the ADuCM350 in backup mode.

HIGH POWER LDO

The high power LDO is only enabled if the Cortex-M3 is in high/medium power mode. It regulates the voltage directly from the battery.
This LDO is the main source of power for the DVDD supply that provides supply for the digital core, memory, peripherals, supporting
clock generation, and supply monitoring circuits. It can operate from 2.0 V to 3.6 V (battery). The dropout voltage is 150 mV. It provides
a typical output voltage of 1.8 V and can source up to 30 mA. It needs a typical external capacitance of 0.47 uF and an ESR of <0.05 Q) to
maintain stability; a block diagram is shown in Figure 36.

HIGH POWER
LDO

Vcem_DIG © oﬁ: O DVDD
' J_ 0.47pF
ESR - 0.050 o
EN o—I 3
DGND :

Figure 36. LDO Block Diagram
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LOW POWER LDO

The low power LDO is enabled all the time. It regulates the voltage from the internal Veack_vr net. This LDO powers different circuits
depending on the supply power mode, as shown in Figure 37.

e  High/medium power: the LDO exclusively powers the RTC circuit block.

e  Low power: DVDD supply is switched and controlled by this LDO. Most of the digital systems are internally disabled, and the low
power LDO provides power to the remaining circuits.

e Backup: in this mode, only the RTC block remains powered.

LOW POWER
LDO

VBACK_INT © ‘[ O VRrre
f O—TO DVDD

1

! 0.474F

1 ;I; ESR - 0.05Q
POWER_MODE o—l

DGND

11714-036

Figure 37. Low Power LDO with Power Switch
ANALOGLDO
The ALDO is used to supply the precision analog circuits, including the ADC, DAC, precision reference, temperature sensor, and

instrumentation amplifier loop. This regulator is directly controlled by the Cortex-M3 ALDO bit, Bit 4 of the AFE_CFG register, and
can be enabled only if the system is in active mode.

When the ALDO is powered up, a current-limit enable bit, the ALDOILIMIT_EN bit in the AFE_CFG register, is required to be set to
minimize the current pulled from the battery during power-up (similar to the VREF buffer). After the analog front-end LDO is powered
up, ALDOILIMIT_EN can be cleared.

See the Analog Front-End Interface section for more details on how to enable the ALDO.

The LDO requires an external capacitor of 0.47 uF with an ESR of <0.05 Q typical. The dropout voltage is 150 mV. It can operate from
2.0 Vto 3.6V (battery).

CURRENT
LIMITER ANALOG LDO

Veem ANA O— 1w — 1 oTo—— AVDD_TXRX
! 0.47yF

ALDOILIMIT_EN O—I ESR - 0.05Q

AGND_TX/RX
ALDO_EN

Figure 38. LDO Block Diagram

i
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SUPPLY MONITORS

The ADuCM350 includes four power supply monitors (PSMs) to detect a supply failure.
e VBACKPSM

e VCCMPSM

e DVDD PSM
e VRTCPSM
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VBACK PSM

The external battery, VCCM supply, is accurately monitored by a low power monitor, VBACK PSM. The VBACK PSM places the
ADuCM350 into backup mode when VCCM supply falls below a defined threshold. The VBACK PSM is always on.

This supply monitor ensures that the VBACK switch swaps between supplies if the voltage drops below a configurable VBACKTRIP value
(VBACKCON[11:8], 1.6 V to 3.1 V), as shown in Figure 39.

Vgack SWITCH

VBack 0——6

F—O VBACK_INT

1
Veem |

VBACK PSM J

11714-038

Figure 39. VBACK Switch

The VBACK PSM also monitors when the battery voltage rises with a new battery insertion, restoring the VBACK switch from the backup
mode back to the active mode, as shown in Figure 40. This threshold voltage is programmable in 100 mV steps from 1.8 V to 3.3 V, using the
VBACKRESTORE bits (VBACKCON]3:0]). To avoid undefined operation, the VBACKRESTORE threshold must always be set at least
200 mV greater than the VBACKTRIP threshold.

Note that a nondefault VBACKRESTORE setting has an effect only if the battery is replaced before the supercapacitor is depleted. After
the supercapacitor depletes, and VBACK drops below the VBACK POR level, and all internal settings are reset to the hardware default.
NEW BATTERY

N

BATTERY VOLTAGE

1
1

VBACKRESTORE === ===\ === === mmmmmmmbom b oo
1
VBACKTRIP -=---———==N\(----—-----t_ X’Y ______________________
1
/' VBACK SWITCH
VBACK SWITCH N Vcem — VBACK
Vsupercap — VBACK - ACTIVE MODE

11714-039

BACK-UP MODE
Figure 40. VBACK Switch Threshold Levels (Vsurercar is the voltage into the VBACK pin.)

When there is a complete supply source failure, the supply must be reestablished, and then the VBACK switch defaults to connecting the
internal VBACK_INT node to the VCCM supply to ensure a correct power-up.

VCCM PSM

A second PSM is provided for a fast battery check, ensuring a correct voltage level before any high current demand block is enabled.
The VCCM PSM can also be used to monitor the battery level to ensure a correct system suspension if the system needs to be placed in
backup mode before the battery drops below a defined threshold,

This PSM must be enabled manually, due to the higher current consumption, to allow faster level detection. Additionally, by enabling the
LOADENABLE bit (Bit 0) in the VCCMCON register, VCCM PSM allows an internal load of 820 () to be connected directly to the
battery, which allows for battery strength estimation (see Figure 41).

VCCM_PSM

VCCMTHR O —O VCCMPSMSTAT
Veem © ’ @
1

8200 —O VCCMPSMSFLG

LOADENABLE VCCMTHR_HYST O—I

Figure 41. VCCM Power Supply Monitor
The VCCM PSM threshold is programmable in 100 mV steps from 1.7 V to 3.2 V using the VCCMTHR bits (VCCMCON][7:4]).

11714-040
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The respective hysteresis is adjustable using the VCCMTHR_HYST bits (VCCMCON][9:8]). Note that the actual trip point is the
threshold setting plus or minus the hysteresis value.

There are two bits in PSMCON that provide the status of the battery.

e  VCCMPSMSTAT provides the actual status of VCCM PSM. The VCCMPSMSTAT bit is invalid if the VCCM PSM is not enabled.
e  VCCMPSMEFLG is a sticky flag that detects if the battery has recovered from a previous low voltage condition. The VCCMPSMFLG
is cleared only after enabling the NMI interrupt source.

The general operation is as follows:

1. A resistor divider and comparator are used to monitor the VCCM supply. The tap point on the resistor divider is programmable in
100 mV steps from 1.7 V to 3.2 V, using the VCCMTHR bits (VCCMCON(7:4]). By programming VCCMTHR and monitoring
VCCMPSMSTAT, the user can search for the approximate battery voltage. Note that if the battery voltage is very close to
VCCMTHR, it may take up to 200 us for VCCMPSMSTAT to change state.

2. By connecting an 820  resistor (£10%) across the supply and rechecking the battery voltage, the user can assess the strength of the
battery. This allows the user to determine, for example, if the battery voltage drops 200 mV after the load is applied.

3. The resistive load can then be disconnected. The Cortex-M3 must monitor the status of the flag registers, VCCMCON][7:6], and
decide if the battery level is sufficient or not. If not, the device must store all relevant information and prepare to enter backup mode.

4. If the battery is deemed strong enough to continue, the user can then set VCCMTHR to a low level, and then enable the VCCM PSM
interrupt by clearing VCCMPSMIRQ_OFF (PSMCON([4]). The processor receives an interrupt if VCCM becomes too low for any
reason.

VCCM PSM is powered by DVDD supply. This monitor can be enabled in hibernate mode if desired (slightly increasing the power
consumption by ~1.2 pA). See the Power Management Unit section for more details.

Note that the default powered off state of this PSM is 0, which also signifies the battery being too low. If the NMI is enabled for the
VCCM PSM, a delay time of 200 ps is required for the PSM to settle.

DVDD PSM

The DVDD supply includes a PSM to detect if the voltage has dropped below the limits for a correct flash memory write/read operation.
This PSM is disabled in hibernate mode.

The threshold is programmed by Analog Devices. The interrupt for this PSM is disabled by default and can be enabled if desired using the
DVDDPSMIRQ_OFF bit (Bit 0) in the PSMCON register. If the NMI is enabled for the DVDD PSM, a delay time of 200 ys is required for
the PSM to settle. The interrupt source must be manually cleared by setting the respective interrupt bit.

The current status of the DVDD PSM can be read using the DVDDPSMSTAT bit (Bit 3) in the PSMCON register, or if the PSM has been
triggered previously, can be read using the DVDDPSMFLG bit (Bit 2) in the PSMCON register.

VRTC PSM

The VRTC net powers the RTC oscillators and must be monitored continuously to ensure a correct voltage; therefore, the PSM is always
on. If the VRTC supply falls below the programmable limits, a supply failure is generated and the RTC clock is reset.

The limit can be set up using the VLOTRIP bits (Bits[5:4]) in the VBACKCON register. The limit is configurable in 50 mV steps from
1.55 V to 1.70 V. A typical voltage discharge example is shown in Figure 42.

VBACK SWITCHED
TO VSUPERCAP

VBACKTRIP | -

200ms yRTC_PSM RESETS
VLOTRIP [-==-===-23 RTC BLOCK

11714-041

TIME (Not scaled)
Figure 42. Typical Battery Voltage Discharge
The PSM provides programmable hysteresis using the VLTRIP_HYST bits (Bits[7:6]) in the VBACKCON register. Note that the actual

trip point is the VLOTRIP setting plus or minus the hysteresis value. A VLO trip point duration of typically 200 ms (tvio) is counted out
before the RTCFAIL flag bit is set.

The RTCFAIL set bit (Bit 0 of the RTCSRO register) indicates that the time RTC clocks have been reset. Upon insertion of a new battery,
the Cortex-M3 processor can read the status of the flag bit and take the appropriate action.
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POWER-ON RESET CIRCUITS

The ADuCM350 provides two POR circuits to generate a correct initialization after any supply failure.

The VBACK POR circuit accurately monitors the VBACK_INT net, ensuring that the reset pulse is held low until the unregulated supply
is above the minimum supply level of typically 1.8 V. When a complete supply failure has been detected, this POR initializes the
ADuCM350 after the VBACK supply is restored. The POR trips at a typical value of 1.48 V on the way down, that is, typically below
VLOTRIP.

The DVDD POR resets the Cortex-M3 if the DVDD voltage drops below 1.5 V when the system is active (HP_LDO enabled) or drops
below typically 1.35 V when the system is in another mode. The POR releases the reset when DVDD rises above 1.55 V.

The DVDD POR circuit has two modes, depending on the PMU mode. If HP_LDO is enabled, the POR is operating in a fast mode,
ensuring accurate threshold detection. If HP_LDO is disabled, the POR is in a low power mode, providing slower voltage detection.

POWER CASES

There are four case scenarios that must be considered: new battery insertion, changing from active mode to hibernate mode, changing
from hibernate mode to active mode, and battery removal.

The CR2032 battery has significant output impedance, especially at low temperature. Excessive current draw at startup may cause a power
supply drop, causing a power-on reset event. To prevent an incorrect power-up, a specific sequence is implemented to ensure that the
current demand remains limited until the battery insertion transition has been completed.

New Battery Insertion

When a new battery is placed in a new system, the VBACK switch defaults to connecting the internal VBACK_INT node to the VCCM
supply. The battery powers the VBACK POR (power-on reset) circuit, which generates a reset signal pulse for 32 ms based on the 32 kHz
clock. The timer is used to guarantee that the internal reference is stable to ensure that the various PSMs are reliable before further supply
decisions are made.

After the timer overflows, HP_LDO is enabled if VCCM is at or above the default VBACKRESTORE threshold (2.4 V). The internal
DVDD power level good signal (see DVDD_PGOOD in Figure 43) initiates a 4 ms timer, after which the reset signal for the ADuCM350
is released, placing the system in active mode, as shown in Figure 43. Note the spike in I (VCCM) due to the regulator startup.

15
1 (VeCM
< 10
E s
0
3 S ) S ) S s
2 [ S N N A L
>, A7 —V(VCCM) — V (DBACK_INT)
. — V(VBACK) — V (VRTC)

V (VBACK_PORB) |__[
Vv (DVDD_PGOOD) |

V (CORE RESET) —
2.0

1.5 |V (DVDD)

>1.0

0.5

0

0 2 4 6 8 101214 16 18 20 22 24 26 28 30 32 34 36 38 40
TIME (ms)

11714-042

Figure 43. Power-Up Sequence with a New Battery

Rev. E | Page 98 of 460


http://www.analog.com/ADuCM350?doc=ADuCM350_UG-587.pdf
http://www.analog.com/ADuCM350?doc=ADuCM350_UG-587.pdf
http://www.analog.com/ADuCM350?doc=ADuCM350_UG-587.pdf

UG-387

From Active Mode to Hibernate Mode

HP_LDO is disabled, and LP_LDO supplies energy to the RTC block and other hibernate mode blocks (see the Power Management Unit
section for further details). A plot of different internal signals is shown in Figure 44. Note that the DVDD supply supplying the always-on
blocks stays high while the DVDD supply supplying the majority of blocks (DVDD_VIRT) and nonretainable SRAM memory (DVDD_SRAM)
goes low. By setting PWRMOD[1:0] = 11, the device goes into hibernate mode.

WAKE TO HIBERNATE
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Figure 44. Active to Hibernate Mode (VCCM_PSM_EN and VCCM_PSM_STAT = Indicators )

132.00
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From Hibernate Mode to Active Mode

HP_LDO is enabled, providing energy to the digital circuitry. The LP_LDO supply is connected exclusively to the RTC block. A simulation of
different internal signals is shown in Figure 45. When VCCM PSM is enabled, the VCCM PSM threshold levels are checked with the
battery loaded and unloaded to define the optimum settings.
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Figure 45. Hibernate to Active Mode
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Battery Removal

If the battery is removed, the ADuCM350 can be in one of the four power modes controlled by the PMU.
Active, Core Sleep, and System Sleep Modes

For active, core sleep, and system sleep modes, the sequence to remove the battery is as follows:

VCCM PSM generates an interrupt.

VBACK PSM switches VBACK_INT to VBACK.

HP_LDO uses energy from the external decoupling capacitor connected to the battery.

In a reasonable amount of time (depending on the PMU mode and peripherals enabled), the external capacitor is discharged until
HP_LDO can no longer keep DVDD at 1.8 V. When DVDD starts to fall, the DVDD PSM can issue another interrupt.

Eventually, the DVDD POR generates a hard Cortex-M3 reset.

6. Ideally, before the external decoupling capacitor is completely depleted, the user must disconnect as many peripherals as possible
from the Cortex-M3 and complete the necessary system tasks before placing the device in hibernate mode.

L s

w

Typical plots are shown in Figure 46 and Figure 47 for different external capacitors.
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Figure 46. Removing Battery with a 10 uF Capacitor in Active Mode (DVDD PORB = Power-On Reset Block)
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Figure 47. Removing Battery with a 2 uF Capacitor in Active Mode
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Hibernate Mode

With a 10 uF VCCM decoupling capacitor and a 1.4 pA load (VCCM PSM disabled), it may take 3.6 sec to sink from 2.5 V to a
VBACKTRIP of 2.0 V. Note that a very small supercapacitor is used for this example to show fast decay of VBACK_INT.

In hibernate mode, the sequence to remove the battery is as follows:

1. VBACK PSM switches VBACK_INT to VBACK.

2. LP_LDO is disconnected from DVDD supply.

3. Inhibernate mode, the VBACK PSM immediately forces the Cortex-M3 into reset, without waiting for DVDD to collapse (it is
assumed that there is not be enough energy left in the decoupling capacitor to allow the Cortex-M3 to wake up properly and then
service the interrupts).

A typical signal plot is shown in Figure 48.
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Figure 48. Removing Battery During Hibernate
Supercapacitor Collapses

When removing the battery, if the VRTC falls below the threshold programmed in VRTC PSM, the RTC block is reset after 200 ms, as
shown in Figure 49.
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Figure 49. VRTC Generates Reset Pulse
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POWER SUPPLIES MEMORY MAPPED REGISTERS

PSM Register Map
Table 109. PSM Register Summary
Address Name Description Reset RW
0x40002408 PSMCON PSM configuration register 0x0011 RW
0x40002488 VCCMCON VCCM control and status register 0x0080 RW
0x4000248C VBACKCON VBACK control and status register 0x0416 RW
PSM Configuration Register
Address: 0x40002408, Reset: 0x0011, Name: PSMCON
Table 110. Bit Descriptions for PSMCON
Bits Bit Name Description Reset Access
[15:8] RESERVED Reserved. 0x0 R
7 VCCMPSMSTAT VCCM PSM current status. 0x0 R
0: VCCM power level is good.
1: VCCM voltage lower than the threshold.
6 VCCMPSMFLG VCCM PSM sticky flag. 0x0 WicC
0: VCCM power level is good.
1: VCCM voltage lower than the threshold.
5 RESERVED Reserved. 0x0 R
4 VCCMPSMIRQ_OFF Disable VCCM PSM to generate an NMl interrupt. 0x1 RW
0:VCCM PSM is enabled and generates an interrupt.
1: VCCM PSM is disabled and does not generate an interrupt.
3 DVDDPSMSTAT DVDD PSM current status. 0x0 R
0: DVDD power level is good.
1: DVDD voltage is lower than the threshold.
2 DVDDPSMFLG DVDD PSM sticky flag. Write 1 to clear this status bit. 0x0 WwicC
0: DVDD power level is good.
1: DVDD voltage is lower than the threshold.
1 RESERVED Reserved. 0x0 R
0 DVDDPSMIRQ_OFF Disable DVDD PSM to generate an NMl interrupt. 0x1 RW
1: DVDD PSM is disabled and does not generate interrupt.
0: DVDD PSM is enabled and generates an interrupt.
VCCM Control and Status Register
Address: 0x40002488, Reset: 0x0080, Name: VCCMCON
Table 111. Bit Descriptions for VCCMCON
Bits Bit Name Description Reset Access
[15:10] RESERVED Reserved. 0x0 RW
[9:8] VCCMTHR_HYST VCCM threshold hysteresis. 0x0 RW
00: 10 mV.
01: 20 mV.
10: 50 mV.
11: 100mV.
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Bits Bit Name Description

Reset

Access

[7:4] VCCMTHR VCCM threshold adjust.
0000: 1.7 V.
0001: 1.8 V.
0010: 1.9V.
0011:2.0V.
0100: 2.1 V.
0101:2.2V.
0110:2.3V.
0111:2.4V.
1000: 2.5V.
1001: 2.6 V.
1010: 2.7 V.
1011:2.8V.
1100: 2.9 V.
1101:3.0V.
1110:3.1 V.
1111:3.2V.

0x8

RW

[3:2] RESERVED Reserved.

0x0

1 VCCMPSMEN VCCM power supply monitoring enable.

0: VCCM PSM is disabled.
1: VCCM PSM is enabled.

0x0

RW

0 LOADENABLE Enabling 820 Q load.

0x0

RW

VBACK Control and Status Register
Address: 0x4000248C, Reset: 0x0416, Name: VBACKCON

Table 112. Bit Descriptions for VBACKCON

Bits Bit Name Description

Reset

Access

[15:12] RESERVED Reserved.

0x0

R

[11:8] VBACKTRIP VBACK trip point adjust.
0000: 1.6 V.
0001: 1.7 V.
0010: 1.8 V.
0011:1.9V.
0100: 2.0V.
0101: 2.1 V.
0110:2.2V.
0111:2.3V.
1000: 2.4 V.
1001:2.5V.
1010:2.6 V.
1011: 2.7 V.
1100: 2.8 V.
1101:2.9V.
1110:3.0V.
1111:3.1 V.

0x4

RW

[7:6] VLTRIP_HYST VLO trip hysteresis.
00: 25 mV.

01: 50 mV.

10: 75 mV.

11: 100 mV.

0x0

RW
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Bits Bit Name

Description

Reset

Access

[5:4] VLOTRIP

VLO trip level.
00: 1.55V.
01:1.60 V.
10:1.65 V.
11:1.70 V.

0x1

RW

[3:0] VBACKRESTORE

VBACK restore level.
0000: 1.8 V.
0001:1.9V.
0010:2.0V.
0011:2.1V.
0100:2.2V.
0101:2.3V.
0110:24V.
0111:2.5V.
1000:2.6 V.
1001:2.7 V.
1010:2.8V.
1011:29V.
1100:3.0V.
1101:3.1 V.
1110:3.2V.
1111:3.3V.

0x6

RW
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SYSTEM INTERRUPTS AND EXCEPTIONS

ARM CORTEX-M3 EXCEPTIONS

The Cortex-M3 supports a number of system exceptions and peripheral interrupts. Exception 1 to Exception 15 are system exceptions
and are described in Table 113.

Table 113. List of System Exceptions

Number | Type Priority Description
1 Reset -3 (highest) Any reset
2 NMI -2 Nonmaskable interrupt connected to power supply monitor
3 Hard fault -1 All fault conditions, if the corresponding fault handler is not enabled
4 Memory management Programmable | Memory management fault; access to illegal locations
fault
Bus fault Programmable | Prefetch fault, memory access fault, and other address/memory related faults
6 Usage fault Programmable | Exceptions such as undefined instruction executed or illegal state transition
attempt
7t0 10 Reserved Not applicable
11 SVCALL Programmable | System service call with SVC instruction
12 Debug monitor Programmable | Debug monitor (breakpoint, watch point, or external debug requests)
13 Reserved Not applicable
14 PENDSV Programmable | Pendable request for system service
15 SYSTICK Programmable | System tick timer

NESTED VECTORED INTERRUPT CONTROLLER (NVIC)

Interrupts are controlled by the NVIC, and eight levels of priority are available. Only a limited number of interrupts can wake up the
device from hibernate mode. These are described in the Power Management Unit section in detail.

When the device is woken up from CORE_SLEEP, SYS_SLEEP, or hibernate mode, it always returns to full active mode.

Table 114. Interrupt Sources

Wake-Up From
Position No. | Vector CORE_SLEEP SYS_SLEEP Hibernate
0 Wake-up timer Yes Yes Yes
1 External Interrupt 0 (P4.0) Yes Yes Yes
2 External Interrupt 1 (P0.0) Yes Yes Yes
3 External Interrupt 2 (P0.1) Yes Yes Yes
4 External Interrupt 3 (P0.2) Yes Yes Yes
5 External Interrupt 4 (P0.3) Yes Yes Yes
6 External Interrupt 5 (P0.4) Yes Yes Yes
7 External Interrupt 6 (P0.5) Yes Yes Yes
8 External Interrupt 7 (P3.4) Yes Yes Yes
9 External Interrupt 8 (P0.10) Yes Yes Yes
10 Watchdog timer Yes Yes Yes
11 General-Purpose Timer 0 Yes No No
12 General-Purpose Timer 1 Yes No No
13 Flash Controller 0 Yes No No
14 UART Yes' No No
15 SPIO Yes! No No
16 SPI-H Yes! No No
17 12C0 slave Yes' No No
18 12C0 master Yes' No No
19 DMA error Yes No No
20 DMA Channel 0 done Yes No No
21 DMA Channel 1 done Yes No No
22 DMA Channel 2 done Yes No No
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Wake-Up From

Position No. Vector CORE_SLEEP SYS_SLEEP Hibernate
23 DMA Channel 3 done Yes No No
24 DMA Channel 4 done Yes No No
25 DMA Channel 5 done Yes No No
26 DMA Channel 6 done Yes No No
27 DMA Channel 7 done Yes No No
28 DMA Channel 8 done Yes No No
29 DMA Channel 9 done Yes No No
30 DMA Channel 10 done Yes No No
31 DMA Channel 11 done Yes No No
32 DMA Channel 12 done Yes No No
33 DMA Channel 13 done Yes No No
34 DMA Channel 14 done Yes No No
35 DMA Channel 15 done Yes No No
36 USB wake up Yes Yes Yes
37 USB Yes No No
38 USB DMA Yes No No
39 12S Yes' No No
40 General-Purpose Timer 2 Yes No No
41 Flash Controller 1 Yes No No
42 SPI1 Yes' No No
43 Real-time clock Yes Yes Yes
44 Reserved Not applicable Not applicable Not applicable
45 Beeper Yes No No
46 LCD controller Yes No No
47 GPIO IntA Yes No No
48 GPIO IntB Yes No No
49 Reserved Not applicable Not applicable Not applicable
50 AFE controller (analog capture interrupt) Yes Yes No
51 AFE controller (analog generation interrupt) Yes Yes No
52 AFE controller (command FIFO interrupt) Yes Yes No
53 AFE controller (data FIFO interrupt) Yes Yes No
54 CapTouch Yes Yes No
55 General-purpose flash controller (EEPROM) Yes No No
56 Crystal oscillator Yes Yes No
57 PLL Yes Yes No
58 Random bit generator Yes No No
59 Parallel display interface Yes No No
60 Flash parity error interrupt Yes No No

" Corresponding UCLK is required to generate the interrupt.
Internally, the highest user-programmable priority (0) is treated as the fourth priority—after a reset, NMI, and a hard fault. Note that 0 is
the default priority for all programmable priorities.

If the same priority level is assigned to two or more interrupts, their hardware priority (the lower the position number) determines the
order in which the processor activates them. For example, if both SPI0 and SPI1 are Priority Level 1, SPIO has higher priority.

See the Exceptions section and the Nested Vector Interrupt Controller section in the ARM Cortex-M3 Technical Reference Manual for
more information on the exceptions and interrupts.

HANDLING INTERRUPT REGISTERS

In the interrupt service routine (ISR) for any interrupt source, the first action usually taken is clearing the interrupt source. In case of
write 1 to clear interrupts, the interrupt status register must be written to clear the interrupt source. Due to internal delays in the bus
matrix, this write may be delayed before it reaches the destination.
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Meanwhile, the ISR execution might have been completed, and there is a possibility of mistaking the previous interrupt for a second one.
Therefore, it is always recommended to ensure that the interrupt source has been cleared before exiting the ISR, which can be done by
reading the interrupt status again at the end of the ISR.

EXTERNAL INTERRUPT CONFIGURATION

Nine external interrupts are implemented. These external interrupts can be separately configured to detect any combination of the
following types of events:

e  Rising edge: the logic detects a transition from low to high and generates a pulse. Only one pulse is sent to the Cortex-M3 per rising edge.

e  Falling edge: the logic detects a transition from high to low and generates a pulse. Only one pulse is sent to the Cortex-M3 per falling
edge.

¢ Rising or falling edge: the logic detects a transition from low to high or high to low and generates a pulse. Only one pulse is sent to
the Cortex-M3 per edge.

e High level: the logic detects a high level. The appropriate interrupt is asserted and sent to the Cortex-M3. The interrupt line is held
asserted until the external source deasserts. The high level must be maintained for one core clock cycle minimum to be detected.

e  Low level: the logic detects a low level. The appropriate interrupt is asserted and sent to the Cortex-M3. The interrupt line is held
asserted until the external source deasserts. The low level must be maintained a minimum of one core clock cycle to be detected.

The external interrupt detection unit block is in the always on section and allows the external interrupt to wake up the device when in
hibernate mode.

Similarly, the USB can wake up the system from hibernate mode. Wake-up detection logic is added to the USB controller to check the
status of the USB bus, including DP, DM, and VBUS. Wake-up conditions on the bus generate a USB wake-up interrupt that wakes up the
device much in the same way as external interrupts.

SYSTEM INTERRUPTS MEMORY MAPPED REGISTERS
The interrupt unit consists of five MMRs contained in the always on block and based at Address 0x40002400.
System Interrupts Register Map

Table 115. Interrupt Detection Unit Register Summary

Address Name Description Reset RW
0x40002420 EIOCFG External Interrupt Configuration Register 0. 0x0000 RW
0x40002424 EINCFG External Interrupt Configuration Register 1. 0x0000 RW
0x40002428 EI2CFG External Interrupt Configuration Register 2. 0x0000 RW
0x4000242C RESERVED Reserved.

0x40002430 EICLR External interrupt clear register. 0x0000 RW
0x40002434 NMICLR Nonmaskable interrupt clear register. 0x0000 RW
0x40002438 USBWKSTAT USB wake-up status register. 0x0000 R
0x40002440 RSTSTA Reset status/clear register. 0x0000 RW

External Interrupt Configuration 0 Register
Address: 0x40002420, Reset: 0x0000, Name: EIOCFG

Table 116. Bit Descriptions for EIOCFG

Bits Bit Name Description Reset Access

15 IRQ3EN External Interrupt 3 enable bit. 0x0 RW
0: External Interrupt 3 disabled.
1: External Interrupt 3 enabled.

[14:12] IRQ3MDE External Interrupt 3 mode registers. 0x0 RW
000: rising edge.

001: falling edge.

010: rising or falling edge.

011: high level.

100: low level.

101: falling edge (same as 001).

110: rising or falling edge (same as 010).
111: high level (same as 011).
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Bits

Bit Name

Description

Reset

Access

11

IRQ2EN

External Interrupt 2 enable bit.
0: External Interrupt 2 disabled.
1: External Interrupt 2 enabled.

0x0

RW

[10:8]

IRQ2MDE

External Interrupt 2 mode registers.
000: rising edge.

001: falling edge.

010: rising or falling edge.

011: high level.

100: low level.

101: falling edge (same as 001).

110: rising or falling edge (same as 010).
111: high level (same as 011).

0x0

RW

IRQ1EN

External Interrupt 1 enable bit.
0: External Interrupt 0 disabled.
1: External Interrupt 0 enabled.

0x0

RW

[6:4]

IRQTMDE

External Interrupt 1 mode registers.
000: rising edge.

001: falling edge.

010: rising or falling edge.

011: high level.

100: low level.

101: falling edge (same as 001).

110: rising or falling edge (same as 010).
111: high level (same as 011).

0x0

RW

IRQOEN

External Interrupt 0 enable bit.
0: External Interrupt 0 disabled.
1: External Interrupt 0 enabled.

0x0

RW

[2:0]

IRQOMDE

External Interrupt 0 mode registers.
000: rising edge.

001: falling edge.

010: rising or falling edge.

011: high level.

100: low level.

101: falling edge (same as 001).

110: rising or falling edge (same as 010).
111: high level (same as 011).

0x0

RW

External Interrupt Configuration 1 Register
Address: 0x40002424, Reset: 0x0000, Name: EI1CFG
Table 117. Bit Descriptions for EIICFG

Bits

Bit Name

Description

Reset

Access

15

IRQ7EN

External Interrupt 7 enable bit.
0: External Interrupt 7 disabled.
1: External Interrupt 7 enabled.

0x0

RW

[14:12]

IRQ7MDE

External Interrupt 7 Mode registers.
000: rising edge.

001: falling edge.

010: rising or falling edge.

011: high level.

100: low level.

101: falling edge (same as 001).

110: rising or falling edge (same as 010).
111: high level (same as 011).

0x0

RW
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Bits

Bit Name

Description

Reset

Access

11

IRQ6EN

External Interrupt 6 Enable bit.
0: External Interrupt 6 disabled.
1: External Interrupt 6 enabled.

0x0

RW

[10:8]

IRQ6MDE

External Interrupt 6 Mode registers.
000: rising edge.

001: falling edge.

010: rising or falling edge.

011: high level.

100: low level.

101: falling edge (same as 001).

110: rising or falling edge (same as 010).
111: high level (same as 011).

0x0

RW

IRQ5EN

External Interrupt 5 Enable bit.
0: External Interrupt 5 disabled.
1: External Interrupt 5 enabled.

0x0

RW

[6:4]

IRQ5MDE

External Interrupt 5 Mode registers.
000: rising edge.

001: falling edge.

010: rising or falling edge.

011: high level.

100: low level.

101: falling edge (same as 001).

110: rising or falling edge (same as 010).
111: high level (same as 011).

0x0

RW

IRQ4EN

External Interrupt 4 Enable bit.
0: External Interrupt 4 disabled.
1: External Interrupt 4 enabled.

0x0

RW

[2:0]

IRQ4MDE

External Interrupt 4 Mode registers.
000: rising edge.

001: falling edge.

010: rising or falling edge.

011: high level.

100: low level.

101: falling edge (same as 001).

110: rising or falling edge (same as 010).
111: high level (same as 011).

0x0

RW

External Interrupt Configuration 2 Register
Address: 0x40002428, Reset: 0x0000, Name: EI2CFG

Table 118. Bit Descriptions for EI2CFG

Bits

Bit Name

Description

Reset

Access

15

USBVBUSEN

USB VBUS detection enable bit.
0: USB VBUS detection disabled.
1: USB VBUS detection enabled.

0x0

RW

[14:12]

USBVBUSMDE

USB VBUS detection mode registers.
000: rising edge.

001: falling edge.

010: rising or falling edge.

011: high level.

100: low level.

101: falling edge (same as 001).

110: rising or falling edge (same as 010).
111: high level (same as 011).

0x0

RW
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Bits Bit Name

Description

Reset

Access

1 USBDMEN

USB DM detection enable bit.
0: USB DM detection disabled.
1: USB DM detection enabled.

0x0

RW

[10:8] USBDMMDE

USB DM detection mode registers.

000: rising edge.

001: falling edge.

010: rising or falling edge.

011: high level.

100: low level.

101: falling edge (same as 001).

110: rising or falling edge (same as 010).
111: high level (same as 011).

0x0

RW

7 USBDPEN

USB DP Detection Enable bit.
0: USB DP detection disabled.
1: USB DP detection enabled.

0x0

RW

[6:4] USBDPMDE

USB DP detection mode registers.

000: rising edge.

001: falling edge.

010: rising or falling edge.

011: high level.

100: low level.

101: falling edge (same as 001).

110: rising or falling edge (same as 010).
111: high level (same as 011).

0x0

RW

3 IRQSEN

External Interrupt 8 enable bit.
0: External Interrupt 8 disabled.
1: External Interrupt 8 enabled.

0x0

RW

[2:0] IRQ8MDE

External Interrupt 8 Mode registers.
000: rising edge.

001: falling edge.

010: rising or falling edge.

011: high level.

100: low level.

101: falling edge (same as 001).

110: rising or falling edge (same as 010).
111: high level (same as 011).

0x0

RW
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External Interrupt Clear Register
Address: 0x40002430, Reset: 0x0000, Name: EICLR

Table 119. Bit Descriptions for EICLR
Bits Bit Name | Description Reset | Access
[15:12] | RESERVED | Reserved. 0x0 RW
11 USBVBUS | USBVBUS detection. Set to 1 to clear an internal interrupt flag. Cleared automatically by hardware. 0x0 RW
10 USBDM USB DM detection. Set to 1 to clear an internal interrupt flag. Cleared automatically by hardware. 0x0 RW
9 USBDP USB DP detection. Set to 1 to clear an internal interrupt flag. Cleared automatically by hardware. 0x0 RW
8 IRQ8 External Interrupt 8. Set to 1 to clear an internal interrupt flag. Cleared automatically by hardware. 0x0 RW
7 IRQ7 External Interrupt 7. Set to 1 to clear an internal interrupt flag. Cleared automatically by hardware. 0x0 RW
6 IRQ6 External Interrupt 6. Set to 1 to clear an internal interrupt flag. Cleared automatically by hardware. 0x0 RW
5 IRQ5 External Interrupt 5. Set to 1 to clear an internal interrupt flag. Cleared automatically by hardware. 0x0 RW
4 IRQ4 External Interrupt 4. Set to 1 to clear an internal interrupt flag. Cleared automatically by hardware. 0x0 RW
3 IRQ3 External Interrupt 3. Set to 1 to clear an internal interrupt flag. Cleared automatically by hardware. 0x0 RW
2 IRQ2 External Interrupt 2. Set to 1 to clear an internal interrupt flag. Cleared automatically by hardware. 0x0 RW
1 IRQ1 External Interrupt 1. Set to 1 to clear an internal interrupt flag. Cleared automatically by hardware. 0x0 RW
0 IRQO External Interrupt 0. Set to 1 to clear an internal interrupt flag. Cleared automatically by hardware. 0x0 RW
Nonmaskable Interrupt Clear Register
Address: 0x40002434, Reset: 0x0000, Name: NMICLR
Table 120. Bit Descriptions for NMICLR
Bits Bit Name | Description Reset | Access
[15:1] | RESERVED | Reserved. 0x0 RW
0 CLEAR NMI clear. Set to 1 to clear an internal interrupt flag when the NMl interrupt is set. Cleared 0x0 RW
automatically by hardware.
USB Wakeup Status Register
Address: 0x40002438, Reset: 0x0000, Name: USBWKSTAT
Table 121. Bit Descriptions for USBWKSTAT
Bits Bit Name | Description Reset | Access
[15:3] | RESERVED | Reserved. 0x0 R
2 USBVBUS | USBVBUS event status. Set automatically when a USB VBUS event (configured in EI2CFG) occurs. | 0x0 R
Cleared by writing one to the USBVBUS bit in the EICLR register.
1 USBDM USB DM event status. Set automatically when a USB DM event (configured in EI2CFG) occurs. 0x0 RW
Cleared by writing one to the USBDM bit in the EICLR register.
0 USBDP USB DP event status. Set automatically when a USB DP event (configured in EI2CFG) occurs. 0x0 RW
Cleared by writing one to the USBDP bit in the EICLR register.
Reset Status Register
Address: 0x40002440, Reset: 0x0000, Name: RSTSTA
Table 122. Bit Descriptions for RSTSTA
Bits Bit Name | Description Reset | Access
[15:4] | RESERVED | Reserved. 0x0 R
3 SWRST Software reset. Set automatically to 1 when the Cortex-M3 system reset is generated. Cleared by | 0x0 WicC
writing 1 to the bit.
2 WDRST Watchdog timeout. Set automatically to 1T when a watchdog timeout occurs. Cleared by writing | 0x0 WicC
1 to the bit.
1 EXTRST External reset. Set automatically to 1 when an external reset occurs. Cleared by writing 1 to the bit. 0x0 WicC
0 POR Power-on reset. Set automatically when a power-on reset occurs. Cleared by writing one to the bit. 0x0 WicC
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RESET

RESET OPERATION

There are four kinds of resets: external, power-on, watchdog timeout, and software system reset. The software system reset is provided as
part of the Cortex-M3 core.

To generate a system reset through software, the application interrupt/reset control register must be written to Address 0x05FA0004. This
register is part of the NVIC register and is located at Address 0OXEOOOEDOC. See the ARM Cortex-M3 Technical Reference Manual for
more details on the software reset.

A hardware reset is performed by toggling the RESETX pin, which is active low.
The RSTSTA register indicates the source of the last reset, and RSTCLR allows clearing of the RSTSTA register. These registers can be

used during a reset exception service routine to identify the source of the reset.

Table 123. Reset Types

Reset External Pins | Execute Reset All MMRs Reset All
Reset to Default State Kernel Except RSTSTA Peripherals | Valid SRAM | RSTSTA After Reset Event
SW Yes' Yes Yes Yes Yes/no? RSTSTA[3] =1
WD Yes Yes Yes Yes Yes/no? RSTSTA[2] =1
External Reset Pin | Yes Yes Yes Yes Yes/no? RSTSTA[1] =1
POR Yes Yes Yes Yes No RSTSTA[O] =1

T GPIOx returns to its default state, that is, POR output. It is only low in the case of a POR event; in all other cases, it remains high.
2RAM s not valid in the case of a reset following a UART download.

RESET MEMORY MAPPED REGISTERS

Register Map
Table 124. Reset Register Summary
Address Name Description Reset RW
0x40002440 RSTSTA Status register 0x00 R
Reset Status Register
Address: 0x40002440, Reset: 0x00, Name: RSTSTA
Table 125. Bit Descriptions for RSTSTA
Bits Bit Name | Description Reset | Access
[15:4] | RESERVED | Reserved. 0x0 R
3 SWRST Software reset. Set automatically to 1 when the Cortex-M3 system reset is generated. Cleared by | 0x0 wicC
writing 1 to the bit.
2 WDRST Watchdog timeout. Set automatically to 1 when a watchdog timeout occurs. Cleared by writing 1 0x0 WicC
to the bit.
1 EXTRST External reset. Set automatically to 1 when an external reset occurs. Cleared by writing 1 to the 0x0 WicC
bit.
0 POR Power-on reset. Set automatically when a power-on reset occurs. Cleared by writing 1 to the bit. | 0x0 WwicC
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DMA CONTROLLER
FEATURES

The direct memory access (DMA) controller is used to perform data transfer tasks and offload these from the processor. DMA is used to
provide high speed data transfer between peripherals and memory. Data can be quickly moved by the DMA without any CPU actions,
which keeps CPU resources free for other operations.

The DMA controller provides the following features:

e 16 independent DMA channels.
e Two programmable priority levels for each DMA channel.
e  Each priority level arbitrates using a fixed priority that is determined by the DMA channel number.
e Each DMA channel can access a primary and/or alternate channel control data structure.
e  Supports multiple transfer types:
e  Memory to memory.
e  Memory to peripheral.
e  Peripheral to memory.
e Supports multiple DMA cycle types.
e  Basic.
e  Automatic request.
e Ping-pong.
e Scatter gather.
e  Supports multiple DMA transfer data widths (8-, 16- and 32-bit).
e  Each DMA channel can have independent source and destination increment/decrement controls.

The DMA has 16 channels in total, each dedicated to managing memory access requests from peripherals. Channels are assigned as
shown in Table 126.

Table 126. DMA Channel Assignment

Channel Peripheral

0 SPI-H 0 Tx

1 SPI-H 0 Rx

2 SPIO Tx

3 SPI0 Rx

4 SPI1 Tx

5 SPI1 Rx

6 UART Tx

7 UART Rx

8 12CO0 slave Tx

9 12C0 slave Rx

10 12C0 master

1 AFE Tx

12 AFE Rx

13 CRC (default) or general-purpose flash (see the GRFDMACTL Register section)
14 Parallel display interface
15 12S

DMA Channel 13 is shared between the CRC module and the general-purpose flash. Use of the DMA channel is exclusive to only the
selected peripheral. Selection is made using the GPGFDMACTL register.
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GPFDMACTL REGISTER
Address: 0x40028100, Reset: 0x0000, Name: GPFDMACTL

Table 127. Bit Descriptions for GPFDMACTL

Bits | Bit Name | Description Reset | Access

0 GPFLASH | DMA Channel 13 control. This bit controls which module is recognized by DMA Channel 13.1f a 0x0 RW
module is not properly selected, the DMA controller ignores any request from that module.

0: CRC maintains control of DMA Channel 13.
1: general-purpose flash controls DMA Channel 13.

Each DMA channel is connected to a dedicated hardware DMA request, and the software trigger is also supported on each channel. This
configuration is done by software.

Each DMA channel has a programmable priority level default or high. Each priority level arbitrates using a fixed priority that is
determined by the DMA channel number.

The DMA controller supports multiple DMA transfer data widths. However, the source and destination transfer sizes must be the same.
In addition, always align the source and destination addresses to the data transfer size.

The DMA controller has a single output to indicate when an error condition (a DMA error interrupt) occurs. An error condition can
occur if there is a bus error while performing a DMA transfer or if the DMA controller reads an invalid cycle control.

The DMA controller supports memory to memory, peripheral to memory, and memory to peripheral transfers and has access to flash,
SRAMO, or SRAM1 as source and destination.

OPERATION

The DMA controller has two buses. One bus is connected to the system bus shared with the Cortex-M3 core, and the other bus is
connected to 16-bit peripherals. The DMA request may stop the CPU access to the system bus for some bus cycles, such as when the CPU
and DMA target the same destination (memory or peripheral).

The DMA controller fetches channel control data structures located in the system memory to perform data transfers. The DMA capable
peripherals, when enabled to use DMA, can request the DMA controller for a transfer. At the end of the programmed number of DMA
transfers for a channel, the DMA controller generates a single cycle DMA_DONE interrupt corresponding to that channel. This interrupt
indicates the completion of the DMA transfer. Separate interrupt enable bits are available in the NVIC for each of the DMA channels.

Channel Control Data Structure

Every channel has two control data structures associated with it: a primary data structure and an alternate data structure. For simple
transfer modes, the DMA controller uses either the primary or alternate data structure by programming the DMAALTCLR register. For
more complex data transfer modes, such as ping-pong or scatter gather, the DMA controller uses both the primary and alternate data
structures. Each control data structure (primary or alternate) occupies four 32-bit locations in the memory, as shown in Table 128.

Figure 50 shows the entire channel control data structure for the eight DMA channel case. It uses 512 bytes of system memory.

Table 128. Channel Control Data Structure

Offset Name Description

0x00 SRC_END_PTR Source end pointer

0x04 DST_END_PTR Destination end pointer
0x08 CHNL_CFG Control data configuration
0x0C RESERVED Reserved
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Figure 50. Memory Map for Primary DMA Structure
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Before the controller can perform a DMA transfer, the data structure related to the DMA channel must be written to the designated location in
system memory. The source end pointer memory location contains the end address of the source data. The destination end pointer

memory location contains the end address of the destination data. The control memory location contains the channel configuration

control data, which determines the source and destination data size, the number of transfers, and the number of data transfers for each

arbitration.

When the DMA controller receives a request for a channel, it reads the corresponding data structure from the system memory into its internal
cache. Any update to the descriptor in the system memory before the DMA controller generates the DMA_DONE interrupt may result in
unexpected behavior; therefore, it is strongly recommended that the user not update the descriptor before receivinga DMA_DONE interrupt.

Source Data End Pointer

The SRC_END_PTR memory location shown in Table 129 stores the address of the last location from where data is read as part of DMA
transfer. This memory location must be programmed with the end address of the source data before the controller can perform a DMA
transfer. The controller reads this memory location when it starts the first DMA data transfer. Note that the DMA controller does not

write to this memory location.

Table 129. Source Data End Pointer

Bit

Name

Description

[31:0]

SRC_END_PTR

The end address of the source data
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Destination Data End Pointer

The DST_END_PTR memory location shown in Table 130 stores the address of the last location where data is written to as part of DMA
transfer. This memory location must be programmed with the end address of the destination data before the controller can perform a
DMA transfer. The controller reads this memory location when it starts the first DMA data transfer. Note that the DMA controller does
not write to this memory location.

Table 130. Destination Data End Pointer

Bit Name Description

[31:0] DST_END_PTR The end address of the destination data

Control Data Configuration

For each DMA transfer, the control data configuration (CHNL_CFG) memory location provides the control information for the DMA
transfer to the controller.

Table 131. Destination Data End Pointer

Bit Name Description

[31:30] DST_INC Destination address increment. The address increment depends on the source data width as follows:
SRC_SIZE: byte.

00: byte.

01: halfword.

10: word.

11: no increment. Address remains set to the value that the DST_END_PTR memory location contains.
SRC_SIZE: halfword.

00: reserved.

01: halfword.

10: word.

11: no increment. Address remains set to the value that the DST_END_PTR memory location contains.
SRC_SIZE: word.

00: reserved.

01: reserved.

10: word.

11: no increment. Address remains set to the value that the DST_END_PTR memory location contains.

[29:28] RESERVED Undefined. Write as 0.

[27:26] SRC_INC Source address increment. The address increment depends on the source data width as follows:
SRC_SIZE: byte.

00: byte.

01: halfword.

10: word.

11: no increment. Address remains set to the value that the SRC_END_PTR memory location contains.
SRC_SIZE: halfword.

00: reserved.

01: halfword.

10: word.

11: no increment. Address remains set to the value that the SRC_END_PTR memory location contains.
SRC_SIZE: word

00: reserved.

01: reserved.

10: word.

11: no increment. Address remains set to the value that the SRC_END_PTR memory location contains.

[25:24] SRC_SIZE Size of the source data.
00: byte.

01: halfword.

10: word.

11: reserved.
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Bit Name Description

[23:18] RESERVED Undefined. Write as 0.

[17:14] | R_POWER R_POWER arbitrates after x DMA transfers. Note that software DMA transfers can use any value from 0000 to
1111. DMA transfers that involve peripherals must always use 0000, with the exception of the I°S drive; see the
12C Serial Interface section for further details. The operation of the DMA is indeterminate if a value other than
0000 is programmed for the DMA transfers involving peripherals.

0000: x=1.
0001:x=2.
0010:x=4.
0011:x=8.
0100: x = 16.
0101: x=32.
0110: x = 64.
0111:x=128.
1000: x = 256.
1001: x=512.
1010to 1111: x=1024.

[13:4] N_MINUS_1 | Total number of transfers in the current DMA cycle minus 1. The 10-bit value indicates the number of DMA
transfers minus one. Note that this value indicates the total number of transfers in the DMA cycle and not the
total number of bytes. The possible values are as follows:

000: 1 DMA transfer.
001: 2 DMA transfers.
010: 3 DMA transfers.

1111111111(0x3FF): 1024 DMA transfers.

3 RESERVED Undefined. Write as 0.

[2:0] CYCLE_CTRL | The operating mode of the DMA cycle.
000: stop (invalid).

001: basic.

010: automatic request.

011: ping-pong.

100: memory scatter gather primary.
101: memory scatter gather alternate.
110: peripheral scatter gather primary.
111: peripheral scatter gather alternate.

If any error occurs during a DMA data transfer, CHNL_CFG is written back to the system memory, and the N_MINUS_1 bit field is
updated to reflect the number of transfers yet to be completed. When a full DMA cycle is complete, the CYCLE_CTRL bits become
invalid to indicate the completion of the transfer.

DMA Priority

The priority of a channel is determined by its number and priority level. Each channel can have two priority levels: default or high. All
channels at the high priority level have higher priority than the channels at the default priority level. At the same priority level, a channel
with a lower channel number has a higher priority than a channel with a higher channel number. The DMA channel priority levels can be
changed by writing to the appropriate bit in the DMAPRISET register.

DMA Transfer Timing

Each DMA transfer may vary in the amount of time it takes to execute. In the best case (that is, when all resources are available, there are
no contentions, and descriptors are loaded), a DMA transfer needs five cycles to complete.

However, several factors, including the following, can result in a delay:

e  The core is accessing memory.
e  SPIis finishing a transfer.
e  The descriptors for the AFE are bumped from the descriptor cache.
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Example Use Case
In this example, the FIFO requires filling and is assumed empty. The time needed to complete a DMA transfer is as follows:

e Upon the first DMA access, there may be a delay while the previous access (for example, SPI) completes. This requires a minimum of
8 cycles.

e  The AFE descriptors were bumped; therefore, the first access requires additional time to load descriptors. This requires a minimum
of 8 cycles.

e  The AFE receives the next six accesses (it is set as high priority), but the core is competing for access to SRAM, requiring at least an
additional cycle per access (7 x 6 cycles = 42 cycles).

This results in a minimum of 58 cycles for the DMA transfer to complete; a minimum of 100 cycles is a conservative figure to use.

DMA Transfer Types

Based on how the DMA controller uses the primary and alternate control data structure and the number of requests required to complete
a DMA transfer, five types of DMA transfers are supported by the DMA controller. The various types are selected by programming the

appropriate values into the CYCLE_CTRL bits in the CHNL_CFG location of the control data structure. Based on CYCLE_CTRL, the
following are the different DMA transfer types supported:

e Invalid

e Basic

e Auto request

e Ping-pong

e  Memory scatter-gather

e DPeripheral scatter-gather

Table 132 describes the various DMA transfer types that must be used by the peripherals and software DMA. Use of software DMA
transfer types for peripherals and vice versa is strongly discouraged.

Table 132. Transfer Type Usage

Peripherals Software

Basic Auto request
Ping-Pong Ping-pong'

Peripheral Scatter Gather Memory scatter gather

' Software ping-pong DMA transfer operation is different from peripheral ping-pong DMA transfer operation (see the details in the Ping-Pong section).

Invalid

Invalid means that no DMA transfer is enabled for the channel. After the controller completes a DMA cycle, it sets the cycle type to invalid to
prevent it from repeating the same DMA cycle. Reading an invalid descriptor for any channel generates a DMA error interrupt, and the
corresponding bit in DMAINVALIDDESCCLR is set.

Basic

In this mode, the controller can be configured to use either primary or alternate data structure by programming the DMAALTCLR register for
the corresponding channel. This mode is used for peripheral DMA transfers. While using this mode for peripherals, R_POWER in the
CHNL_CFG register must be set to 0, which means that the peripheral must present a request for every data transfer. Following the
channel being enabled, when the controller receives a request, it performs the following operations:

1. The controller performs a transfer. If the number of transfers remaining is 0, the flow continues at Step 3.
2. The controller arbitrates:
a. Ifahigher priority channel is requesting service, the controller services that channel; or,
b. If the peripheral or software signals a request to the controller, it continues at Step 1.
3. At the end of the transfer, the controller interrupts the processor using the DMA_DONE interrupt for the corresponding channel.

Auto Request

When the controller operates in this mode, it is necessary for the controller to receive a single request to enable it to complete the entire
DMA cycle. This allows a large data transfer to occur without significantly increasing the latency for servicing higher priority requests or
requiring multiple requests from the processor or peripheral. This mode is very useful for a memory to memory copy application using
software DMA requests.
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In this mode, the controller can be configured to use either the primary or alternate data structure by programming DMAALTCLR for
the corresponding channel. After the channel is enabled, when the controller receives a request, it performs the following operations:

1. The controller performs min(2*-*°"¥XN) transfers for the channel. If the number of transfers remaining is 0, the flow continues at Step 3.

2. Arequest for the channel is automatically generated. The controller arbitrates. If the channel has the highest priority, the DMA cycle
continues at Step 1.

3. At the end of the transfer, the controller interrupts the processor using the DMA_DONE interrupt for that channel.

Ping-Pong

In ping-pong mode, the controller performs a DMA cycle using one of the data structures and then performs a DMA cycle using the
other data structure. The controller continues to alternate between using the primary and alternate data structures until it either reads a
data structure that is basic/automatic request or the processor disables the channel.

This mode is useful for transferring data using different buffers in the memory. In a typical application, the processor is required to
configure both primary and alternate data structures before starting the transfer. As the transfer progresses, the host can subsequently
configure primary or alternate control data structures in the interrupt service routine when the corresponding transfer ends.

The DMA controller interrupts the processor using the DMA_DONE interrupt after the completion of transfers associated with each
control data structure. The individual transfers using either the primary or the alternate control data structures work exactly the same as a
basic DMA transfer.

In this mode, if the DMA request is from software, a request is generated automatically after each arbitration cycle until the completion of
the primary or alternate descriptor tasks. The final descriptor must be programmed to use an auto request transfer type. Figure 51
illustrates the process.

If the DMA request is from a peripheral, it must send DMA requests after every data transfer to complete the primary or alternate
descriptor tasks, and the final descriptor must be programmed to use a basic transfer type. Figure 52 illustrates the process.

TASK A: PRIMARY, CYCLE_CTRL =011,2R=4,N=6

SW REQUESTS TASKA

RN RPN —
\ » dma_done[C]

TASK B: ALTERNATE, CYCLE_CTRL =011, 2R =4, N=12

SW REQUESTS TASK B

]
AUTO REQS

/ dma_done[C]
TASK C: PRIMARY, CYCLE_CTRL =011, 2R=2,N=2

SW REQUESTS TASK C

\ » dma_done[C]
TASK D: ALTERNATE, CYCLE_CTRL=011,2R=4,N=5

SW REQUESTS TASKD

AUTO REQ
—_—

dma_done[C]
TASK E: PRIMARY, CYCLE_CTRL =011,2R=4,N=7

SW REQUESTS TASKE

AUTO REQS
—

» dma_done[C]
\

END: ALTERNATE, CYCLE_CTRL = 000

INVALID

Figure 51. Software Ping-Pong DMA Transfer Process
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TASK A: PRIMARY, CYCLE_CTRL = 011,2R=4,N=6
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Figure 52. Peripheral Ping-Pong DMA Transfer Process
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Memory Scatter-Gather

In memory scatter-gather mode, the DMA controller must be configured to use both primary and alternate data structures. It uses the
primary data structure to program the control configuration for alternate data structure. The alternate data structure is used for data
transfers using a transfer similar to an auto request DMA transfer. The controller arbitrates after every primary transfer. The controller
only needs one request to complete the entire transfer. This mode is used when performing multiple memory to memory copy tasks. The
processor can configure all of these tasks together and is not required to intervene in between. The DMA controller interrupts the
processor using the DMA_DONE interrupt when the entire scatter gather transaction completes using a basic cycle.

In this mode, the controller receives an initial request and then performs four DMA transfers using the primary data structure to program
the control structure of the alternate data structure. After this transfer completes, it starts a DMA cycle using the alternate data structure.
After the cycle completes, the controller performs another four DMA transfers using the primary data structure. The controller continues
to alternate between using the primary and alternate data structures until either

e  The processor configures the alternate data structure for a basic cycle.
e  The DMA reads an invalid data structure.

Table 133 lists the fields of the CHNL_CFG memory location for the primary data structure, which must be programmed with constant
values for the memory scatter gather mode. Figure 53 further illustrates the memory scatter gather DMA transfer process.

Table 133. CHNL_CFG for Primary Data Structure in Memory Scatter-Gather Mode

Bit(s) Name Value Description

[31:30] DST_INC 10 Configures the controller to use word increments for the address.

[29:28] RESERVED 00 Undefined. Write as 0.

[27:26] SRC_INC 10 Configures the controller to use word increments for the address.

[25:24] SRC_SIZE 10 Configures the controller to use word transfers.

[23:18] RESERVED 00 Undefined. Write as 0.

[17:14] R_POWER 0010 Indicates that the DMA controller is to perform four transfers.

[13:4] N_MINUS_1 User Configures the controller to perform N DMA transfers, where N is a multiple of 4.
3 RESERVED 00 Undefined. Write as 0.

[2:0] CYCLE_CTRL 100 Configures the controller to perform a memory scatter gather DMA cycle.
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Figure 53. Memory Scatter-Gather Transfer Process
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Peripheral Scatter Gather

In peripheral scatter gather mode, the DMA controller must be configured to use both the primary and alternate data structures. The
controller uses the primary data structure to program the control structure of the alternate data structure. The alternate data structure is
used for actual data transfers, and each transfer takes place using the alternate data structure with a basic DMA transfer. The controller
does not arbitrate after every primary transfer. This mode is used when there are multiple peripheral to memory DMA tasks to be
performed. The processor can configure all of these tasks at the same time and is not required to intervene in between.

This mode is very similar to memory scatter gather mode except for arbitration and request requirements. The DMA controller interrupts
the processor using the DMA_DONE interrupt when the entire scatter gather transaction completes using a basic cycle.

In peripheral scatter gather mode, the controller receives an initial request from a peripheral and then performs four DMA transfers using
the primary data structure to program the alternate control data structure. It then immediately starts a DMA cycle using the alternate data
structure, without rearbitrating.

After this cycle completes, the controller rearbitrates. If it receives a request with the highest priority from the peripheral, it performs
another four DMA transfers using the primary data structure. It then immediately starts a DMA cycle using the alternate data structure
without rearbitrating. The controller continues to alternate between using the primary and alternate data structures until either

e  The processor configures the alternate data structure for a basic cycle.
e  The DMA reads an invalid data structure.

Table 134 lists the fields of the CHNL_CFG memory location for the primary data structure, which must be programmed with constant
values for the memory scatter gather mode. Figure 54 further illustrates the peripheral scatter gather DMA transfer process.

Table 134. CHNL_CFG for Primary Data Structure in Peripheral Scatter-Gather Mode

Bits Name Value Description

[31:30] DST_INC 10 Configures the controller to use word increments for the address.

[29:28] RESERVED 00 Undefined. Write as 0.

[27:26] SRC_INC 10 Configures the controller to use word increments for the address.

[25:24] SRC_SIZE 10 Configures the controller to use word transfers.

[23:18] RESERVED 00 Undefined. Write as 0.

[17:14] R_POWER 0010 Indicates that the DMA controller is to perform four transfers.

[13:4] N_MINUS_1 user Configures the controller to perform N DMA transfers, where N is a multiple of four.
3 RESERVED 00 Undefined. Write as 0.

[2:0] CYCLE_CTRL 110 Configures the controller to perform a memory scatter gather DMA cycle.
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Figure 54. Peripheral Scatter Gather Transfer Process
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Error Management

The DMA controller generates an error interrupt to the core whenever a DMA error occurs. A DMA error can occur either because of a
bus error or an invalid descriptor fetch.

A bus error can occur while fetching the descriptor or while performing a data transfer. A bus error can occur whenever a read from or
write to a reserved address location happens.

When a bus error occurs, the faulty channel is automatically disabled, and the corresponding status bit in DMAERRCHNLCLR is set. If
the DMA error is enabled in the NVIC, the error also generates an interrupt. In addition, the CHNL_CFG data structure for the
corresponding channel is updated with the latest n_count. The n_count indicates how many successful data transfers happened before the
bus error occurred.

When the controller fetches an invalid descriptor (that is, when the cycle control in the configuration control is 0), the faulty channel is
automatically disabled, and the corresponding status bit in the DMAINVALIDDESCCLR register is set. If the DMA error is enabled in
the NVIC, the error also generates an interrupt.

Address Calculation

The DMA controller calculates the source read address based on the content of the source data end pointer (SRC_END_PTR), the source
address increment setting in CHNL_CEFG, and the current value of the N_MINUS_1. Similarly, the destination write address is calculated
based on the content of the destination data end pointer (DST_END_PTR), the destination address increment setting in CHNL_CFG,
and the current value of N_MINUS_1.

SRC_END_PTR—(N_MINUS_1<< (SRC_INC)) for SRC_INC=0,1,2

Source Read Address =
SRC_END_PTR for SRC_INC=3

where N_MINUS_1 is the current count of transfers to be done.

DST_END_PTR—(N_MINUS_1<< (DST_INC)) for DST_INC=0,1,2

Destination Write Address =
DST_END_PTR for DST_INC=3

Address Decrement

Address decrement can be enabled to source and destination addresses. Source address decrement can be enabled for channels by setting
the appropriate bits in DMASRCADSSET. Similarly, the destination address decrement can be enabled for channels by setting the
required bits in DMADSTADSET. The values written into SRC_END_PTR and DST_END_PTR are still used as the addresses for the last
transfer as part of the DMA cycle. However, the start address is computed differently according to the address increment scheme for
either source read or destination write.

If the source decrement bit is set in DMASRCADSSET for a channel, its source address is computed as follows:

SRC_END_PTR + (N_minus_1 << (SRC_INC)) for SRC_INC=0,1,2

Source Read Address =
SRC_END_PTR for SRC_INC =3

If the destination decrement bit is set in DMADSTADSET for a channel, its source address is computed as follows:

DST_END_PTR + (N_minus_1 << (DST_INC)) for DST_INC =0, 1, 2

Destination Write Address =
DST_END_PTR for DST INC=3

where N_minus_1 is the current count of transfers to be done.

Byte swap and address decrement must not be used together for any channel. If used together, the DMA data transfer operation is
unpredictable.

All the combinations of source and destination decrement are shown with their data movement direction in Figure 55.
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Figure 55. Various Options of Address Decrement

Endian Operation

The DMA controller performs a transfer using a little endian approach by default; however, this default behavior can be changed by
setting the corresponding channel bit in the DMABSSET register. The endian operation is referred to as byte swap.

Byte Swap Disabled

Byte swap is disabled by default. In this case, the data transfer is considered to be little endian. Data arriving from a peripheral is placed in
sequence, starting from the LSB of a 32-bit word.

For example, if 16 bytes of data arrive at the SPI as 0x01 (start), 0x02, 0x03, 0x04 ... 0xOF, 0x10, it is stored by the DMA in memory as
follows:

04_03_02_01
08_07_06_05
0C_0B_0A_09
10_0F_0E_0D
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Byte Swap Enabled

Byte swap can be enabled on any channel by setting the corresponding bit in the DMABSSET register. By setting this bit, big endian data
transfers can occur. Data arriving from the peripheral is placed in sequence, starting from the MSB of a 32-bit word.

For example, if 16 bytes of data arrive at the SPI as 0x01 (start), 0x02, 0x03, 0x04 ... 0xOF, 0x10, it is stored by the DMA in memory as follows:
01_02_03_04

05_06_07_08

09_0A_0B_0C

0D_OE_OF_10

Note the following:

e  Byte swap happens on 32-bit data boundaries. The transfer size must be a multiple of four.

e  Byte swap and address decrement must not be used together for any channel. If used together, the DMA data transfer operation is
unpredictable.

e When using byte swap, care must be taken to ensure that the source data address is constant for the full data transfer. For example,
SPI where the data source is always from the same location (a FIFO).

e  Byte swap functionality is independent of DMA transfer size and can be 8-, 16-, or 32-bit.

DMA Channel Enable/Disable

Before issuing a DMA request, the DMA channel must be enabled. Otherwise, the DMA request for the corresponding channel is driven
asa DMA_DONE interrupt. Any DMA channel can be enabled by writing the corresponding bit in the DMAENSET register. The DMA
controller disables the channel when the corresponding DMA_DONE interrupt is generated. However, the user can also disable any
channel by writing to the corresponding bit in the DMAENCLR register. Whenever the user disables a channel, the following occurs,
based on the current state of the DMA controller:

e If the user disables the channel and there is no request pending for that channel, it is disabled immediately.

e If the user disables the channel that is not being serviced, but its request is posted, its pending request is cleared and the channel is
disabled immediately.

e If the user disables a channel that has been selected after arbitration but is yet to start transfers, the controller completes the
arbitration cycle and then disables the channel.

e Ifthe user disables the channel when it is being serviced, the controller completes the current arbitration cycle and then disables the channel.

DMA Master Enable
e The MENABLE bit in the DMACEFG register acts as a soft reset to the DMA controller. Any activity in the DMA controller can be

performed only when this bit is set to 1.
e  Clearing this bit to 0 clears all cached descriptors within the controller and resets the controller. Table 135 shows the various register
values when the DMA controller is reenabled.

Power-Down Considerations

When powering down the chip into hibernate mode, the recommendation is to gracefully finish all the ongoing DMA transfers and then
go into hibernation.

However, if the user decides to hibernate as early as possible (current data transfers are ignored), the DMA controller must be disabled by
clearing Bit 0 in the DMA configuration register (DMACFG, Address 0x40010004) before going into hibernation.

After hibernation (or POR), the DM A must be enabled again by setting Bit 0 in the DMA configuration register (DMACFG,
Address 0x40010004).
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DMA CONTROLLER MEMORY MAPPED REGISTERS
DMA Controller Register Map

Table 135. DMA Controller Register Summary

Address Name Description Reset Reenable Value RW
0x40010000 | DMASTA DMA status 0x000F0000 | PRE_DISABLE_VAL | R
0x40010004 | DMACFG DMA configuration 0x00000000 | PRE_DISABLE_VAL | W
0x40010008 | DMAPDBPTR DMA channel primary control data base pointer 0x00000000 | PRE_DISABLE_VAL | RW
0x4001000C | DMAADBPTR DMA channel alternate control data base pointer 0x00000100 | PRE_DISABLE_VAL | R
0x40010014 | DMASWREQ DMA channel software request 0x00000000 | 0x00000000 W
0x40010020 | DMARMSKSET DMA channel request mask set 0x00000000 | PRE_DISABLE_VAL | RW
0x40010024 | DMARMSKCLR DMA channel request mask clear 0x00000000 | PRE_DISABLE_VAL | W
0x40010028 | DMAENSET DMA channel enable set 0x00000000 | 0x00000000 RW
0x4001002C | DMAENCLR DMA channel enable clear 0x00000000 | 0x00000000 W
0x40010030 | DMAALTSET DMA channel primary-alternate set 0x00000000 | 0x00000000 RW
0x40010034 | DMAALTCLR DMA channel primary-alternate clear 0x00000000 | 0x00000000 w
0x40010038 | DMAPRISET DMA channel priority set 0x00000000 | PRE_DISABLE_VAL | RW
0x4001003C | DMAPRICLR DMA channel priority clear 0x00000000 | PRE_DISABLE_VAL | W
0x40010048 | DMAERRCHNLCLR DMA per channel error clear 0x00000000 | 0x00000000 RW
0x4001004C | DMAERRCLR DMA bus error clear 0x00000000 | 0x00000000 RW
0x40010050 | DMAINVALIDDESCCLR | DMA per channel invalid descriptor clear 0x00000000 | 0x00000000 RW
0x40010800 | DMABSSET DMA channel bytes swap enable set 0x00000000 | PRE_DISABLE_VAL | RW
0x40010804 | DMABSCLR DMA channel bytes swap enable clear 0x00000000 | PRE_DISABLE_VAL | W
0x40010810 | DMASRCADSSET DMA channel source address decrement enable set 0x00000000 | PRE_DISABLE_VAL | RW
0x40010814 | DMASRCADCLR DMA channel source address decrement enable clear 0x00000000 | PRE_DISABLE_VAL | W
0x40010818 | DMADSTADSET DMA channel destination address decrement enable set | 0x00000000 | PRE_DISABLE VAL | RW
0x4001081C | DMADSTADCLR DMA channel destination address decrement enable clear | 0x00000000 | PRE_DISABLE_VAL | W
0x40010FEO | DMAREVID DMA controller revision ID 0x00000002 | 0x00000002 R
DMA Status Register
Address: 0x40010000, Reset: 0x000F0000, Name: DMASTA
Table 136. Bit Descriptions for DMASTA
Bits Bit Name Description Reset | Access
[31:21] | RESERVED Reserved. 0x0 R
[20:16] | CHNLSM1 Number of available DMA channels minus 1. Number of available DMA channels minus one. OxF R
With eight channels available, the register reads back 0x07.
[14:8] RESERVED Reserved. Undefined. 0x0 R
[7:4] STATE Current state of DMA controller. Current state of the DMA control state machine. Provides 0x0 R
insight into the operation performed by the DMA at the time this register is read.
0000: idle.
0001: reading channel controller data.
0010: reading source data end pointer.
0011: reading destination end pointer.
0100: reading source data.
0101: writing destination data.
0110: waiting for DMA request to clear.
0111: writing channel controller data.
1000: stalled.
1001: done.
1010: peripheral scatter-gather transition.
1011: undefined.
1111: undefined.
[3:1] RESERVED Reserved. Undefined. 0x0 R
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Bits Bit Name Description Reset | Access
0 MENABLE Enable status of the controller. 0x0 R

0: controller is disabled.
1: controller is enabled.

DMA Configuration Register
Address: 0x40010004, Reset: 0x00000000, Name: DMACFG

Table 137. Bit Descriptions for DMACFG

Bits Bit Name Description Reset | Access
[31:1] RESERVED Reserved. Undefined. 0x0 W
0 MENABLE Controller enable. 0x0 W

0: disable controller.
1: enable controller.

DMA Channel Primary Control Data Base Pointer Register
Address: 0x40010008, Reset: 0x00000000, Name: DMAPDBPTR

The DMAPDBPTR register must be programmed to point to the primary channel control base pointer in the system memory. The
amount of system memory that must be assigned to the DMA controller depends on the number of DMA channels used and whether the
alternate channel control data structure is used. This register cannot be read when the DMA controller is in the reset state.

Table 138. Bit Descriptions for DMAPDBPTR
Bits Bit Name Description Reset | Access

[31:0] CTRLBASEPTR | Pointer to the base address of the primary data structure. 5 + log(2) M LSBs are reserved 0x0 RW
and must be written 0. M is number of channels.

DMA Channel Alternate Control Data Base Pointer Register
Address: 0x4001000C, Reset: 0x00000100, Name: DMAADBPTR
The DMAADBPTR read only register returns the base address of the alternate channel control data structure. This register removes the

necessity for application software to calculate the base address of the alternate data structure. This register cannot be read when the DMA
controller is in the reset state.

Table 139. Bit Descriptions for DMAADBPTR
Bits Bit Name Description Reset | Access
[31:0] ALTCBPTR Base address of the alternate data structure. 0x100 | R

DMA Channel Software Request Register
Address: 0x40010014, Reset: 0x00000000, Name: DMASWREQ

The DMASWREQ register enables the generation of software DMA request. Each bit of the register represents the corresponding channel
number in the DMA controller. M is the number of DMA channels

Table 140. Bit Descriptions for DMASWREQ
Bits Bit Name | Description Reset | Access
[31:16] | RESERVED | Reserved. 0x0 w
[15:0] CHSWREQ | Generate software request. Set the appropriate bit to generate a software DMA request on the 0x0 W

corresponding DMA channel. Bit 0 corresponds to DMA Channel 0 and so on, such that Bit M-1

corresponds to DMA Channel M-1. When written, Bit C = 0 does not create a DMA request for

Channel C. Bit C= 1 generates a DMA request for Channel C. These bits are automatically

cleared by the hardware after the corresponding software request completes.
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DMA Channel Request Mask Set Register
Address: 0x40010020, Reset: 0x00000000, Name: DMARMSKSET

Table 141. Bit Descriptions for DMARMSKSET

Bits Bit Name Description Reset | Access
[31:16] | RESERVED Reserved. Reserved, reads back 0. 0x0 R
[15:0] CHREQMSET | Mask requests from DMA channels. This register disables DMA requests from peripherals. 0x0 RW
Each bit of the register represents the corresponding channel number in the DMA controller.
Set the appropriate bit to mask the request from the corresponding DMA channel. Bit 0
corresponds to DMA Channel 0 and so on, such that Bit M-1 corresponds to DMA Channel M-1.
When read Bit C = 0, requests are enabled for Channel C. For Bit C = 1, requests are disabled
for Channel C. When written as Bit C = 0 there is no effect. Use the DMARMSKCLR register to
enable DMA requests. Bit C = 1 disables the peripheral associated with Channel C from
generating DMA requests.
DMA Channel Request Mask Clear Register
Address: 0x40010024, Reset: 0x00000000, Name: DMARMSKCLR
Table 142. Bit Descriptions for DMARMSKCLR
Bits Bit Name Description Reset | Access
[31:16] | RESERVED Reserved. 0x0 R
[15:0] CHREQMCLR | Clear REQ_MASK_SET bits in DMARMSKSET. This register enables DMA requests from 0x0 W
peripherals by clearing the mask set in DMARMSKSET register. Each bit of the register
represents the corresponding channel number in the DMA controller. Set the appropriate bit
to clear the corresponding REQ_MASK_SET bit in DMARMSKSET register. Bit 0 corresponds
to DMA Channel 0 and so on, such that Bit M-1 corresponds to DMA Channel M-1. When
written as Bit C = 0, there is no effect. Use the DMARMSKSET register to disable DMA
requests. Bit C = 1 enables peripheral associated with Channel C to generate DMA requests.
DMA Channel Enable Set Register
Address: 0x40010028, Reset: 0x00000000, Name: DMAENSET
Table 143. Bit Descriptions for DMAENSET
Bits Bit Name | Description Reset | Access
[31:16] | RESERVED | Reserved. 0x0 R
[15:0] CHENSET | Enable DMA channels. This register allows for the enabling of DMA channels. Reading the 0x0 RW
register returns the enable status of the channels. Each bit of the register represents the
corresponding channel number in the DMA controller. Set the appropriate bit to enable the
corresponding channel. Bit 0 corresponds to DMA Channel 0 and so on, such that Bit M-1
corresponds to DMA Channel M-1. When read as Bit C = 0, Channel Cis disabled. For BitC=1,
Channel Cis enabled. When written as Bit C = 0, there is no effect. Use the DMAENCLR register
to disable the channel. Bit C = 1 enables Channel C.
DMA Channel Enable Clear Register
Address: 0x4001002C, Reset: 0x00000000, Name: DMAENCLR
Table 144. Bit Descriptions for DMAENCLR
Bits Bit Name | Description Reset | Access
[31:16] | RESERVED | Reserved. Undefined. 0x0 R
[15:0] CHENCLR | Disable DMA channels. This register allows for the disabling of DMA channels. This register is 0x0 W

write only. Each bit of the register represents the corresponding channel number in the DMA
controller. Note that the controller disables a channel automatically, by setting the appropriate
bit, when it completes the DMA cycle. Set the appropriate bit to disable the corresponding
channel. Bit 0 corresponds to DMA Channel 0 and so on, such that Bit M-1 corresponds to DMA
Channel M-1. When written as Bit C = 0 there is no effect. Use the DMAENSET register to enable
the channel. Bit C = 1 disables Channel C.
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DMA Channel Primary-Alternate Set Register
Address: 0x40010030, Reset: 0x00000000, Name: DMAALTSET

The DMAALTSET register enables the user to configure the appropriate DMA channel to use the alternate control data structure.
Reading the register returns the status of which data structure is in use for the corresponding DMA channel. Each bit of the register
represents the corresponding channel number in the DMA controller.

Note that the DMA controller sets/clears these bits automatically as necessary for ping-pong, memory scatter-gather, and peripheral
scatter-gather transfers.

Table 145. Bit Descriptions for DMAALTSET

Bits Bit Name Description Reset | Access
[31:16] | RESERVED Reserved. Undefined. 0x0 R
[15:0] CHPRIALTSET | Control structure status/select alternate structure. Returns the channel control data structure 0x0 RW

status, or selects the alternate data structure for the corresponding DMA channel. Bit 0
corresponds to DMA Channel 0 and so on, such that Bit M-1 corresponds to DMA Channel M-1.
When read as Bit C = 0, DMA Channel C uses the primary data structure. For Bit C= 1, DMA
Channel C uses the alternate data structure. When written as Bit C = 0, there is no effect.
Use the DMAALTCLR register to set Bit C to 0. Bit C = 1 selects the alternate data structure
for Channel C.

DMA Channel Primary-Alternate Clear Register
Address: 0x40010034, Reset: 0x00000000, Name: DMAALTCLR

The DMAALTCLR write only register enables the user to configure the appropriate DMA channel to use the primary control data
structure. Each bit of the register represents the corresponding channel number in the DMA controller.

Note that the DMA controller sets/clears these bits automatically as necessary for ping-pong, memory scatter-gather, and peripheral
scatter-gather transfers.

Table 146. Bit Descriptions for DMAALTCLR

Bits Bit Name Description Reset | Access

[31:16] | RESERVED Reserved. Undefined. 0x0 R

[15:0] CHPRIALTCLR | Select primary data structure. Set the appropriate bit to select the primary data structure 0x0 W
for the corresponding DMA channel. Bit 0 corresponds to DMA Channel 0 and so on, such
that Bit M-1 corresponds to DMA Channel M-1. When written as Bit C = 0, there is no effect.
Use the DMAALTSET register to select the alternate data structure. Bit C = 1, selects the
primary data structure for Channel C.

DMA Channel Priority Set Register
Address: 0x40010038, Reset: 0x00000000, Name: DMAPRISET

Table 147. Bit Descriptions for DMAPRISET

Bits Bit Name | Description Reset | Access

[31:16] | RESERVED | Reserved. Undefined. 0x0 R

[15:0] CHPRISET | Configure channel for high priority. This register enables the user to configure a DMA channel to 0x0 W
use the high priority level. Reading the register returns the status of the channel priority mask.
Each bit of the register represents the corresponding channel number in the DMA controller. This
bit returns the channel priority mask status, or sets the channel priority to high. Bit 0 corresponds
to DMA Channel 0 and so on, such that Bit M-1 corresponds to DMA Channel M-1. When read as
Bit C = 0, DMA Channel C uses the default priority level. For Bit C= 1, DMA Channel C uses a high
priority level. When written as Bit C = 0, there is no effect. Use the DMAPRICLR register to set
Channel C to the default priority level. For Bit C = 1, Channel C uses the high priority level.
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DMA Channel Priority Clear Register
Address: 0x4001003C, Reset: 0x00000000, Name: DMAPRICLR

Table 148. Bit Descriptions for DMAPRICLR

Bits Bit Name Description Reset | Access
[31:16] | RESERVED Reserved. Undefined. 0x0 R
[15:0] CHPRICLR Configure channel for default priority level. The DMAPRICLR write only register enables 0x0 W
the user to configure a DMA channel to use the default priority level. Each bit of the
register represents the corresponding channel number in the DMA controller. Set the
appropriate bit to select the default priority level for the specified DMA channel. Bit 0
corresponds to DMA Channel 0 and so on, such that Bit M-1 corresponds to DMA
Channel M-1. When written as Bit C = 0, there is no effect. Use the DMAPRISET register to
set Channel C to the high priority level. For Bit C = 1, Channel C uses the default priority
level.
DMA Per Channel Error Clear Register
Address: 0x40010048, Reset: 0x00000000, Name: DMAERRCHNLCLR
Table 149. Bit Descriptions for DMAERRCHNLCLR
Bits Bit Name Description Reset | Access
[31:16] | RESERVED Reserved. 0x0 R
[15:0] CHNL_ERR_CLR | Per channel bus error status/per channel bus error clear. This register is used to read and 0x0 RW1C
clear the per channel DMA bus error status. The error status is set if the controller
encountered a bus error while performing a transfer. If a bus error occurs on a channel,
that channel is automatically disabled by the controller. The other channels are
unaffected. Write one to clear bits. When read as 0, no bus error occurred. When read as 1,
a bus error control is pending. When written as 0, there is no effect. When written as 1 the
bit is cleared.
DMA Bus Error Clear Register
Address: 0x4001004C, Reset: 0x00000000, Name: DMAERRCLR
Table 150. Bit Descriptions for DMAERRCLR
Bits Bit Name Description Reset | Access
[31:16] | RESERVED Reserved. Undefined. 0x0 R
[15:0] ERRCLR Bus error status. This register is used to read and clear the DMA bus error status. The 0x0 RW1C
error status is set if the controller encountered a bus error while performing a transfer or
when it reads an invalid descriptor (whose cycle control is 3'b000). If a bus error occurs
or invalid cycle control is read on a channel, that channel is automatically disabled by
the controller. The other channels are unaffected. Write one to clear bits. When read as 0,
no bus error/invalid cycle control occurred. When read as 1, a bus error/invalid cycle
control is pending. When written as 0, there is no effect. When written as 1, the bit is
cleared.
DMA Per Channel Invalid Descriptor Clear Register
Address: 0x40010050, Reset: 0x00000000, Name: DMAINVALIDDESCCLR
Table 151. Bit Descriptions for DMAINVALIDDESCCLR
Bits Bit Name Description Reset | Access
[31:16] | RESERVED Reserved. 0x0 R
[15:0] CHNL_INVALID_CLR | Per channel invalid descriptor status/per channel invalid descriptor status clear. This | 0x0 RW1C

register is used to read and clear the per channel DMA invalid descriptor status. The
per channel invalid descriptor status is set if the controller reads an invalid
descriptor (whose cycle control is 3'b000). If it reads invalid cycle control for a
channel, that channel is automatically disabled by the controller. The other channels
are unaffected. Write one to clear bits. When read as 0, no invalid cycle control
occurred. When read as 1, an invalid cycle control is pending. When written as 0,
there is no effect. When written as 1, the bit is cleared.
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DMA Channel Bytes Swap Enable Set Register
Address: 0x40010800, Reset: 0x00000000, Name: DMABSSET

Table 152. Bit Descriptions for DMABSSET

Bits Bit Name Description Reset | Access
[31:16] | RESERVED Reserved. Undefined. 0x0 R
[15:0] CHBSWAPSET | Byte swap status. This register is used to configure a DMA channel to use byte. Each bit of the 0x0 RW
register represents the corresponding channel number in the DMA controller. Bit 0 corresponds
to DMA Channel 0 and so on, such that Bit M-1 corresponds to DMA Channel M-1. When read
as Bit C=0, Channel C byte swap is disabled. For Bit C = 1, Channel C byte swap is enabled.
When written as Bit C = 0, there is no effect. Use the DMABSCLR register to disable byte
swap on Channel C. Bit C = 1 enables byte swap on Channel C.
DMA Channel Bytes Swap Enable Clear Register
Address: 0x40010804, Reset: 0x00000000, Name: DMABSCLR
Table 153. Bit Descriptions for DMABSCLR
Bits Bit Name Description Reset | Access
[31:16] | RESERVED Reserved. Undefined. 0x0 R
[15:0] CHBSWAPCLR | Disable byte swap. The DMABSCLR write only register enables the user to configure a DMA 0x0 W
channel to not use byte swapping and use the default operation. Each bit of the register
represents the corresponding channel number in the DMA controller. Bit 0 corresponds to
DMA Channel 0 and so on, such that Bit M-1 corresponds to DMA Channel M-1. When
written as Bit C =0, there is no effect. Use the DMABSSET register to enable byte swap on
Channel C. Bit C = 1 disables byte swap on Channel C.
DMA Channel Source Address Decrement Enable Set Register
Address: 0x40010810, Reset: 0x00000000, Name: DMASRCADSSET
Table 154. Bit Descriptions for DMASRCADSSET
Bits Bit Name Description Reset | Access
[31:16] | RESERVED Reserved. Undefined. 0x0 R
[15:0] CHSRCADRDECSET | Source address decrement status/configure source address decrement. The 0x0 RW
DMASRCADSET register is used to configure the source address of a DMA channel to
decrement the address instead of incrementing the address after each access. Each bit
of the register represents the corresponding channel number in the DMA controller.
Bit 0 corresponds to DMA Channel 0 and so on, such that Bit M-1 corresponds to DMA
Channel M-1. When read as Bit C = 0, the Channel C source address decrement is
disabled. For Bit C = 1, the Channel C source address decrement is enabled. When
Written as Bit C = 0, there is no effect. Use the DMAADCLR register to disable source
address decrement on Channel C. Bit C = 1 enables source address decrement on
Channel C.
DMA Channel Source Address Decrement Enable Clear Register
Address: 0x40010814, Reset: 0x00000000, Name: DMASRCADCLR
Table 155. Bit Descriptions for DMASRCADCLR
Bits Bit Name Description Reset | Access
[31:16] | RESERVED Reserved. Undefined. 0x0 R
[15:0] CHADRDECCLR | Disable source address decrement. The DMASRCADCLR write only register enables the 0x0 W

user to configure a DMA channel to use the default source address in increment mode.
Each bit of the register represents the corresponding channel number in the DMA
controller. Bit 0 corresponds to DMA Channel 0 and so on, such that Bit M-1 corresponds
to DMA Channel M-1. When written as Bit C = 0, there is no effect. Use the
DMASRCADSET register to enable source address decrement on Channel C.BitC=1,
disables source address decrement on Channel C.

Rev. E | Page 133 of 460




UG-387

DMA Channel Destination Address Decrement Enable Set Register
Address: 0x40010818, Reset: 0x00000000, Name: DMADSTADSET

Table 156. Bit Descriptions for DMADSTADSET

Bits Bit Name Description Reset | Access
[31:16] | RESERVED Reserved. Undefined. 0x0 R
[15:0] CHDSTADRDECSET | Destination address decrement status/configure destination address decrement.The | 0x0 RW
DMADSTADSET register is used to configure the destination address of a DMA channel to
decrement the address instead of incrementing the address after each access. Each bit
of the register represents the corresponding channel number in the DMA controller.
Bit 0 corresponds to DMA Channel 0 and so on, such that Bit M-1 corresponds to
DMA Channel M-1. When read as Bit C = 0, Channel C destination address decrement
is disabled. For Bit C = 1, Channel C destination address decrement is enabled. When
written as Bit C = 0, there is no effect. Use the DMADSTADCLR register to disable
destination address decrement on Channel C. Bit C = 1, enables destination address
decrement on Channel C.
DMA Channel Destination Address Decrement Enable Clear Register
Address: 0x4001081C, Reset: 0x00000000, Name: DMADSTADCLR
Table 157. Bit Descriptions for DMADSTADCLR
Bits Bit Name Description Reset | Access
[31:16] | RESERVED Reserved. Undefined. 0x0 R
[15:0] CHADRDECCLR | Disable destination address decrement. The DMAADDSTCLR write only register enables 0x0 W
the user to configure a DMA channel to use the default destination address in increment
mode. Each bit of the register represents the corresponding channel number in the DMA
controller. Bit 0 corresponds to DMA Channel 0 and so on, such that Bit M-1 corresponds to
DMA Channel M-1.When written as Bit C = 0, there is no effect. Use the DMAADSET regjister
to enable destination address decrement on Channel C. Bit C = 1 disables destination
address decrement on Channel C.
DMA Controller Revision ID Register
Address: 0x40010FEOQ, Reset: 0x00000002, Name: DMAREVID
Table 158. Bit Descriptions for DMAREVID
Bits Bit Name Description Reset | Access
[31:8] RESERVED Reserved. Undefined. 0x0 R
[7:0] DMAREVID DMA controller revision ID. 0x2 R
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FLASH CONTROLLER

FEATURES

The ADuCM350 platform includes 384 kB of embedded flash memory, accessed using the flash controller. The flash controller is
connected to the bus matrix as a slave device for core and DMA access, as well as the 32-bit APB bus for MMR access.

The flash controller supports 384 kB of user space and 2 kB of information space. The 384 kB flash memory comprises one 256 kB flash
array and one 128 kB flash array. The 256 kB flash memory array and 128 kB flash array are controlled by two separate flash controllers
with separate register controls. Parallel command operations and flash write are possible with the two flash memories.

Commands supported include the following:

e Mass erase and page erase.
e  Generation of signatures for single or multiple pages.
e Command abort.

Flash protection includes the following:

e  Write protection for user space.
e  Ability to lock serial wire interface for read protection.

Flash integrity includes the following:

e  Automatic signature check of information space upon reset.
e User signature for application code.

e Parity checking on a per access basis.

e A 128 kB failure rate of less than 0.1 ppm.

e 20,000 cycle endurance with 20 ms erase, 20 ps program.

e 100 year data retention at room temperature.

FLASH MEMORY ORGANIZATION

The flash memory controllers support 128 kB of user flash and 2 kB of information space. Information space is memory mapped above
the user flash space, as shown in Figure 56.

0x000607FF

INFORMATION SPACE 2 kB
0x00060000
0x0005FFFF

FLASH USER SPACE 1 128kB
0x00040000
0x0003FFFF

FLASH USER SPACE 0 256kB
0x00000000

11714-055

Figure 56. Information and User Space Memory Map

The protection features are common for Flash User Space 0 and Flash User Space 1.
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Flash User Space 1

As shown in Figure 57, the top 20 bytes of User Space 1 are reserved for the signature in forward direction, the signature in reverse
direction, the user write protection, and the user failure analysis key (FEEFAKEY). Parity Array 1 is applicable only if parity is enabled by
setting Bit 0 of the FEEIPARCTL register. The parity feature is discussed in the Flash Integrity, Parity Feature for User Space 1 section.
The reserved space from 0x0005_FF80 to 0x0005_FFE8 can be used for user code.

0x0005FFFF

RESERVED FOR FORWARD SIGNATURE [31:0]
0x0005FFFC
0x0005FFFB

RESERVED FOR REVERSE SIGNATURE [31:0]
0x0005FFF8
0x0005FFF7

WRITE PROTECTION [31:0]
0x0005FFF4
0x0005FFF3

USER FA KEY [63:32]
0x0005FFF0
0x0005FFEF

USER FA KEY [31:0]
0x0005FFEC
0x0005FFEB

JTAG DISABLE KEY[31:0]
0x0005FFE8
0x0005FFE7

RESERVED
0x0005FF80
0x0005FF7F

PARITY ARRAY 1: 3.875kB
0x0005F000
0x0005EFFF

REST OF USER SPACE 1
0x00040000

11714-056

Figure 57. Flash User Space 1 Memory Map
If a user tries to read or write from/to a portion of memory that is not available, a bus error is returned.
Flash User Space 0

Parity Array 0, as shown in Figure 58, is applicable only if parity is enabled by setting Bit 0 of the FEEOPARCTL register. The parity
feature is discussed in the Flash Integrity, Parity Feature for User Space 0 section.

0x0003FFFF

RESERVED
0x0003FF00
0x0003FEFF

PARITY ARRAY 0: 7.75kB
0x0003E000
0x0003DFFF

REST OF USER SPACE 0
0x00000000

11714-057

Figure 58. Flash User Space 0 Memory Map
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Address Used in Registers for Flash Controller 0

0x3FFFF
FLASH USER SPACE 0 256kB
0x00000

11714-058

Figure 59. Flash User Space 0 Offset Memory Map
For the following registers, only the offset address is written or available as read back:

e FEEOADROx (FEEOADROL, FEEOADROH)

e FEEOADRIx (FEEOADRIL, FEEOADRIH)

e FEEOADRAx (FEEOADRAL, FEEOADRAH)

e FEEOPARADRx (FEEOPARADRL, FEEOPARADRH)

Full memory mapped addresses, as in Figure 56, are not applicable for these registers. They are applicable for accesses via the AHB only.

Address Used in Registers for Flash Controller 1

OX1FFFF
FLASH USER SPACE 1 128kB

11714-059

0x00000

Figure 60. Flash User Space 1 Offset Memory Map
For the following registers, only the offset address is written or available as read back, as per Figure 60:

e FEE1ADROx (FEE1ADROL, FEE1ADROH)

e FEE1ADRIx (FEE1ADRIL, FEE1ADRIH)

e FEE1ADRAx (FEE1ADRAL, FEE1IADRAH)

e FEEIPARADRx (FEE1IPARADRL, FEEIPARADRH)

Full memory mapped addresses, as in Figure 56, are not applicable for these registers. They are applicable for accesses via the AHB only.

Writing to Flash Memory

Flash is written directly using an AHB write. Only 32-bit writes are supported; 16- and 8-bit writes are not supported. Burst writes to flash
are supported. Because only Os are written to flash, masking can be used to write individual bits or bytes, if necessary. A single location
can only be written twice without an erase. If the addressed location is write protected, the controller responds with a bus fault exception.

If a write is followed immediately by a second write to the next location in flash, and this is in the same row as the previous write, the flash
write time is faster because the controller does not need to change the row address. This is reflected in the Performance, Command
Duration section.

Before performing a write to Flash User Space 0, the FEEOSTA register must be read and checked to ensure that no other commands/writes
are being executed. Similarly, before performing a write to Flash User Space 1, the FEE1STA register must be read and checked to ensure
that no other commands/writes are being executed.

Flash Protection

There are three types of protection implemented: key protected registers, read protection, and write protection.
Key Protected Registers for User Space 0

Some of the flash controller registers are key protected to avoid accidental writes to these registers.

The user key is 0xF123F456. It is entered via the 16-bit key register (FEEOKEY): 0xF456 first followed by 0xF123. This key must be
entered to run certain user commands. Commands are written to the FEEOCMD register. When the command completes, the key is
cleared automatically.
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Key Protected Registers for User Space 1
Some of the flash controller registers are key protected to avoid accidental writes to these registers.

The user key is 0xF123F456. It is entered via the 16-bit key register (FEE1KEY): 0xF456 first followed by 0xF123. This key must be
entered to run certain user commands, to write to certain locations in flash, or to enable write access to the setup register. The key
remains asserted after being entered, unless a command is written to the FEE1CMD register. When the command completes, the key is
cleared automatically. If this key is entered to enable write access to the setup register (FEECONT1) or to enable writes to certain locations
in flash, it must be cleared by user code afterwards. To clear it, write any 16-bit value to the key register (FEE1KEY).

User Read Protection

User space read protection is provided by disabling the serial wire access. A user can disable the serial wire access by writing 0 to DBG in
the flash FEECONI register. This may be useful if a user wants to block all access to the device except via a downloader, which may have
its own security (maybe password protected). It is possible to reenable the serial wire interface via the downloader.

Serial wire access is disabled while the kernel is running. When the kernel has completed, it enables the serial wire access by writing 1 to
DBG in the flash FEECONT1 register. User code can then clear DBG immediately.

As a feature, JTAG/serial wire access can be user controlled, preventing debug access and viewing of user code.

Upon power-up, JTAG/serial wire access is disabled if a control key has been programmed by the user in the reserved space of user flash
(Address 0x5FFES8). Otherwise, the JTAG/serial wire access is enabled. The value of the control key is 0x16032010. Additionally,
JTAG/serial wire access can be enabled/disabled in the application code by writing to the FEECONT1 register.

User Write Protection

User write protection is provided to prevent accidental writes to pages in user space and to protect blocks of user code when downloading
extra code to flash. If a write or erase of a protected location is detected over the DCODE bus, the controller responds with an AHB error.

The write protection is stored at the top of Flash User Space 1. The top eight bytes are reserved for a signature, and the next four bytes are
for write protection. The write protection is uploaded by the flash controller into the local registers after reset. After uploading, the 32 write

protection bits can be read via the memory mapped registers, FEEPROx[31:0] (FEEPROH[15:0], the upper 16 bits, and FEEPROL[15:0],
the lower 16 bits). To write to the write protection bits, a user must first write 0xF456 followed by 0xF123 to the key register (FEE1KEY).

The sequence for programming write protection[31:0] follows (see Figure 57):

1. Write 0xF456 followed by 0xF123 to the key register, FEE1KEY.

2. Write the required write protection directly to flash. Write 0 to enable protection. The write protection address is 0x5FFF4 for 384 kB
of flash.

3. Verify that the write completed successfully by polling the status register or by enabling a write complete interrupt.

4. Reset the device, and the write protection is uploaded from information space and activated by the flash controller.

If the write protection in flash has not been programmed, that is, OXFFFFFFFF is uploaded from flash upon power-up, the FEEPROH and
FEEPROL registers can be written to directly from the APB interface. This allows a user to verify write protection before committing it to flash.

If the write protection in flash has been programmed, the MSB of write protection must be programmed to 0 to prevent write protection
erasing.

For write protection, Flash User Space 0 (256 kB) is split into 16 blocks and Flash User Space 1 (128 kB) is split into 16 blocks.
User Space 0 is protected by Bits[15:0] of the write protection bits; each bit corresponds to a block size of 16 kB in User Space 0.
User Space 1 is protected by Bits[31:16] of the write protection bits; each bit corresponds to a block size of 8 kB in User Space 1.

After the write protection word has been written, it cannot be rewritten without a full erase (mass erase) of User Space 1 and a full erase
(mass erase) of User Space 0.

If an attempt is made to write to the write protection word in flash without setting FEE1KEY first, a bus error is generated.

Failure Analysis Key

It may be necessary to perform failure analysis on devices that are returned by a user but read protection is enabled. A method is provided
to allow failure analysis of protected memory; this is a user failure analysis allow key.

This key is a 64-bit key that is stored at the top of user space in flash. It is used to gain access to user code if the serial wire interface is locked.
It is the user’s responsibility to program this key to a value. The key must be given to Analog Devices to enable access to the user code.
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Flash Integrity, Signature Feature

The signature is used to check the integrity of the flash device. Software can call a signature check command occasionally or whenever a
new block of code is about to be executed. The signature is a 32-bit CRC with the polynomial x> + x* + x® + x” + x° + x? +x" + X"+ * + X' +
x° +x'+ x>+ x + 1 (IEEE 802.3). See the CRC Accelerator section for a description of the CRC algorithm used for signal generation.

The sign command can be used to generate a signature and check the signature of a block of code, where a block can be a single page or
multiple pages. A 32-bit LFSR is used to generate the signature. The hardware assumes that the signatures for a block are stored within the
upper eight bytes of the most significant page of a block; therefore, these eight bytes are not included when generating the signature. The
following sequence must be followed to generate a forward signature.

Write the start address (lower address) of the block to the PageAddr0 register (FEEOADROx or FEE1ADROXx).

Write the end address (higher address) of the block to the PageAddr1 register (FEEOADR1x or FEE1ADRIXx).

Write the FSIGN command to the command register.

When the command has completed, the signature is available in the sign register. Scan is in the forward direction; therefore, the
signature is compared with the data stored in the upper 4 bytes of the uppermost page of the block.

5. If the data does not match the signature, a fail status of VerifyErr (FEEOSTA[5:4] or FEEISTA[5:4] = 10) is returned in the status
register.

L s

The following sequence must be followed to generate a reverse signature.

Write the end address (lower address) of the block to the PageAddr0 register.

Write the start address (higher address) of the block to the PageAddr1 register.

Write the RSIGN command to the command register.

When the command has completed, the signature is available in the sign register. Scan is in the reverse direction; therefore, the
signature is compared with the data stored in the 4 bytes that precede the upper 4 bytes of the uppermost page of the block.

5. If the data does not match the signature, a fail status of VerifyErr is returned in the status register.

LS.

While the signature is being computed, all other accesses to flash are stalled. For a 256 kB block, that is, 64k reads.

Note that PageAddr0/PageAddrl addresses are byte addresses, but only pages must be identified; that is, the lower 11 bits are ignored by
the hardware.

The FSIGN and RSIGN commands and Page Addr 0/Page Addr 1 and status registers are separately available for Flash User Space 0 and
Flash User Space 1. The sign command can be executed in parallel for User Space 0 and User Space 1.

Relevant registers for running the sign command in User Space 0 include the following:

e FEEOCMD: command register

e FEEOADROH (upper 16 bits of the FEEOADROx[31:0] word), FEEOADROL (lower 16 bits of the FEEOADROx[31:0] word: Page Addr0
register

e FEEOADRIH (upper 16 bits of the FEEOADR1x[31:0] word), FEEOADRIL (lower 16 bits of the FEEOADR1x[31:0] word: Page Addrl
register

e  FEEOSTA: status register

Relevant registers for running the sign command in User Spacel include the following:

¢ FEE1CMD: command register

e FEE1ADROH (upper 16 bits of the FEE1ADRO0x[31:0] word), FEE1ADROL (lower 16 bits of the FEEIADRO0x[31:0] word: Page Addr0
register

e FEE1ADRIH (upper 16 bits of the FEE1ADR1x[31:0] word), FEE1ADRIL (lower 16 bits of the FEEIADR1x[31:0] word: Page Addrl
register

e  FEEI1STA: status register

Integrity of Information Space

The hardware automatically checks the integrity of the information space after reset. In the event of a failure, Bit 6 (SIGNERR) of the
FEE1STA register is set, and user code does not run. If the serial wire interface is enabled, this bit can only be read via a serial wire read.
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FLASH INTEGRITY, PARITY FEATURE FOR USER SPACE 0

All code accesses by the core have the option of parity checking. At the time of flash image generation, parity values are generated on a
per 32-bit accesses basis for relevant locations within the 248 kB region, from 0x00000000 to 0x0003DFFC. Parity values are generated at
the time the flash image is made; generation is not supported as a hardware function. These parity values (one bit for each 32-bit access)
are then stored in a 7.75 kB region of flash, from 0x0003E000 to 0x0003FEFE The parity region is shown in Figure 58. As ICODE and
DCODE flash accesses occur, a parity bit (even) is generated based on each 32-bit access value. This generated parity value is then
compared to the stored parity value. The code access address is used to generate the appropriate index to the corresponding stored parity
address and bit position. The index can be derived from the following equation:

PARITY_ADDRESS = (HEXADDRESS >> 7) x (0x4) + 0x0003E000
PARITY_BIT = HEXADDRESS[6:2]

Note that HEXADDRESS[1:0] always equals 00.

The parity bit is not stored with code data because this requires 33-bit memory.

Parity checking occurs only if the parity enable (PAREN) bit in the FEEOPARCTL register is set. If no parity checking is required, the
PAREN bit must be cleared, and the parity storage region (0x0003E000 to 0x0003FEFF) can be used for code or data storage with no
restrictions.

If an access results in a parity error, the parity error (PARERR) bit in FEEOPARSTA is set, and the code address that was responsible for
the parity error is captured in the parity error address (FEEOPARADRL, FEEOPARADRH) registers. Optionally, a parity interrupt can be
generated on an access parity error if enabled by setting the parity error exception enable (PERREXEN) bit in the FEEOPARCTL register.

FLASH INTEGRITY, PARITY FEATURE FOR USER SPACE 1

All code accesses by the core have the option of parity checking. At the time of flash image generation, parity values are generated on a
per 32-bit accesses basis for relevant locations within the 124 kB region, from 0x00040000 to 0x0005EFFE. Parity values are generated at
the time the flash image is made; generation is not supported as a hardware function. These parity values (one bit for each 32-bit access)
are then stored in a 3.875 kB region of flash, from 0x0005F000 to 0x0005FF7F. The parity region is shown in Figure 57. As ICODE and
DCODE flash accesses occur, a parity bit (even) is generated based on each 32-bit access value. This generated parity value is then
compared to the stored parity value. The code access address is used to generate the appropriate index to the corresponding stored parity
address and bit position. The index can be derived by the following equation:

PARITY_ADDRESS = (HEXADDRESS - 0x00040000 >> 7) x (0x4) + 0x0005F000
PARITY_BIT = HEXADDRESS[6:2]

Note that HEXADDRESS[1:0] always equals 00.

The parity bit is not stored with code data because this require 33-bit memory.

Parity checking occurs only if the parity enable (PAREN) bit in the FEE1IPARCTL register is set. If no parity checking is required, the
PAREN bit must be cleared, and the parity storage region (0x0005F000 to 0x0005FF7F) can be used for code or data storage with no
restrictions.

If an access results in a parity error, the parity error (PARERR) bit in the FEE1PARSTA register is set, and the code address that was
responsible for the parity error is captured in the parity error address (FEEIPARADRL, FEEIPARADRH) registers. Optionally, a parity
interrupt can be generated on an access parity error if enabled by setting the parity error exception enable (PERREXEN) bit in the
FEE1PARCTL register.

PARITY ERROR INTERRUPT

When a parity error is detected while fetching instructions or data from flash memory, the interrupt service routine corresponding to the
parity error must be executed on the highest priority compared to all other interrupts. Parity error interrupt is generated when the parity
error interrupt is enabled and there is a parity error detected either from Flash Controller 0 or from Flash Controller 1. After entering the
ISR, another parity interrupt cannot be generated until the current parity interrupt status bit is cleared using write 1 to clear the bit,
FEEOPARSTA[0] or FEE1PARSTA[0].

However, during the course of the ISR, the user has the option of clearing any pending parity interrupt and disabling further parity
checking. Parity Error Interrupt IRQ Position 60 is the flash parity error interrupt (see the System Interrupts and Exceptions section).
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ABORT USING SYSTEM INTERRUPTS

Commands (erase, sign, or mass verify) and writes can be aborted upon receipt of an interrupt. Aborts are also possible by writing an
abort command to the command register. However, if flash is being programmed, and the routine controlling the programming is in
flash, it is not possible to use the abort command to abort the cycle because instructions cannot be read. Therefore, the ability to abort a
cycle on the assertion of any system interrupt is provided. The system IRQ abort enable register is used to enable aborts upon receipt of
an interrupt.

When a command or write is aborted via a system interrupt, a CMDDONE or WRDONE status bit is asserted, and CMDRES in the
status register indicates aborted.

It is not possible to abort a flash write or erase cycle without waiting for the high voltage in the flash core to discharge first; that is,
ensuring a write cycle completes by waiting 6.6 us for the high voltage to discharge. An erase cycle must finish with 6.6 s, and a mass
erase cycle must finish with 121 ps.

Depending on the state of a write cycle when the abort asserts, the write cycle may or may not complete. If the write or erase cycle did not
complete successfully, an aborted fail status can be read in the status register.

If an immediate response to an interrupt is required during an erase or program cycle, the interrupt service routine and the interrupt
vector table must be moved to SRAM for the duration of the cycle.

If the DMA engine is set up to write a block of data to flash, an interrupt can be set up to abort the current write; however, the DMA
engine starts the next write immediately. The interrupt causing the abort stays asserted; therefore, there are several aborted write cycles, in
this case, before the processor can access flash.

When an abort is triggered by an interrupt, all commands are repeatedly aborted until the appropriate system IRQ abort enable register
bit is cleared, or the interrupt source is cleared.

Abort operation can be enabled separately for Flash User Space 0 and Flash User Space 1.
Relevant registers for Flash User Space 0 include the FEEOAEN (system IRQ abort enable) register and the FEEOSTA (status) register.

Relevant registers for Flash User Space 1 include the FEEICMD (command) register, the FEE1AEN (system IRQ abort enable) register,
and the FEE1STA (status) register.

POWER-DOWN INSTRUCTIONS
Active Mode to Core Sleep Mode

This mode is similar to general-purpose flash. Writes or commands can execute in parallel, and the device can enter sleep mode.
However, commands can occur only on the opposite flash from which the current code is being executed.

Active Mode to System Sleep Mode
Same as hibernate mode.

Active Mode to Hibernate Mode
DMA to flash occurs as follows:

e IRQ abort must be enabled to abort all writes in progress and allow entering power-down mode.

e Because of the write, the DCODE bus is busy and no code can execute. Code can execute after the DMA is done or aborted. Use a
level interrupt to abort all writes. Pulse interrupt can only abort the current write.

e  Level interrupt must be cleared only when both FEEOSTA and FEE1STA read back 0 (busy related bits only). Only then are all writes
aborted.

DMA from flash occurs as follows:

e ICODE access is available. The DMA can be disabled using code and then go to sleep.
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FLASH CRASH

If a flash write or erase is in progress and there is a sudden removal of power without warning, the following cases must be considered:

e Instruction flash program or erase.
¢ General-purpose program or erase.
The following must be noted:

e Atthe lowest level, the key array signals are address, data, erase, program, and power. In addition, there are key timing relationships
between these signals.

e Itisdifficult to predict exactly what will happen with these key signals.

e Itisalso difficult to predict what effect each situation will have on the array.

e A command on one array cannot affect any another array.

Instruction Flash

If power is removed while programming, there are a two possible outcomes.

e Incomplete programming of a location.

e  An unintended location is programmed.

Possible actions are as follows:

e  Signatures whenever possible.

e  Program Page 0 signature last. The kernel does not give control to user code if Page 0 signature command fails.

Protections are the following:

e  There is a hardware feature implemented that aborts flash commands (including program and erase) if an interrupt is detected. This
feature does not require code execution.

e A HP_LDO power supply monitor interrupt can be used as an abort interrupt source. This is the fastest track from time of detection.

General-Purpose Flash

Interrupt hardware logic to abort a general-purpose flash command is available and is the same as the instruction flash.

e The core is not required to abort a general-purpose flash command.
e Use this feature sparingly.

Possible actions are as follows:

e  Use signatures whenever possible.
e  Maintain a last valid record indicator and program it last.
e  Program half a word within a record to indicate a record’s programming has started. Program the other half at completion.

Shut down DMA based flash programming.

e  Aborting the current flash program cycle does not disable the programming of the DMA.
PERFORMANCE, COMMAND DURATION

See the ADuCM350 data sheet for more information. All values listed here are for reference purposes only.
Direct single write access (32-bit location): 46 us (typical).

Mass erase: 21 ms (typical); larger arrays incur longer erase times.

Page erase: 21 ms (typical).

Direct write of a page (512, 32-bit locations): 12.16 ms (typical).

Mass verify for all user space, 256 kB: 4.1 ms (256 kB and 16 MHz HCLK). This is the array data read component; all other time
associated with the overhead of data comparison and moving data on and off the chip is not included and must be added based on the
user’s verification strategy.

Sign for all user space, 256 kB: 8.2 ms (256 kB and 16 MHz HCLK). The value listed here is for a single pass, either in a forward or reverse
direction.
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FLASH CONTROLLER MEMORY MAPPED REGISTERS

The Flash User Space0 memory array (256 kB) is controlled by Flash Controller0, and the Flash User Spacel memory array (128 kB) is
controlled by Flash Controller 1. All the MMRs in the flash controller are duplicated except for the protection related registers. The flash

protection related regi

sters are placed in the MMRs of Flash Controller1.

Register Map for Flash Parity 0

Table 159. Flash Parity Register Summary

Address Name Description Reset RW
0x40018000 FEEOSTA Status 0x0000 R
0x40018004 FEEOCONO Command control 0x0000 RW
0x40018008 FEEOCMD Command 0x0000 RW
0x40018010 FEEOADROL Lower page address 0x0000 RW
0x40018014 FEEOADROH Upper page address 0x0000 RW
0x40018018 FEEOADR1L Lower page address 0x0000 RW
0x4001801C FEEOADR1TH Upper page address 0x0000 RW
0x40018020 FEEOKEY Key 0x0000 w
0x40018030 FEEOSIGL Lower halfword of signature OXXXXX R
0x40018034 FEEOSIGH Upper halfword of signature OXXXXX R
0x40018048 FEEOADRAL Lower halfword of write abort address OxXXXX R
0x4001804C FEEOADRAH Upper halfword of write abort address OXXXXX R
0x40018050 FEEOPARCTL Parity control register 0x0000 RW
0x40018054 FEEOPARSTA Parity status register 0x0000 RW1C
0x40018058 FEEOPARADRL Parity error address low 0x0000 R
0x4001805C FEEOPARADRH Parity error address high 0x0000 R
0x40018078 FEEOAENO System IRQ abort enable for Interrupt 15 to Interrupt 0 0x0000 RW
0x4001807C FEEOAEN1 System IRQ abort enable for Interrupt 31 to Interrupt 16 0x0000 RW
0x40018080 FEEOAEN2 System IRQ abort enable for Interrupt 47 to Interrupt 32 0x0000 RW
0x40018084 FEEOAEN3 System IRQ abort enable for Interrupt 60 to Interrupt 48 0x0000 RW
Status Register
Address: 0x40018000, Reset: 0x0000, Name: FEEOSTA
Table 160. Bit Descriptions for FEEOSTA
Bits Bit Name Description Reset | Access
[15:6] | RESERVED | Reserved. 0x0 R
[5:4] CMDRES Command result. These two bits indicate the status of a command on completion or the status | 0x0 RC
of a write via the AHB. If multiple commands are executed or there are multiple writes via the
AHB without a read of the status register then the first error encountered is stored. These bits
clear to 00 when read. After an erase, the controller reads the corresponding word(s) to verify
that the transaction completed successfully. If data read is not all Fs, this is the resulting status.
If the sign command is executed and the resulting signature does not match the data in four
of the upper eight bytes of the upper page in a block then this is the resulting status.
00: successful completion of a command or a write.
01: attempted erase of a protected location.
10: read verify error.
11:indicates that a command or a write was aborted by an abort command or a system
interrupt has caused an abort.
3 WRDONE Write complete. This bit asserts when a write via the AHB completes. It clears when read. If there | 0x0 RC
are multiple writes (or a burst write), this status bit asserts after the first long word written and
stays asserted until read. If there is a burst write to flash then this bit asserts after every long
word written (assuming the bit is cleared by a read after every long word written).
2 CMDDONE | Command complete. This bit asserts when a command completes. It clears when read. If there | 0x0 RC
are multiple commands, this status bit asserts after the first command completes and stays
asserted until read.
1 WRBUSY Write busy. This bit is asserted when the flash block is executing a write via the AHB. 0x0 R
0 CMDBUSY | Command busy. This bit is asserted when the flash block is executing any command entered 0x0 R

via the command register.
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Command Control Register
Address: 0x40018004, Reset: 0x0000, Name: FEEOCONO

Table 161. Bit Descriptions for FEEOCONO

Bits Bit Name | Description Reset | Access

[15:3] | RESERVED | Reserved. Returns 0 when read. 0x0 R

2 WREN Write enable. When WREN is 1, it is possible to write to flash. When it is 0, an attempt to write to 0x0 RW
a flash location results in an AHB error and the write does not take place.

1 IENERR Error interrupt enable. If this bit is set then an interrupt is generated when a command or flash 0x0 RW
write completes with an error status.

0 IENCMD Command complete interrupt enable. When set, an interrupt is generated when a command or | 0x0 RW
flash write completes.

Command Register
Address: 0x40018008, Reset: 0x0000, Name: FEEOCMD

The command register is used to initiate flash operations such as signature, erase and abort. This register can be read at any time. If a
command is in progress, the only write to this register is the ABORT command. All commands, including the IDLE command, result in a
command complete interrupt (CMDDONE).

Table 162. Bit Descriptions for FEEOCMD

Bits Bit Name | Description Reset | Access
[15:4] | RESERVED | Reserved. Always returns 0 when read. 0x0 RW
[3:0] CMD IDLE: the flash controller takes no action. A command complete interrupt is issued if an idle 0x0 RW

command is initiated. It is not necessary to issue the IDLE command at the completion of any of
the other command operations.

ERASEPAGE: write the address of the page to be erased to the PageAddr0 register, then write
this code to the FEECMD register and the flash erases the page. When the erase has completed,
the flash reads every location in the page to verify all words in the page are erased. If there is a
read verify error, it is indicated in the status register. To erase multiple pages, wait until a
previous page erase has completed. Check the status and then issue a command to start the
next page erase. Before entering this command, 0xF456 followed by 0xF123 must be written to
the key register.

FSIGN: use this command to generate a forward direction signature for a block of data. The
signature is generated on a page by page basis. To generate a signature, the address of the first
page (lower address) of the block is entered in the PageAddr0 register, the address of the last
page (higher address) is written to the PageAddr1 register, and then this code is written to the
CMD register. The signature calculation is in forward direction (that is, it starts from the least
significant word (LSW) of lower page address (first page) and works by incrementing the
address). When the command is complete, the signature is available for reading in the sign
register. The last eight bytes of the higher address page in a block is reserved for storing the
reverse and forward signature. The forward signature is placed in the last four bytes. Before
entering this command, 0xF456 followed 0xF123 must be written to the key register.

RSIGN: use this command to generate a reverse direction signature for a block of data. The
signature is generated on a page by page basis. To generate a signature the address of the last
page (lower address) of the block is entered in the PageAddr0 register, the address of the first
page (higher address) is written to the PageAddr1 register, and then this code is written to the
CMD register. The signature calculation is in reverse direction (that is, it starts from the most
significant word (MSW) of higher page address (first page) and works by decrementing the
address). When the command is complete, the signature is available for reading in the sign
register. The last eight bytes of the higher address page in a block are reserved for storing the
reverse and forward signature. The reverse signature (four bytes) is placed on four bytes that
precede forward signature (last four bytes). Before entering this command, 0xF456 followed by
0xF123 must be written to the key register. For FSIGN and RSIGN commands, the lower address is
always placed in the PageAddrO0 register and the higher address is placed in the PageAddr1
register. If signature check is on a single page, the corresponding page address is placed in both
the PageAddr0 and PageAddr1 registers.

MASSERASE: erase all of user space. To enable this operation, 0xF456 followed by 0xF123 must
first be written to the key register (this is to prevent accidental erases). When the mass erase is
completed, the controller reads every location to verify that all locations are OxFFFFFFFF. If there
is a read verify error this, it is indicated in the status register.
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Bits Bit Name | Description Reset | Access
ABORT: if this command is issued, then any command currently in progress is stopped. The
status indicates that the command completed with an error status of CMDABORTED. Note that
this is the only command that can be issued while another command is already in progress. This
command can also be used to stop a write that may be in progress. If a write is aborted, the
address of the written location can be read via the FEEADRA register. While the flash controller is
writing one long word another long word write may be in the pipeline from the Cortex-M3 or
DMA engine (depending on how the software implements writes). Therefore, both writes may
need to be aborted. If a write or erase is aborted, then the flash timing is violated and it is not
possible to determine if the write or erase completed successfully. To enable this operation,
0xF456 followed by 0xF123 must first be written to the key register (this is to prevent accidental
aborts).
0000: IDLE command.
0001: ERASEPAGE command.
0010: FSIGN command.
0011: RSIGN command.
0100: MASSERASE command.
0101: ABORT command.
Lower Page Address Register
Address: 0x40018010, Reset: 0x0000, Name: FEEOADROL
Table 163. Bit Descriptions for FEEOADROL
Bits Bit Name | Description Reset | Access
[15:11] | LOW Lower five bits of page address. Lower five bits of the address of a page in flash. Used by the 0x0 RW
erase and sign commands.
[10:0] RESERVED | Reserved. Page size is 2 kB. These 11 bits are marked as reserved so that byte addresses can be | 0x0 RW
written directly to this register. The lower 11 bits of a byte address are not used because this is a
page address. Returns 0x0 if read.
Upper Page Address Register
Address: 0x40018014, Reset: 0x0000, Name: FEEOADROH
Table 164. Bit Descriptions for FEEOADROH
Bits Bit Name | Description Reset | Access
[15:2] RESERVED | Reserved. 0x0 RW
[1:0] HIGH Upper bits of page address. Upper address bits of the page address. 0x0 RW
Lower Page Address Register
Address: 0x40018018, Reset: 0x0000, Name: FEEOADRI1L
Table 165. Bit Descriptions for FEEOADRIL
Bits Bit Name | Description Reset | Access
[15:11] | LOW Lower five bits of page address. Lower five bits of the address of a page in flash. Used by the 0x0 RW
erase and sign commands.
[10:0] RESERVED | Reserved. Page size is 2 kB. These 11 bits are marked as reserved so that byte addresses can be | 0x0 RW
written directly to this register. The lower 11 bits of a byte address are not used because this is a
page address. Returns 0xO0 if read.
Upper Page Address Register
Address: 0x4001801C, Reset: 0x0000, Name: FEEOADR1H
Table 166. Bit Descriptions for FEEOADRIH
Bits Bit Name | Description Reset | Access
[15:2] | RESERVED | Reserved. 0x0 RW
[1:0] HIGH Upper bits of page address. Upper address bits of the page address. 0x0 RW
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Key Register

Address: 0x40018020, Reset: 0x0000, Name: FEEOKEY

Table 167. Bit Descriptions for FEEOKEY

Bits Bit Name Description Reset Access
[15:0] KEY Key. Enter 0xF456 followed by 0xF123. Returns 0xO0 if read. 0x0 w
Lower Halfword of Signature Register
Address: 0x40018030, Reset: 0x000X, Name: FEEOSIGL
Table 168. Bit Descriptions for FEEOSIGL
Bits Bit Name Description Reset Access
[15:0] SIGL Lower halfword of signature. Corresponds to SIGNATURE[15:0]. 0xx RW
Upper Halfword of Signature Register
Address: 0x40018034, Reset: 0x000X, Name: FEEOSIGH
Table 169. Bit Descriptions for FEEOSIGH
Bits Bit Name Description Reset Access
[15:0] SIGH Upper byte of the signature. Corresponds to SIGNATURE[31:16]. 0xx R
Lower Halfword of Write Abort Address Register
Address: 0x40018048, Reset: 0x000X, Name: FEEOADRAL
Table 170. Bit Descriptions for FEEOADRAL
Bits Bit Name Description Reset Access
[15:0] FEEADRAL Lower halfword of FEEADRA. If a write is aborted then this contains the 0xx R
address of the location written when the write was aborted. This register
has relevant value only if appropriate flags in FEEOSTA register are set
after a write abort.
Upper Halfword of Write Abort Address Register
Address: 0x4001804C, Reset: 0x000X, Name: FEEOADRAH
Table 171. Bit Descriptions for FEEOADRAH
Bits Bit Name Description Reset Access
[15:0] FEEADRAH Upper halfword of FEEADRA. 0xx R
Parity Control Register
Address: 0x40018050, Reset: 0x0000, Name: FEEOPARCTL
Table 172. Bit Descriptions for FEEOPARCTL
Bits Bit Name Description Reset Access
[15:2] RESERVED Reserved. Returns a value of 0 when read. 0x0 R
1 PERREXEN Parity error interrupt enable. 0x0 RW
0: a parity error does not result in a parity interrupt.
1: a parity error results in a parity interrupt.
0 PAREN Parity enable. 0x0 RW
0: parity checking is disabled.
1: parity checking is enabled for each ICODE and DCODE flash access.
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Parity Status Register
Address: 0x40018054, Reset: 0x0000, Name: FEEOPARSTA

Table 173. Bit Descriptions for FEEOPARSTA

Bits Bit Name | Description Reset | Access
[15:1] | RESERVED | Returns a value of 0 when read. 0x0 R
0 PARERR Parity error. 0x0 RW1C
0: no parity error has been detected since last cleared.
1: a parity error has been detected.
Parity Error Address Low Register
Address: 0x40018058, Reset: 0x0000, Name: FEEOPARADRL
Table 174. Bit Descriptions for FEEOPARADRL
Bits Bit Name | Description Reset | Access
[15:0] | ADDRL Parity error address low. Indicates the lower 16 bits of the address are flagged as having an 0x0 R
access parity error.
Parity Error Address High Register
Address: 0x4001805C, Reset: 0x0000, Name: FEEOPARADRH
Table 175. Bit Descriptions for FEEOPARADRH
Bits Bit Name | Description Reset | Access
[15:0] | ADDRH Parity Error Address High. Indicates the upper 16-bits of the address flagged as having an 0x0 R
access parity error.
System IRQ Abort Enable for Interrupt 15 to Interrupt 0 Register
Address: 0x40018078, Reset: 0x0000, Name: FEEOAENO
Table 176. Bit Descriptions for FEEOAENO
Bits Bit Name | Description Reset | Access
[15:0] | FEEOAENO | System IRQ abort enable for Interrupt 15 to Interrupt 0. To allow a system interrupt to abort a 0x0 RW
write or acommand (erase, sign) then write a 1 to the appropriate bit in this register.
System IRQ Abort Enable for Interrupt 31 to Interrupt 16 Register
Address: 0x4001807C, Reset: 0x0000, Name: FEEOAEN1
Table 177. Bit Descriptions for FEEOAEN1
Bits Bit Name | Description Reset | Access
[15:0] | FEEOAEN1 | System IRQ abort enable for Interrupt 31 to Interrupt 16. To allow a system interrupt to abort a 0x0 RW
write or acommand (erase, sign) then write a 1 to the appropriate bit in this register.
System IRQ Abort Enable for Interrupt 47 to Interrupt 32 Register
Address: 0x40018080, Reset: 0x0000, Name: FEEOAEN2
Table 178. Bit Descriptions for FEEOAEN2
Bits Bit Name | Description Reset | Access
[15:0] | FEEOAEN2 | System IRQ abort enable for Interrupt 47 to Interrupt 32. To allow a system interrupt to abort a 0x0 RW

write or acommand (erase, sign) then write a 1 to the appropriate bit in this register.

Rev. E | Page 147 of 460




UG-387

System IRQ Abort Enable for Interrupt 60 to Interrupt 48 Register

Address: 0x40018084, Reset: 0x0000, Name: FEEOAEN3

Table 179. Bit Descriptions for FEEOAEN3

Bits Bit Name | Description Reset Access
[15:13] | RESERVED | Reserved. 0x0 R
[12:0] FEEOAEN3 | System IRQ abort enable for Interrupt 60 to Interrupt 48. To allow a system interrupt to 0x0 RW
abort a write or acommand (erase, sign) then write a 1 to the appropriate bit in this
register.
Register Map for Flash Parity 1
Table 180. Flash Parity 1 Register Summary
Address Name Description Reset RW
0x40018100 FEE1STA Status 0x0000 R
0x40018104 FEE1CONO Command control 0x0000 RW
0x40018108 FEE1CMD Command 0x0000 RW
0x40018110 FEETADROL Lower page address 0x0000 RW
0x40018114 FEE1ADROH Upper page address 0x0000 RW
0x40018118 FEETADR1L Lower page address 0x0000 RW
0x4001811C FEETADR1TH Upper page address 0x0000 RW
0x40018120 FEETKEY Key 0x0000 w
0x40018128 FEEPROL Lower halfword of write protection OxFFFF RW
0x4001812C FEEPROH Upper halfword of write protection OxFFFF RW
0x40018130 FEE1SIGL Lower halfword of signature 0x000X R
0x40018134 FEE1SIGH Upper halfword of signature 0x000X R
0x40018138 FEECON1 User setup 0x000X RW
0x40018148 FEETADRAL Lower halfword of write abort address 0x000X R
0x4001814C FEETADRAH Upper halfword of write abort address 0x000X R
0x40018150 FEETPARCTL Parity control register 0x0000 RW
0x40018154 FEET1PARSTA Parity status register 0x0000 RW1C
0x40018158 FEETPARADRL Parity error address low 0x0000 R
0x4001815C FEET1PARADRH Parity error address high 0x0000 R
0x40018178 FEETAENO System IRQ abort enable for Interrupt 15 to Interrupt 0 0x0000 RW
0x4001817C FEE1AEN1 System IRQ abort enable for Interrupt 31 to Interrupt 16 0x0000 RW
0x40018180 FEETAEN2 System IRQ abort enable for Interrupt 47 to Interrupt 32 0x0000 RW
0x40018184 FEETAEN3 System IRQ abort enable for Interrupt 60 to Interrupt 48 0x0000 RW
Status Register
Address: 0x40018100, Reset: 0x0000, Name: FEE1ISTA
Table 181. Bit Descriptions for FEE1ISTA
Bits Bit Name | Description Reset | Access
[15:8] | RESERVED | Reserved. Always returns 0 when read. 0x0 R
7 INIT Initialization upload in progress. After reset, the flash controller uploads flash configuration, 0x0 R
checks the information space signature and uploads the user write protection. This bit is
asserted to 1 while this is in progress. When the upload is complete, this bit deasserts. User
code does not run until this bit deasserts.
6 SIGNERR Information space signature check. Information space signature check on reset error. After 0x0 R
reset, the flash controller automatically checks the information space signature. If the
signature check fails, this bit is asserted. User can check if this bit is set via serial wire only. User
code does not execute if this bit is set.

Rev. E | Page 148 of 460




UG-387

Bits Bit Name | Description Reset | Access

[5:4] CMDRES Command result. These two bits indicate the status of a command on completion or the status | 0x0 RC
of a write via the AHB. If multiple commands are executed or there are multiple writes via the
AHB without a read of the status register, the first error encountered is stored. These bits clear
to 00 when read. After an erase, the controller reads the corresponding word(s) to verify that
the transaction completed. If data read is not all Fs, this is the resulting status. If the sign
command is executed and the resulting signature does not match the data in four of the
upper eight bytes of the upper page in a block then this is the resulting status.

00: successful completion of a command or a write.

01: attempted erase of a protected location.

10: read verify error.

11:indicates that a command or a write was aborted by an abort command or a system
interrupt has caused an abort.

3 WRDONE Write complete. This bit asserts when a write via the AHB completes. It clears when read. If 0x0 RC
there are multiple writes (or a burst write), this status bit asserts after the first long word
written and stays asserted until read. If there is a burst write to flash, this bit asserts after every
long word written (assuming the bit is cleared by a read after every long word written).

2 CMDDONE | Command complete. This bit asserts when a command completes. It clears when read. If there | 0x0 RC
are multiple commands, this status bit asserts after the first command completes and stays
asserted until read.

1 WRBUSY Write busy. This bit is asserted when the flash block is executing a write via the AHB. 0x0 R

0 CMDBUSY | Command busy. This bit is asserted when the flash block is executing any command entered 0x0 R
via the command register.

Command Control Register
Address: 0x40018104, Reset: 0x0000, Name: FEE1CONO

Table 182. Bit Descriptions for FEE1ICONO

Bits Bit Name Description Reset | Access
[15:3] | RESERVED | Reserved. Returns 0 when read. 0x0 R
2 WREN Write enable. When WREN is 1, it is possible to write to flash. When it is 0, an attempt to write 0x0 RW
to a flash location results in an AHB error and the write does not take place.
1 IENERR Error interrupt enable. If this bit is set, an interrupt is generated when a command or flash 0x0 RW
write completes with an error status.
0 IENCMD Command complete interrupt enable. When set, an interrupt is generated when a command 0x0 RW
or flash write completes.

Command Register
Address: 0x40018108, Reset: 0x0000, Name: FEE1CMD

The command register is used to initiate flash operations such as signature, erase, and abort. This register can be read at any time. Ifa
command is in progress, the only write to this register is the ABORT command. All commands, including the IDLE command, result in a
command complete interrupt (CMDDONE).

Table 183. Bit Descriptions for FEE1ICMD

Bits Bit Name | Description Reset | Access
[15:4] | RESERVED | Reserved. Always returns 0 when read. 0x0 RW
[3:0] CMD IDLE: the flash controller takes no action. A command complete interrupt is issued if an idle 0x0 RW

command is initiated. It is not necessary to issue the IDLE command at the completion of any
of the other command operations.

ERASEPAGE: write the address of the page to be erased to the PageAddr0 register, then write this
code to the FEECMD register and the flash erases the page. When the erase is complete, the flash
reads every location in the page to verify all words in the page are erased. If there is a read verify
error, it is indicated in the status register. To erase multiple pages, wait until a previous page erase
has completed. Check the status, then issue a command to start the next page erase. Before
entering this command, 0xF456 followed by 0xF123 must be written to the key register.
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Bits

Bit Name

Description

Reset

Access

FSIGN: use this command to generate a forward direction signature for a block of data. The
signature is generated on a page by page basis. To generate a signature, the address of the first page
(lower address) of the block is entered in the PageAddrO0 register, the address of the last page
(higher address) is written to the PageAddr1 register, then write this code to the command
register. The signature calculation is in forward direction (that is, it starts from the LSW of lower
page address (first page) and works by incrementing the address). When the command is
complete, the signature is available for reading in the Sign register. The last 8 bytes of the higher
address page in a block is reserved for storing the reverse and forward signature. The forward
signature is placed in the last four bytes. Before entering this command, 0xF456 followed
0xF123 must be written to the key register.

RSIGN: use this command to generate a reverse direction signature for a block of data. The
signature is generated on a page by page basis. To generate a signature, the address of the last
page (lower address) of the block is entered in the PageAddr0 register, the address of the first
page (higher address) is written to the PageAddr1 register, then write this code to the command
register. The signature calculation is in reverse direction (that is, it starts from MSW of higher
page address (first page) and works by decrementing the address). When the command is
complete, the signature is available for reading in the sign register. The last eight bytes of the
higher address page in a block is reserved for storing the reverse and forward signature. The
reverse signature (four bytes) is placed on four bytes that precedes forward signature (last four
bytes). Before entering this command, 0xF456 followed 0xF123 must be written to the key
register. For FSIGN and RSIGN commands, the lower address is always placed in the PageAddr0
register and the higher address is placed in the PageAddr1 register. If signature check is desired
is on a single page, the corresponding page address is placed in both the PageAddr0 and the
PageAddr1 registers.

MASSERASE: erase all of user space. To enable this operation, 0xF456 followed by 0xF123 must
first be written to the key register (this is to prevent accidental erases). When the mass erase is
complete, the controller reads every location to verify that all locations are OxFFFFFFFF. If there
is a read verify error, it is indicated in the status register.

ABORT: if this command is issued, any command currently in progress is stopped. The status
indicates the command completed with an error status of CMDABORTED. Note that this is the
only command that can be issued while another command is already in progress. This
command can also be used to stop a write that may be in progress. If a write is aborted, the
address of the location written can be read via the FEEADRA register. While the flash controller is
writing one long word another long word write may be in the pipeline from the Cortex-M3 or
DMA engine (depending on how the software implements writes). Therefore, both writes may
need to be aborted. If a write or erase is aborted, the flash timing is violated and it is not
possible to determine if the write or erase completed successfully. To enable this operation, 0xF456
followed by 0xF123 must first be written to the key register (this is to prevent accidental aborts).
0000: IDLE command.

0001: ERASEPAGE command.

0010: FSIGN command.

0011: RSIGN command.

0100: MASSERASE command.

0101: ABORT command.

Lower Page Address Register
Address: 0x40018110, Reset: 0x0000, Name: FEE1IADROL

Table 184. Bit Descriptions for FEEIADROL

Bits

Bit Name

Description

Reset

Access

[15:11]

LOW

Lower five bits of page address. Lower five bits of the address of a page in flash. Used by the
erase and sign commands.

0x0

RW

[10:0]

RESERVED

Reserved. Page size is 2 kB. These 11 bits are marked as reserved so that byte addresses can be
written directly to this register. The lower 11 bits of a byte address are not used because this is a
page address. Returns 0x0 if read.

0x0

RW
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Upper Page Address Register
Address: 0x40018114, Reset: 0x0000, Name: FEE1IADROH

Table 185. Bit Descriptions for FEE1IADROH

Bits Bit Name Description Reset Access
[15:2] RESERVED Reserved. 0x0 RW
[1:0] HIGH Upper bits of page address. Upper address bits of the page address. 0x0 RW
Lower Page Address Register
Address: 0x40018118, Reset: 0x0000, Name: FEE1ADRIL
Table 186. Bit Descriptions for FEEIADRIL
Bits Bit Name Description Reset Access
[15:11] | LOW Lower five bits of page address. Lower seven bits of the address of a page in flash. Used 0x0 RW
by the erase and sign commands.
[10:0] RESERVED | Reserved. Page size is 2 kB. These 11 bits are marked as reserved so that byte addresses 0x0 RW
can be written directly to this register. The lower 11 bits of a byte address are not used as
this is a page address. Returns 0x0 if read.
Upper Page Address Register
Address: 0x4001811C, Reset: 0x0000, Name: FEE1ADR1H
Table 187. Bit Descriptions for FEEIADR1H
Bits Bit Name Description Reset Access
[15:2] | RESERVED Reserved. 0x0 RW
[1:0] HIGH Upper bits of page address. Upper address bits of the page address. 0x0 RW
Key Register
Address: 0x40018120, Reset: 0x0000, Name: FEE1IKEY
Table 188. Bit Descriptions for FEE1IKEY
Bits Bit Name Description Reset Access
[15:0] | KEY Key. Enter 0xF456 followed by 0xF123. Returns 0xO0 if read. 0x0 w
Lower Halfword of Write Protection Register
Address: 0x40018128, Reset: 0xFFFF, Name: FEEPROL
Table 189. Bit Descriptions for FEEPROL
Bits Bit Name Description Reset Access
[15:0] | LOW Lower halfword of the write protection. Lower 16 bits of the write protection. Write 0 to OXFFFF RW
protect a section of flash. This register is read only if the write protection in flash has been
programmed.
Upper Halfword of Write Protection Register
Address: 0x4001812C, Reset: 0xFFFF, Name: FEEPROH
Table 190. Bit Descriptions for FEEPROH
Bits Bit Name Description Reset Access
[15:0] | HIGH Upper halfword of write protection. Write 0 to protect a section of flash. This registerisread | OxFFFF RW

only if the write protection in flash has been programmed.
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Lower Halfword of Signature Register
Address: 0x40018130, Reset: 0x000X, Name: FEE1SIGL

Table 191. Bit Descriptions for FEE1SIGL

Bits Bit Name Description Reset | Access
[15:0] SIGL Lower halfword of signature. Corresponds to SIGNATURE[15:0]. 0xx RW
Upper Halfword of Signature Register
Address: 0x40018134, Reset: 0x000X, Name: FEE1SIGH
Table 192. Bit Descriptions for FEE1SIGH
Bits Bit Name | Description Reset | Access
[15:0] SIGH Upper byte of the signature. Corresponds to SIGNATURE[31:16]. 0xx R
User Setup Register

Address: 0x40018138, Reset: 0x000X, Name: FEECON1

This register is key protected, so the key (0xF456 followed by 0xF123) must be entered in FEE1KEY. After writing to FEECONT1, a 16-bit
value must be written again to FEE1KEY, to re-assert the key protection.

Table 193. Bit Descriptions for FEECON1

Bits Bit Name | Description Reset | Access
[15:1] RESERVED | Reserved. Always returns 0 when read. 0x0 R
0 DBG Serial wire debug enable. If this bit is 1, access via the serial wire debug interface is enabled. | Oxx RW
If this bit is 0, access via the serial wire debug interface is disabled. The kernel sets this bit to
1 when it has finished executing, thus enabling debug access to a user.
Lower Halfword of Write Abort Address Register
Address: 0x40018148, Reset: 0x000X, Name: FEEIADRAL
Table 194. Bit Descriptions for FEEIADRAL
Bits Bit Name | Description Reset | Access
[15:0] FEEADRAL | Lower halfword of FEEADRA. If a write is aborted, this contains the address of the location 0xx RW
written when the write was aborted. This register has relevant value only if appropriate flags
in FEE1STA register are set after a write abort.
Upper Halfword of Write Abort Address Register
Address: 0x4001814C, Reset: 0x000X, Name: FEEIADRAH
Table 195. Bit Descriptions for FEE1IADRAH
Bits Bit Name Description Reset | Access
[15:0] FEEADRAH | Upper halfword of FEEADRA. 0xx R
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Parity Control Register
Address: 0x40018150, Reset: 0x0000, Name: FEE1IPARCTL

Table 196. Bit Descriptions for FEEIPARCTL

Bits Bit Name Description Reset | Access
[15:2] | RESERVED | Reserved. Returns a value of 0 when read. 0x0 R
1 PERREXEN | Parity error interrupt enable. 0x0 RW
0: a parity error does not result in a parity interrupt.
1: a parity error results in a parity interrupt.
0 PAREN Parity enable. 0x0 RW
0: parity checking is disabled.
1: parity checking is enabled for each ICODE and DCODE flash access.
Parity Status Register
Address: 0x40018154, Reset: 0x0000, Name: FEE1IPARSTA
Table 197. Bit Descriptions for FEEIPARSTA
Bits Bit Name Description Reset | Access
[15:1] | RESERVED | Returns a value of 0 when read. 0x0 R
0 PARERR Parity error. 0x0 RW1C
0: no parity error has been detected since last cleared.
1: a parity error has been detected.
Parity Error Address Low Register
Address: 0x40018158, Reset: 0x0000, Name: FEEIPARADRL
Table 198. Bit Descriptions for FEEIPARADRL
Bits Bit Name | Description Reset | Access
[15:0] | ADDRL Parity error address low. Indicates the lower 16 bits of the address flagged as having an access 0x0 R
parity error.
Parity Error Address High Register
Address: 0x4001815C, Reset: 0x0000, Name: FEEIPARADRH
Table 199. Bit Descriptions for FEEIPARADRH
Bits Bit Name | Description Reset | Access
[15:0] | ADDRH Parity error address high. Indicates the upper 16 bits of the address flagged as having an access | 0x0 R
parity error.
System IRQ Abort Enable for Interrupt 15 to Interrupt 0 Register
Address: 0x40018178, Reset: 0x0000, Name: FEE1AENO
Table 200. Bit Descriptions for FEE1AENO
Bits Bit Name | Description Reset | Access
[15:0] | FEETAENO | System IRQ abort enable for Interrupt 15 to Interrupt 0. To allow a system interrupt to abort a 0x0 RW
write or acommand (erase, sign), write a 1 to the appropriate bit in this register.
System IRQ Abort Enable for Interrupt 31 to Interrupt 16 Register
Address: 0x4001817C, Reset: 0x0000, Name: FEE1AEN1
Table 201. Bit Descriptions for FEE1AEN1
Bits Bit Name | Description Reset Access
[15:0] | FEETAENT | System IRQ abort enable for Interrupt 31 to Interrupt 16. To allow a system interrupt to 0x0 RW

abort a write or a command (erase, sign) then write a 1 to the appropriate bit in this
register.
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System IRQ Abort Enable for Interrupt 47 to Interrupt 32 Register
Address: 0x40018180, Reset: 0x0000, Name: FEE1AEN2

Table 202. Bit Descriptions for FEE1AEN2

Bits Bit Name | Description Reset Access
[15:0] | FEETAEN2 | System IRQ abort enable for Interrupt 47 to Interrupt 32. To allow a system interrupt to 0x0 RW
abort a write or acommand (erase, sign) then write a 1 to the appropriate bit in this
register.
System IRQ Abort Enable for Interrupt 60 to Interrupt 48 Register
Address: 0x40018184, Reset: 0x0000, Name: FEE1AEN3
Table 203. Bit Descriptions for FEEIAEN3
Bits Bit Name | Description Reset | Access
[15:13] | RESERVED | Reserved. 0x0 R
[12:0] FEETAEN3 | System IRQ abort enable for Interrupt 60 to Interrupt 48. To allow a system interrupt to aborta | 0x0 RW

write or acommand (erase, sign) then write a 1 to the appropriate bit in this register.

Rev. E | Page 154 of 460




UG-387

GENERAL-PURPOSE FLASH CONTROLLER

FEATURES

The ADuCM350 platform includes 16 kB of embedded flash memory for general-purpose use, such as EEPROM emulation. Unlike the
384 kB instruction flash, parity checking is not implemented on the general-purpose flash. The flash controller is connected to the bus
matrix as a slave device for core and DMA access, as well as the 32-bit APB for MMR access.

The flash controller supports 16 kB of user space. Read and write to flash are executed via AHB only.
Commands supported include the following:

e  Mass erase and page erase

e  Generation of signatures for single or multiple pages

e Command abort

¢  Flash integrity

e  User signature for application code

e A 128 kB failure rate of less than 0.1 ppm

e 20,000 cycle endurance with 20 ms erase, 20 us program
e 100 year data retention at room temperature

FLASH MEMORY ORGANIZATION

The general-purpose flash memory controller supports 16 kB of user flash, as shown in Figure 61.

0x20083FFF
FLASH USER SPACE 16kB

11714-060

0x20080000

Figure 61. General-Purpose Flash Memory Map
Address Used in Registers

0x3FFF

FLASH USER SPACE 16kB

11714-061

0x0000

Figure 62. General-Purpose Flash Offset Memory Map
For the following registers, only the offset address is written or available as readback, as per Figure 62:

GPFEEADROL
GPFEEADRIL
GPFEEADRAL
GPFEEADRAH

Full memory addresses, as in Figure 61, are not applicable for these registers. They are applicable for accesses via the AHB only.
Writing to Flash Memory

Flash is written directly by the core or bus master, using an AHB write. Only 32-bit writes are supported; 16- and 8-bit writes are not
supported. Burst writes to flash are supported. Because only Os are written to flash, masking can be used to write individual bits or bytes,
if necessary. A single location can only be written twice without an erase.

If a write is followed immediately by a second write to the next location in flash, and this is in the same row as the previous write, the flash
write time is faster because the controller does not need to change the row address. This is reflected in the Performance, Command
Duration section.

Before performing a write to the flash memory, the GPFEESTA register must be read and checked to ensure that no other
commands/writes are being executed.
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FLASH INTEGRITY, SIGNATURE FEATURE

The signature is used to check the integrity of the flash device. Software can call a signature check command occasionally or whenever a
new block of code is about to be executed. The signature is a 32-bit CRC with the polynomial x> + x* + x® + x” + x° + x? +x" +x° +* + X" +
x> +x'+x*+x+ 1 (IEEE 802.3).

The sign command can be used to generate a signature and check the signature of a block of code, where a block can be a single page or
multiple pages. A 32-bit LFSR is used to generate the signature. The hardware assumes that the signatures for a block are stored within the
upper 8 bytes of the most significant page of a block; therefore, these 8 bytes are not included when generating the signature.

The following procedure must be followed to generate a forward signature:

Write the start address (lower address) of the block to the PageAddr0 register.

Write the end address (higher address) of the block to the PageAddr1 register.

Write the FSIGN command to the command register.

When the command has completed, the signature is available in the sign register. Scan is in the forward direction; therefore, the
signature is compared with the data stored in the upper 4 bytes of the uppermost page of the block.

5. If the data does not match the signature, a fail status of VerifyErr is returned in the status register.

L s

The following procedure must be followed to generate a reverse signature:

Write the end address (lower address) of the block to the PageAddr0 register.

Write the start address (higher address) of the block to the PageAddr1 register.

Write the RSIGN command to the command register.

When the command has completed, the signature is available in the sign register. Scan is in the reverse direction; therefore, the
signature is compared with the data stored in the 4 bytes that precede the upper 4 bytes of the uppermost page of the block.

5. If the data does not match the signature, a fail status of VerifyErr is returned in the status register.

LS.

While the signature is being computed, all other accesses to flash are stalled (HREADY = 0). For a 16 kB block that is 4000 reads, the
signature computation for each read requires 2 cycles.

Note that PageAddr0/PageAddr] addresses are byte addresses, but only pages must be identified; that is, the lower nine bits are ignored by
the hardware, as page size of general-purpose flash is 512 bytes.

Relevant registers for running sign command in User Space 0 include the following:

e  GPFEECMD: command register

e  GPFEEADROL: Page Addr0 register
e  GPFEEADRIL: Page Addrl register
e  GPFEESTA: status register

BUS INTERFACE
System bus write to general-purpose flash takes 46 ps.
Command base page erase or mass erase in general-purpose flash takes approximately 21 ms.

General-purpose flash controller is in the system bus. Because erase/write operation to general-purpose flash can take a considerable
amount of time (system clock cycles), it can hold the bus masters (DMA, USB, and Cortex-M3), preventing them from executing further
bus operation. To avoid holding the bus masters, the following approach is taken:

e When there is a read or write access via the system bus to general-purpose flash, the bus error is returned while flash is busy
executing a write operation.

e When there is a read or write access via the system bus to general-purpose flash, the bus error is returned while flash is busy
executing a command operation (sign, erase, write).

e When there is a write or read access via the system bus to general-purpose flash, the bus is held for a cycle while flash is busy
performing a read operation (by another master).
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DMA INTERFACE FEATURE

As described in the Bus Interface section, two consecutive write requests via the system bus results in a bus error for the second write
request. Due to this, DMA burst write transfers to general-purpose flash cannot be handled. In other words, writing the general-purpose
flash using the DMA cannot be performed as if it were a simple memory to memory copy.

To handle burst writes to general-purpose flash via DMA, a feature is present to generate DMA requests when the flash is not busy with a
command or write operation. This feature incorporates a write buffer within the general-purpose flash controller that interfaces to the
DMA controller. The general-purpose flash controller requests a DMA access for data if the write buffer is empty. It stops requesting
DMA data if the write buffer is full. Using this feature ensures that an optimal programming sequence is maintained.

To enable this feature, set the DMA_EN bit (Bit 3 of the GPFEECONO register) and the appropriate DMA control bit located in
GPFDMACTL (see the DMA Controller section). Then proceed to configure the DMA in peripheral request mode. Note that the USB
DMA is not supported to program the general-purpose flash.

ABORT USING SYSTEM INTERRUPTS

Commands (erase, sign, and mass verify) and writes can be aborted upon receipt of an interrupt. Aborts are also possible by writing an
abort command to the GPFEECMD registers. However, if flash is being programmed, and the routine controlling the programming is in
flash, it is not possible to use the abort command to abort the cycle because instructions cannot be read. Therefore, the ability to abort a
cycle on the assertion of any system interrupt is provided. The GPFEEAENX registers are used to enable aborts upon receipt of an interrupt.

When a command or write is aborted via a system interrupt, a CMDDONE or WRDONE status bit is asserted, and CMDRES in the
status register indicates aborted.

It is not possible to abort a flash write or erase cycle without waiting for the high voltage in the flash core to discharge first; that is,
ensuring a write cycle completes by waiting 6.6 us for the high voltage to discharge. An erase cycle must finish with 6.6 s, and a mass
erase cycle must finish with a 121 ps.

Depending on the state of a write cycle when abort is asserted, the write cycle may or may not complete. If the write or erase cycle did not
complete successfully, a fail status of aborted can be read in the status register.

If an immediate response to an interrupt is required during an erase or program cycle, the interrupt service routine and the interrupt
vector table must be moved to SRAM for the duration of the cycle.

If the DMA engine is set up to write a block of data to flash, an interrupt can be set up to abort the current write, but the DMA engine
starts the next write immediately. The interrupt causing the abort stays asserted; therefore, there are several aborted write cycles in this
case before the processor can access flash.

When an abort is triggered by an interrupt, all commands are repeatedly aborted until the appropriate GPFEEAENX bit field is cleared, or
the interrupt source is cleared.

POWER-DOWN INSTRUCTIONS

When powering the device down from active mode, the requirements described in this section must be met for the general-purpose flash
controller.

Active Mode to Core Sleep Mode

e  Nothing required because clock to flash controller is on.

e Ifa general-purpose flash interrupt request is asserted (see Position 55 in Table 114), the Cortex-M3 wakes up (INTSETE1 =
NVIC_EN1_GPFLSH).

Active Mode to System Sleep Mode

e Check status of general-purpose flash (GPFEESTA) and enter SYS_SLEEP only if 0.
Active Mode to Hibernate Mode

If DMA is in progress,

e  Disable DMA requests in the GPFEECONO register.

e Disable DMA.

e Apply abort command.

e Wait for flash complete interrupt by enabling interrupt or poll status.
e  Enter low power.
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Check status of general-purpose flash (GPFEESTA). If it is not 0,

e  Apply abort command.

e Wait for the command/write complete interrupt or poll status.

e  Enter low power.

FLASH CRASH

For more information about flash crash, see the Flash Controller section.

PERFORMANCE, COMMAND DURATION
See the ADuCM350 data sheet. The following values are for reference purposes only:

e Direct single write access (32-bit location): 46 ps.

e  Mass erase: 21 ms.

e  Page erase: 21 ms.

e Direct write of a page (128 32-bit locations): 3.04 ms.

e Mass verify for all user space: 0.26 ms (16 kB and 16 MHz HCLK).

e  Sign for all user space: 0.52 ms (16 kB and 16 MHz HCLK).

GENERAL-PURPOSE FLASH CONTROLLER MEMORY MAPPED REGISTERS
General-Purpose Flash Controller Register Map

Table 204. GPFLASHCTL Register Summary

Address Name Description Reset RW
0x4001C000 GPFEESTA Status 0x0000 R
0x4001C004 GPFEECONO Command control 0x0000 RW
0x4001C008 GPFEECMD Command 0x0000 RW
0x4001C010 GPFEEADROL Lower page address 0x0000 RW
0x4001C018 GPFEEADR1L Lower page address 0x0000 RW
0x4001C020 GPFEEKEY Key 0x0000 w
0x4001C030 GPFEESIGL Lower halfword of signature 0x0000 R
0x4001C034 GPFEESIGH Upper halfword of signature OXXXXX R
0x4001C048 GPFEEADRAL Lower halfword of write abort address OXXXXX R
0x4001C04C GPFEEADRAH Upper halfword of write abort address OXXXXX R
0x4001C078 GPFEEAENO System IRQ abort enable for Interrupt 15 to Interrupt 0 0x0000 RW
0x4001C07C GPFEEAENT1 System IRQ abort enable for Interrupt 31 to Interrupt 16 0x0000 RW
0x4001C080 GPFEEAEN2 System IRQ abort enable for Interrupt 47 to Interrupt 32 0x0000 RW
0x4001C084 GPFEEAEN3 System IRQ abort enable for Interrupt 61 to Interrupt 48 0x0000 RW

Status Register

Address: 0x4001C000, Reset: 0x0000, Name: GPFEESTA

Table 205. Bit Descriptions for GPFEESTA
Bits Bit Name Description Reset | Access
[15:6] | RESERVED | Reserved. Always returns 0 when read. 0x0 R
[5:4] CMDRES Command result. These two bits indicate the status of a command on completion or the status | 0x0 RC

of a write via the AHB. If multiple commands are executed or there are multiple writes via the
AHB without a read of the status register, the first error encountered is stored. These bits clear
to 00 when read. After an erase the controller reads the corresponding word(s) to verify that
the transaction completed successfully. If data read is not all Fs, this is the resulting status. If
the sign command is executed and the resulting signature does not match the data in four of
the upper eight bytes of the upper page in a block then this is the resulting status.

00: completion of a command or a write.

10: read verify error.

11:indicates that a command or a write was aborted by an abort command or a system
interrupt has caused an abort.
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Bits Bit Name | Description Reset | Access
3 WRDONE Write complete. This bit asserts when a write via the AHB completes. It clears when read. If 0x0 RC
there are multiple writes (or a burst write), this status bit asserts after the first long word
written and stays asserted until read. If there is a burst write to flash then this bit asserts after
every long word written (assuming the bit is cleared by a read after every long word written).
2 CMDDONE | Command complete. This bit asserts when a command completes. It clears when read. If there | 0x0 RC
are multiple commands, this status bit asserts after the first command completes and stays
asserted until read.

1 WRBUSY Write busy. This bit is asserted when the flash block is executing a write via the AHB. 0x0 R

0 CMDBUSY | Command busy. This bit is asserted when the flash block is executing any command entered 0x0 R
via the command register.

Command Control Register
Address: 0x4001C004, Reset: 0x0000, Name: GPFEECONO

Table 206. Bit Descriptions for GPFEECONO

Bits Bit Name | Description Reset | Access
[15:4] | RESERVED | Reserved. Returns 0 when read. 0x0 R
3 DMA_EN Enable DMA interface feature. A 1 indicates that the DMA interface feature for general-purpose | 0x0 RW

flash is enabled. A DMA request is generated and DMA transfers can be started after setting
this bit. A 0 indicates that DMA interface feature is not enabled.

2 WREN Write enable. When WREN is 1, it is possible to write to flash. When it is O, an attempt to write to a 0x0 RW
flash location results in an AHB error and the write does not take place.

1 IENERR Error interrupt enable. If this bit is set then an interrupt is generated when a command or flash | 0x0 RW
write completes with an error status.

0 IENCMD Command complete interrupt enable. When set, an interrupt is generated when a command or | 0x0 RW

flash write completes.

Command Register
Address: 0x4001C008, Reset: 0x0000, Name: GPFEECMD

The command register is used to initiate flash operations such as signature, erase and abort. This register can be read at any time. If a
command is in progress, the only write to this register is the ABORT command. All commands, including the IDLE command, result in a
command complete interrupt (CMDDONE).

Table 207. Bit Descriptions for GPFEECMD

Bits Bit Name | Description Reset | Access
[15:4] RESERVED | Reserved. Always returns 0 when read. 0x0 R
[3:0] CMD IDLE: the flash controller takes no action. A command complete interrupt is issued if an idle 0x0 RW

command is initiated. It is not necessary to issue the IDLE command at the completion of any
of the other command operations.

ERASEPAGE: write the address of the page to be erased to the PageAddr0 register, then write
this code to the FEECMD register and the flash erases the page. When the erase has
completed, the flash reads every location in the page to verify all words in the page are
erased. If there is a read verify error, it is indicated in the status register. To erase multiple
pages, wait until a previous page erase has completed. Check the status and then issue a
command to start the next page erase. Before entering this command, 0xF456 followed by
0xF123 must be written to the key register.

FSIGN: use this command to generate a forward direction signature for a block of data. The
signature is generated on a page by page basis. To generate a signature, the address of the
first page (lower address) of the block is entered in the PageAddr0 register, the address of the
last page (higher address) is written to the PageAddr1 register, then write this code to the
command register. The signature calculation is in forward direction (that is, it starts from the
LSW of the lower page address (first page) and works by incrementing the address). When
the command is complete, the signature is available for reading in the sign register. The last
eight bytes of the higher address page in a block is reserved for storing the reverse and
forward signature. The forward signature is placed in the last four bytes. Before entering this
command, 0xF456 followed 0xF123 must be written to the key register.
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Bits

Bit Name

Description

Reset

Access

RSIGN: use this command to generate a reverse direction signature for a block of data. The
signature is generated on a page by page basis. To generate a signature, the address of the
last page (lower address) of the block is entered in the PageAddrO register, the address of the
first page (higher address) is written to the PageAddr1 register, then write this code to the
command register. The signature calculation is in reverse direction (that is, it starts from the
MSW of the higher page address (first page) and works by decrementing the address). When
the command is complete, the signature is available for reading in the sign register. The last
eight bytes of the higher address page in a block is reserved for storing the reverse and
forward signature. The reverse signature (four bytes) is placed on four bytes that precedes
forward signature (last four bytes). Before entering this command, 0xF456 followed 0xF123
must be written to the key register. For FSIGN and RSIGN commands, the lower address is
always placed in the PageAddr0 register and the higher address is placed in the PageAddr1
register. If signature check is on a single page, the corresponding page address is placed in
both the PageAddr0 and PageAddr1 registers.

MASSERASE: erase all of user space. To enable this operation, 0xF456 followed by 0xF123
must first be written to the key register (this is to prevent accidental erases). When the mass
erase has completed, the controller reads every location to verify that all locations are
OXFFFFFFFF. If there is a read verify error, it is indicated in the status register.

ABORT: If this command is issued, any command currently in progress is stopped. The status
indicates command completed with an error status of CMDABORTED. Note that this is the
only command that can be issued while another command is already in progress. This
command can also be used to stop a write that may be in progress. If a write is aborted, the
address of the location written can be read via the FEEADRA register. While the flash controller
is writing one long word, another long word write may be in the pipeline from the Cortex-M3
or DMA engine (depending on how the software implements writes). Therefore, both writes
may need to be aborted. If a write or erase is aborted, the flash timing is violated and it is not
possible to determine if the write or erase completed. To enable this operation, 0xF456
followed by 0xF123 must first be written to the key register (this is to prevent accidental
aborts).

0000: IDLE command.

0001: ERASEPAGE command.

0010: FSIGN command.

0011: RSIGN command.

0100: MASSERASE command.

0101: ABORT command.

Lower Page Address Register
Address: 0x4001C010, Reset: 0x0000, Name: GPFEEADROL

Table 208. Bit Descriptions for GPFEEADROL

Bits

Bit Name

Description

Reset

Access

[15:14]

RESERVED

Reserved. Returns 0 if read.

0x0

[13:9]

LOW

Lower five bits of page address. Lower five bits of the address of a page in flash. Used by the
erase and sign commands.

0x0

RW

[8:0]

RESERVED

Reserved. These nine bits are marked as reserved so that byte addresses can be written
directly to this register. The lower nine bits of a byte address are not used as this is a page
address. Returns 0x0 if read.

0x0

Rev. E | Page 160 of 460




UG-387

Lower Page Address Register
Address: 0x4001C018, Reset: 0x0000, Name: GPFEEADRIL

Table 209. Bit Descriptions for GPFEEADRIL

Bits Bit Name Description Reset | Access
[15:14] RESERVED | Reserved. 0x0 R
[13:9] LOW Lower five bits of page address. Lower five bits of the address of a page in flash. Used by 0x0 RW
the erase and sign commands.
[8:0] RESERVED | Reserved. These nine bits are marked as reserved so that byte addresses can be written 0x0 R
directly to this register. The lower nine bits of a byte address are not used as this is a page
address. Returns 0x0 if read.
Key Register
Address: 0x4001C020, Reset: 0x0000, Name: GPFEEKEY
Table 210. Bit Descriptions for GPFEEKEY
Bits Bit Name Description Reset | Access
[15:0] KEY Key. Enter 0xF456 followed by 0xF123. Returns 0x0 if read. 0x0 w
Lower Halfword of Signature Register
Address: 0x4001C030, Reset: 0x0000, Name: GPFEESIGL
Table 211. Bit Descriptions for GPFEESIGL
Bits Bit Name Description Reset | Access
[15:0] SIGL Lower halfword of signature. Corresponds to SIGNATURE[15:0]. 0x0 R
Upper Halfword of Signature Register
Address: 0x4001C034, Reset: 0x000X, Name: GPFEESIGH
Table 212. Bit Descriptions for GPFEESIGH
Bits Bit Name Description Reset | Access
[15:0] SIGH Upper byte of the signature. Corresponds to SIGNATURE[31:16]. 0xx R
Lower Halfword of Write Abort Address Register
Address: 0x4001C048, Reset: 0x000X, Name: GPFEEADRAL
Table 213. Bit Descriptions for GPFEEADRAL
Bits Bit Name Description Reset | Access
[15:0] FEEADRAL Lower halfword of FEEADRA. If a write is aborted, this contains the address of the location 0xx RW
been written when the write was aborted.
Upper Halfword of Write Abort Address Register
Address: 0x4001C04C, Reset: 0x000X, Name: GPFEEADRAH
Table 214. Bit Descriptions for GPFEEADRAH
Bits Bit Name Description Reset | Access
[15:0] FEEADRAH | Upper halfword of FEEADRA. 0xx R
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System IRQ Abort Enable for Interrupt 15 to Interrupt 0 Register
Address: 0x4001C078, Reset: 0x0000, Name: GPFEEAENO

Table 215. Bit Descriptions for GPFEEAENOQ

Bits Bit Name Description

Reset

Access

[15:0] | GPFEEAENO | System IRQ abort enable for Interrupt 15 to Interrupt 0. To allow a system interrupt to
abort a write or acommand (erase, sign), write a 1 to the appropriate bit in this
register.

0x0

RW

System IRQ Abort Enable for Interrupt 31 to Interrupt 16 Register
Address: 0x4001C07C, Reset: 0x0000, Name: GPFEEAEN1

Table 216. Bit Descriptions for GPFEEAEN1

Bits Bit Name Description

Reset

Access

[15:0] | GPFEEAEN1 | System IRQ abort enable for Interrupt 31 to Interrupt 16. To allow a system interrupt to
abort a write or a command (erase, sign), write a 1 to the appropriate bit in this
register.

0x0

RW

System IRQ Abort Enable for Interrupt 47 to Interrupt 32 Register
Address: 0x4001C080, Reset: 0x0000, Name: GPFEEAEN?2

Table 217. Bit Descriptions for GPFEEAEN2

Bits Bit Name Description

Reset

Access

[15:0] GPFEEAEN2 System IRQ abort enable for Interrupt 47 to Interrupt 32.To allow a system interrupt
to abort a write or acommand (erase, sign), write a 1 to the appropriate bit in this
register.

0x0

RW

System IRQ Abort Enable for Interrupt 60 to Interrupt 48 Register
Address: 0x4001C084, Reset: 0x0000, Name: GPFEEAEN3

Table 218. Bit Descriptions for GPFEEAEN3

Bits Bit Name Description

Reset

Access

[15:13] | RESERVED Reserved.

0x0

R

[12:0] GPFEEAEN3 System IRQ abort enable for Interrupt 60 to Interrupt 48. To allow a system interrupt
to abort a write or a command (erase, sign), write a 1 to the appropriate bit in this
register.

0x0

RW
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CRC ACCELERATOR

INTRODUCTION

The CRC accelerator can be used to compute the CRC for a block of memory locations. The exact memory location can be in the SRAM,
flash, or any combination of memory mapped registers. The CRC accelerator generates a checksum that can be used to compare it with an
expected signature. The final CRC comparison is performed by the processor.

FEATURES
The main features of the CRC include the following:

e  Generates a CRC signature for a block of data.
e  Operates on 32-bit data.

e  Performs data mirroring.

e  Uses an IEEE CRC 32-bit polynomial.

e Includes integrated DMA support.

Control for address decrement/increment options for computing the CRC on a block of memory is via the DMA controller. For details
about these options, refer to the Address Decrement subsection within the DMA Controller section. Figure 63 shows the major
components of the CRC accelerator.

BLOCK DIAGRAM
DMA_REQ
REQ -
—{ crc_cTL —»[ REQ ]—>
#( CRC_RESULT |-
APB BUS CRC ENGINE
<:> APB I/F A
| P -
| DATA >
MIRROR OPTIONS §
Figure 63. CRC Accelerator Block Diagram
OPERATION

The accelerator calculates CRC on the data stream it receives, which is read into the block using the central DMA engine or by the
processor directly. The ADuCM350 dedicates a DMA channel for this operation. A DMA driven data transfer is reccommended when the
CRC is to be computed for contiguous memory or register locations. If the CRC must be computed for noncontiguous memory or
register locations, a processor driven transfer is recommended.

The accelerator takes two clock cycles to compute CRC for one data item. The processor can send one data item for every two clock cycles
via the 32-bit APB; therefore, the Cortex-M3 does not need to wait between data transfers to the CRC accelerator.

CRC works on 32-bit data-words only. For data-words less than 32 bits in size, the processor packs the data into 32-bit data units. Data
mirroring on the input data can be done at bit, byte, and word level before the CRC engine uses it by setting the BITMIRR, BYTMIRR,
and W16SWP bits, respectively, in CRC_CTL register.
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The CRC engine uses the following CRC polynomial (IEEE 802.3):

T xP x4+ kx4 X +x+ ]
When the CRC engine is operating, a 32-bit CRC algorithm is applied to the incoming data stream being written to the CRC_IPDATA register
using DMA or processor. For every new word of data received, the CRC is computed and the CRC_RESULT register is updated. The CRC
engine uses the current CRC_RESULT value for generating the next CRC_RESULT value when a new data-word is received. To have a

clean start for the next block of data, the CRC_RESULT register can either be cleared to 0x0000_0000 or set to 0OxXFFFF_FFFE This can be
done using the AUTORST option and STRT_CRC in the CRC_CTL register.

When a message or data is received from an external source, it is recommended that the expected signature be computed using an
external agent. In the event that the message or data is to be transmitted, the user can use the CRC engine to generate the expected
signature and transmit this with the message to be used by the external agent to validate the transmitted message or data.

PROGRAMMING MODEL

This block is provided to calculate the CRC signature over a block of data in the background while the core is performing other tasks. The
CRC block supports two modes of CRC calculation: core access and DMA access. The programming details of these two modes follow.

CORE ACCESS

1. Kick off the CRC accelerator block by writing into the CRC_CTL register. (The following steps, Step a to Step e, require only a single

write to the CRC_CTL register.)

a.  Set the BLKEN bit high. This bit has priority over other bits in the CRC_CTL.

b. The W16SWP, BYMIRR, and BITMIRR bits provide the application with different mirror options. The details of these mirror
options can be found in Table 219.

c.  The AUTORST bits set the initial seed for the CRC calculation. To have a clean start, use the 0 or 1 option.

d. Because the intent of the core access is to provide the CRC data block using the core, clear the DMAREQEN bit.

e.  Set STRT_CRCto 1 to indicate the start of a new data block. The AUTORST bits are effective only when the STRT_CRC bit is set.

2. Pump in the data to the CRC accelerator block. The core can now start sending data to the CRC block by writing into the
CRC_IPDATA register. The CRC accelerator keeps calculating the CRC of the data being written to the CRC_IPDATA register. The
CRC block operates fast; therefore, the core need not wait in between data transfers to the CRC accelerator.

3. Monitor for the completion of the CRC. It is the responsibility of the application function(s) to count the number of words written to
the CRC block. After all the words are written, the application can read the CRC_RESULT register.

4. Read the CRC_RESULT register and store it in a desired location.

5. Calculate the CRC on the next data block. To calculate the CRC on the next block of data, repeat Step a to Step d.

6. Disable the CRC accelerator block by clearing the BLKEN bit.

DMA ACCESS

The CRC accelerator block supports hardware DMA as well as software DMA. Use of hardware DMA is recommended when other
peripherals, such as SPI and I°C, which are on the higher priority channels, are being used. Software DMA is recommended when higher
priority channels are not used. For example, when the system is intended to be shut down, the CRC accelerator can use software DMA
with higher R_POWER to facilitate the CRC calculation at high speeds.

1. Set up the DMA channel. The CRC accelerator block a has dedicated hardware DMA channel. Set up the DMA channel as required.
The DST_END_PNTR value is the CRC_IPDATA register address. Data size is word. Use the destination no increment option for
the channel. Use either software or hardware DMA based on the application. See the DMA Controller section for details about
programming the DMA.

2. Enable the accelerator function by writing to the CRC_CTL register. (The following steps, Step a to Step e, require only a single write
to the CRC_CTL register.)

a.  Set the BLKEN bit high. This bit has priority over other bits in the CRC_CTL register.

b. The W16SWP, BYMIRR, and BITMIRR bits provide the application with different mirror options. The details of these mirror
options can be found in Table 219.

c. The AUTORST bits set the initial seed for the CRC calculation. To have a clean start, use the 0 or 1 option.

d. Because the intent of the DMA access is to provide the data block using DMA, set the DMAREQEN bit accordingly.
DMAREQEN must be high when using hardware DMA and low when using software DMA.

e. Setthe STRT_CRC to 1 to indicate the start of a new data block. The AUTORST bits are effective only when the STRT_CRC is set.

3. Pump in the CRC data to the accelerator block. The DMA can now start sending the CRC data by writing to the CRC_IPDATA. The
CRC accelerator block keeps calculating the CRC of the data being written to the CRC_IPDATA.
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Monitor for the completion of the CRC. A DMA_DONE interrupt signal of the DMA channel indicates the completion of the CRC
block. Disable the CRC block by clearing the BLKEN bit to be safe and to ensure that additional requests are not generated by the
CRC block to the DMA block.

Repeat Step a to Step d until all the data is sent to the accelerator block.

Read the CRC_RESULT register and store it in the desired location.

Calculate CRC on the next data block. To calculate the CRC on the next block of data, repeat Step a to Step e.

Disable the CRC accelerator block by clearing the BLKEN bit.

Note that for DMA accesses, it is recommended to disable the CRC block by clearing the BLKEN bit within the DMA ISR routine.
RECOMMENDATIONS

When using the CRC accelerator, adhere to the following recommendations and considerations:

Disable the CRC accelerator block by clearing the BLKEN bit when the block is not being used.

All the transactions to the CRC accelerator block when the BLKEN bit is cleared are ignored.

Note that the AUTORST option is effective only when the STRT_CRC is high.

Note that the STRT_CRC bit automatically clears itself in one clock cycle. When read back, this bit is always low.

Use the same mirror options for the entire block of data. If the application changes the mirror options in the middle of a data block, it
must know precisely the mirror option used for each data set to reconstruct the correct signature.

CRC_RESULT is a read/write register on the APB side. When CRC is being calculated, the CRC_RESULT register must not be
written. Overwriting CRC_RESULT makes the CRC signature unusable.

The procedure to calculate the CRC signature with a user defined seed is as follows:

1. Enable CRC accelerator block. Write the CRC_CTL with BLKEN bit high.
2. Setup the CRC signature seed. Write the CRC_RESULT register with the desired seed value.
3. Calculate the CRC signature using DMA or core with AUTORST Option 3.

The CRC accelerator is considerably fast using higher R_POWER values only in software DMA as compared to hardware DMA,
where only R_POWER = 0 is allowed. Using higher R_POWER in software DMA may result in poor performance over other
channels; therefore, care must be taken while using higher R_POWER values.

Software DMA is much faster than hardware DMA for the CRC accelerator block. With software DMA, a suitable R_POWER value
can be selected, and the corresponding DMA channel for the CRC accelerator can be put in auto request/memory scatter gather
mode. This allows faster CRC calculations and does not significantly affect other low speed channels.

While using software DMA, the DMAREQEN bit must be low and requests must be generated only via the software for the channel
used by the CRC accelerator. If both the hardware and software DMA operate simultaneously, the behavior of the DMA channel for
the CRC accelerator is indeterminate.

The CRC accelerator block supports automatic request and memory scatter gather mode of DMA only while using software DMA.
This feature enables the user to program the CRC calculation for a large chunk of data in a single action while the CRC calculation
continues in the background requiring no intervention. The final result can be read after the DMA channel done interrupt.

For DMA accesses, the application must wait for the channel done interrupt for the CRC channel (13 in case of hardware DMA and
the specific channel assigned in case of software DMA) before changing the control word in the CRC_CTL register. If the control
word is changed in between an ongoing data block transaction from DMA, the result of the previous transaction must be discarded.
The CRC accelerator block is not retained in hibernate mode. If the application needs to use the CRC value after coming out of
hibernate mode, store the CRC_RESULT in a retained region such as SRAM.
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MIRRORING OPTIONS

The W16SWP, BYTMIRR, and BITMIRR bits of the CRC_CTL register dictate the sequence of the bits on which the CRC is calculated.
Table 219 lists the details of all the mirroring options used within this block. Assume DIN[31:0] shown in the Table 219 is the data being
written to the CRC_IPDATA register and CIN[31:0] is the data after the mirroring of the data. The serial engine calculates CIN[31:0],
starting with the MSB bit and ending with LSB bit in sequence, that is, CIN[31], CIN[30], ..., CIN[1], CIN[0] in order.

Table 219. Mirroring Options

W16SWP BYTMIRR BITMIRR Input Data, DIN[31:0] CRC Input Data, CIN[31:0]

0 0 0 DIN[31:0] CIN[31:0] = DIN[31:0]

0 0 1 DIN[31:0] CIN[31:0] = DIN[24:31], DIN[16:23], DIN[8:15], DIN[0:7]
0 1 0 DIN[31:0] CIN[31:0] = DIN[23:16], DIN[31:24], DIN[7:0], DIN[15:8]
0 1 1 DIN[31:0] CIN[31:0] = DIN[16:23], DIN[24:31], DIN[0:7], DIN[8:15]
1 0 0 DIN[31:0] CIN[31:0] = DIN[15:0], DIN[31:16]

1 0 1 DIN[31:0] CIN[31:0] = DIN[8:15], DIN[0:7], DIN[24:31], DIN[16:23]
1 1 0 DIN[31:0] CIN[31:0] = DIN[7:0], DIN[15:8], DIN[23:16], DIN[31:24]
1 1 1 DIN[31:0] CIN[31:0] = DIN[0:7], DIN[8:15], DIN[16:23], DIN[24:31]

SIGNATURE PROCESSING

The ADuCM350 flash controller signature generation processes data in aligned 32-bit words, whereas some published CRC algorithms
process one byte at a time. This means that comparison between the two is dependent on the endianness of the device. On a big endian
device the two are equivalent, but on an little endian device, such as this, the algorithm yields a different result due to the bytes within
each word being processed in a different order. The flash controller effectively hardcodes the W16SWP, BY TMIRR, and BITMIRR bits to
1, which results in a complete bit reversal of the input data as compared to a PC-based CRC tool (big endian). This accounts for the little
endian implementation of the 32-bit machine of the device.

This implementation of the ADuCM350 does not impair the robustness of the flash signature checking because the integrity of the CRC is
independent of the order in which bytes are processed.

The ADuCM350 CRC generator block also processes data in aligned 32-bit words, but it includes byte reversal flags, which allow it to be
configured appropriately to the endianness expected by a specific algorithm. The flash controller does not include such configurability This is a
reasonable decision because the CRC generator may be used to verify data which has originated elsewhere, or from a standard protocol,
whereas the results of the flash controller are only compared against signature values that have been explicitly prepared for that purpose.

As an example, using OXFEEDBEEF to match the Lammert Bies online CRC calculator,

1. Set BITMIRR = 1.
2. Set STRT_CRC (to clear the result to the initial seed of OXFFFFFFFF).
3. Take the result of 0XDA7ED3CA and reverse the bit order, which results in 0x53CB7E5B.
4. Take the ones complement, which results in 0xAC3481A4.
Regster
CRC v
ECEC_CTL = Ox00000011
— STRT_CRC = 0
~ W16SWP =
—~ BYTHIRR = 0
— BITHIRR « ]
— AUTORST = (x0
— DMAREQEN = 0
— BLEEN = 1
CRC_RESULT = 0xDATED3ICA §

Figure 64. CRC Signal Processing Example
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CRC ACCELERATOR MEMORY MAPPED REGISTERS
CRC Accelerator Register Map

Table 220. CRC Accelerator Register Summary

Address Name Description Reset RW
0x4002C000 CRC_CTL CRC control register 0x00000000 RW
0x4002C004 CRC_IPDATA Input data register 0x00000000 RW
0x4002C008 CRC_RESULT CRC result register 0x00000000 RW
CRC Control Register
Address: 0x4002C000, Reset: 0x00000000, Name: CRC_CTL
Table 221. Bit Descriptions for CRC_CTL
Bits Bit Name Description Reset Access
[31:8] RESERVED Reserved. 0x000000 RESERVED
7 STRT_CRC Start of CRC calculation for new block of data. 0x0 RWAC
0: no effect on the CRC calculation going on.
1: initializes the CRC_RESULT register value given by AUTORST bits.
6 W16SWP Word16 swap. 0x0 RW
0: Word16 swap disabled.
1: Word16 swap enabled.
5 BYTMIRR Byte mirroring. 0x0 RW
0: byte mirroring is disabled.
1: byte mirroring is enabled.
4 BITMIRR Bit mirroring. 0x0 RW
0: bit mirroring is disabled.
1: bit mirroring is enabled.
[3:2] AUTORST Automatically reset the current result register. 0x0 RW
00: automatically reset the CRC_RESULT register to OxFFFF_FFFF.
01: automatically reset the CRC_RESULT register to 0x0000_0000.
10: no automatic reset of CRC_RESULT (default).
11: not available.
1 DMAREQEN Hardware DMA request enable. 0x0 RW
0: DMA request is not set for new data item.
1: DMA request is set for new data item.
0 BLKEN CRC peripheral enable. 0x0 RW
0: CRC peripheral is disabled.
1: CRC peripheral is enabled.
Input Data Register
Address: 0x4002C004, Reset: 0x00000000, Name: CRC_IPDATA
Table 222. Bit Descriptions for CRC_IPDATA
Bits Bit Name Description Reset Access
[31:0] CRC_IPDATA Input data register. Holds 32-bit data that can be written by processor or DMA 0x0 RW
controller.
CRC Result Register
Address: 0x4002C008, Reset: 0x00000000, Name: CRC_RESULT
Table 223. Bit Descriptions for CRC_RESULT
Bits Bit Name Description Reset Access
[31:0] CRC_RESULT | CRCresult. 0x0 RW
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RANDOM NUMBER GENERATOR

DESCRIPTION

The random number generator (RNG) is used during operations where nondeterministic values are required. This may include
generating challenges for secure communications. The generator can be run multiple times to generate a sufficient number of bits for the
strength of the intended operation.

RNG ARCHITECTURE

28-BIT OSCILLATOR
COUNTER

RING
OSCILLATOR

I > 16-BIT CRC
Q SAMPLE ACSEIT CRC R [~ RNGDATA
T —-1
\

|

\

24-BIT SAMPLE
i > COUNTER = READY
PERIPHERAL
CLOCK f
RNG LEN :

Figure 65. Structure of the RNG

The RNG is based on a sampled asynchronous clock (in this implementation a ring oscillator). A CRC is used to accumulate a
programmable number of samples to gather a sufficient amount of entropy.

The RNG is enabled via its control register. The length register specifies the number of samples for which the RNG must run to

accumulate sufficient entropy. One sample is obtained on each peripheral clock. After the RNG has accumulated the programmed
number of samples, the 16-bit CRC value can be read. Software can poll a status bit or be interrupted when the RNG is ready.

Any number of iterations can be run. As an example, 112 bits of entropy can be obtained by running the RNG seven times.

RNG OSCILLATOR COUNTER

The RNG peripheral includes an oscillator counter. This counter is disabled by default to conserve power and is not needed to generate
random numbers. This on-chip counter can be used to characterize the sampling jitter that is difficult to measure off chip. The sample
jitter is the source of entropy for the random number generator.

By counting the number of ring oscillator clocks over a given sampling period, the frequency ratio of the ring oscillator to the peripheral
sampling clock can be determined (and thus the ring oscillator frequency can be determined if the peripheral clock frequency is known).
OSCCNT
Joscerx = fparx % SAMPCNT
where:
foscei s the ring oscillator frequency.
fraix is the PCLK frequency.
OSCCNT is the number of oscillator clocks.
SMPCNT is the length of the sampling time.

The length of sampling time (SAMPCNT) used by the sample counter can be determined from the RNGLEN register.
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The sample jitter can be determined by calculating the standard deviation of multiple oscillator count values. Pseudocode for an efficient
loop to determine the average oscillator count and jitter follows:

sum=0; sum sqr=0;
for (i=0;1<N;i++) {
gen_rng () ;
sum+=0sc_cnt; sum sqgr+=osc_cnt*osc cnt;
1
avg=sum/N;

std=sqrt ((sum_sqgr-avg*sum)/ (N-1));

Note that the code has been simplified for clarity. If implemented in C, the following points must be considered:

e  The sum and sum_sqr variables must be integer data types. Floating point variables may lose precision if the sums accumulate for a
sufficient length to overflow the fractional portion of the variable truncating the result. It is desirable to keep the entire fractional
portion, so the exponent of a real data type can be excluded.

e The sum variable requires log2(osc_cnt) + log2(N) bits of storage.

e The sum_sqr variable requires 2 x log2(osc_cnt) + log2(N) bits of storage.

e  The squaring operation (osc_cnt x osc_cnt and avg x avg) likely needs a cast to a type with size at least 2 x log2(osc_cnt).

e  The avg and std variables can take on fractional values and must be real or fixed point data types.

e The division needs a cast to a fractional data type.

For accurate jitter measurements, the standard deviation of OSCNT must be at least 1. If it is less than 1, then SAMPCNT can be increased.

The jitter of the oscillator counter encapsulates both the jitter of the ring oscillator and the jitter of the peripheral clock. This can be used
to determine sample jitter. If the jitter of the peripheral clock is known, the jitter of the oscillator clock can be determined using the
following equation:

2 OSCCNT

o SAMPCNT 1
OSCONT __ o, x =OgampLE = \/ c7§3CL1< +Goscerk * m

VSAMPCNT =~ OSCCNT  foox

where:

ooscenr s the jitter of the oscillator counter.
orcix is the jitter of PCLK.

ooscrx is the jitter of the oscillator clock.

RNG ENTROPY AND SUPRISAL

The jitter of the sampling clocks is the source of entropy for the random number generator. Noise in the transistors of the oscillator
contributes to jitter. Accumulated long-term jitter increases with the square root of time or the number of clocks.

Srorar = Ccx VN

where:

orora is the total jitter.
ocik is the clock jitter.

N is the number of clocks.

The number of samples that must be accumulated to achieve ideal entropy of 1.0/bit depends on the amount of jitter in the system.
Entropy and suprisal are calculated as follows:

Entropy ==3 p; log, (p;)
Minimum Suprisal = min(—log, (p;))
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The probability of seeing each number must be the same or uniform for all numbers for an ideal generator. A deficient generator outputs
some numbers more frequently than others. This random number generator was designed to retain no state such that entropy can be
measured and quantified in this manner. For each random number generated, the CRC is reset, and the ring oscillator starts up in the
same phase. If there is insufficient entropy in the system, the generator outputs the same number more frequently. This is by design and
makes entropy assessment possible. Insufficient entropy can be observed by setting SAMPCNT to a low value (some random numbers
appear more frequently than others). SAMPCNT must be increased until the probability of seeing each number is uniform.

The entropy or minimum suprisal of the RNG register can be computed by tallying a histogram of generated random numbers and
calculating the probability of each number occurring. If there is insufficient memory in the system to accumulate the entire histogram
table, the histogram can be computed in sections (the histogram statistics must be consistent over multiple passes). The entropy measure
is the average amount of randomness and is often used in the analysis of compression algorithms or communication channels. The
minimum suprisal is a measure of the minimum amount of randomness, which is more conservative than entropy and must be the
preferable measure for quantifying randomness that is used in security applications.

The minimum value for SAMPCNT (set by RNGLEN) that is needed to obtain the ideal minimum suprisal for the 16-bit accumulator
can be determined using the following equation. A conservative design sets SAMPCNT at least as large as this, if not greater (to account
for variations in jitter across various operating conditions).

1
SAMPCNT,, =

Ssampe X fosc”

If an attacker can physically tamper the system and has control of the peripheral clock, the jitter due to the peripheral clock must be
removed from the sample jitter in the previous calculation. This assumes an attacker can replace the crystal with a low jitter clock source.
A physical attacker may also use better voltage supplies that can minimize the amount of noise in the system. If an attacker can remove or
minimize the peripheral clock jitter, the entropy source of the random number generator is reduced. The system must rely solely on the
jitter of the ring oscillator and conservatively assume the jitter of the peripheral clock to be 0.

TIMER MODE

The sample counter in the RNG effectively acts as a one-shot timer. If the user does not need the random number generator during a
portion of an application, the RNG can be used as a simple one-shot timer. The count value cannot be read, but an interrupt can be
generated, and a status bit can be set.

When used as a timer, the ring oscillator and entropy accumulator (CRC) running consume power. The TMRMODE bit in the RNGCTL register
can be used to disable the ring oscillator and the entropy accumulator when using the RNG as a simple one-shot timer.

POWER-DOWN CONSIDERATIONS
When entering hibernate mode, disable the RNGEN bit in the RNGCTL register.
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RNG MEMORY MAPPED REGISTERS

RNG Register Map

Table 224. RNG Register Summary
Address Name Description Reset RW
0x40006000 RNGCTL RNG control register 0x0000 RW
0x40006004 RNGLEN RNG sample length register 0x6A00 RW
0x40006008 RNGSTAT RNG status register 0x0000 RW
0x4000600C RNGDATA RNG data register OxFFFF R
0x40006010 RNGCNTL RNG oscillator count low 0x0000 R
0x40006014 RNGCNTH RNG oscillator count high 0x0000 R

RNG Control Register

Address: 0x40006000, Reset: 0x0000, Name: RNGCTL

The RNGCTL register is used to enable the random number generator.

Table 225. Bit Descriptions for RNGCTL

Bits | Bit Name | Description Reset | Access

2 TMRMODE | Timer mode. This control bit disables the ring oscillator and CRC entropy accumulator when the | 0x0 RW
random number generator is enabled. This can be used to minimize power consumption when
using the RNG as a simple timer.

0: RNG mode.

1: timer mode.

1 CNTEN Oscillator counter enable. This bit enables the oscillator counter when generating a random number. | 0x0 RW
0: oscillator counter disabled.
1: oscillator counter enabled.

0 RNGEN RNG enable. When RNGEN is set and RNGRDY is clear, the ring oscillator is powered up and the 0x0 RW
number of samples defined by RNGLEN accumulates in the RNGDATA register.

0: disable the RNG.
1: enable the RNG.

RNG Sample Length Register
Address: 0x40006004, Reset: 0x6A00, Name: RNGLEN

The RNGLEN register defines the number of samples to accumulate in the CRC register when generating a random number. The number

of samples accumulated is the counter reload value scaled by 2PRFSCALER,

Table 226. Bit Descriptions for RNGLEN
Bits Bit Name | Description Reset | Access
[15:12] | LENPRE Prescaler for the sample counter. The sample counter reload value LENRLD is scaled by 2'*\"f€, The | 0x6 RW

prescaler is a 12-bit counter. Valid values for the prescaler are 0 to 12.Values greater than 12
saturate at the maximum prescaler value.

[11:0] LENRLD Reload value for the sample counter. Defines the number of samples to accumulate in the 0xA00 | RW
CRC when generating a random number.

RNG Status Register
Address: 0x40006008, Reset: 0x0000, Name: RNGSTAT
The RNGSTAT register indicates when the RNG has finished generating a random number.

Table 227. Bit Descriptions for RNGSTAT

Bits | Bit Name | Description Reset | Access

0 RNGRDY Random number ready. This bit indicates when the sample counter has expired. An interrupt is 0x0 RW1C
generated when this bit is set. The ring oscillator is stopped when this bit is set to conserve
power. This bit is automatically cleared when the RNGDATA register is read and the CPU is not
stopped in debug halt. This bit can also be written with one to clear.

0: RNGDATA not ready.

1: RNGDATA register is ready to be read.
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RNG Data Register
Address: 0x4000600C, Reset: 0xFFFF, Name: RNGDATA
RNGDATA register provides the CPU with read only access of the entropy accumulator (16-bit CRC).

Table 228. Bit Descriptions for RNGDATA

Bits

Bit Name

Description

Reset

Access

[15:0]

RNGDATA

Value of the CRC accumulator. The contents of this register are valid when the RNGRDY bit is
set. This register is reset when the RNGRDY bit is cleared. The RNGRDY bit is automatically
cleared when this register is read and the CPU is not in debug halt. Reading this register by
the CPU when RNGEN is set causes a new random number to be generated.

OXFFFF

R

Oscillator Count Low Register
Address: 0x40006010, Reset: 0x0000, Name: RNGCNTL

When enabled, the oscillator counter counts the number of ring oscillator cycles that occur during the generation of a random number.
The oscillator counter is 28 bits. The oscillator counter saturates at the maximum value to prevent overflow.

Table 229. Bit Descriptions for RNGCNTL

Bits Bit Name Description Reset | Access
[15:0] RNGCNTL Lower bits of oscillator count. This register is only valid when RNGRDY is set and CNTEN 0x0 R
was set when the random number was generated.
Oscillator Count High Register
Address: 0x40006014, Reset: 0x0000, Name: RNGCNTH
Table 230. Bit Descriptions for RNGCNTH
Bits Bit Name Description Reset | Access
[11:0] RNGCNTH Upper bits of oscillator count. 0x0 R
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UNIVERSAL SERIAL BUS CONTROLLER

FEATURES

The universal serial bus (USB) is an industry standard serial bus used to manage communication between devices and a host controller
attached to a computing device. The USB port on the ADuCM350 is a full speed (12 Mbps) device.

The USB controller is connected to the system via the advanced high performance bus (AHB). It has a built in DMA master to transfer
data between the USB port and system memory.

The USB features available on the ADuCM350 include the following:

e  USB 2.0 full speed compliant
e  Supports bulk, isochronous, interrupt, and control modes
e  Seven hardware endpoints
¢ One control endpoint (Endpoint 0)
e  Three Tx data endpoints (Tx Endpoint 1, Tx Endpoint 2, and Tx Endpoint 3)
e  Three Rx data endpoints (Rx Endpoint 1, Rx Endpoint 2, and Rx Endpoint 3)
e Available maximum FIFO size for each endpoint (in both Rx and Tx directions):
¢  Endpoint 0: 64 bytes
e  Endpoint 1: 128 bytes
e  Endpoint 2: 256 bytes
e  Endpoint 3: 512 bytes
e Integrated 2-channel DMA
e  Suspend and wake-up support
e Integrated full speed PHY

The ADuCM350 USB controller hardware is supplemented by a complete set of USB device class drivers to provide complete USB
functionality using Micrium USB 4.0 stack.

The supported classes are as follows:

e  Personal healthcare device class (PHDC)

e Mass storage class (MSC)

e Communications device class/abstract class module (CDC/ACM)
e  Human interface class (HID)
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ARCHITECTURE

Figure 66 shows a top level diagram of the USB subsystem. The module consists of the USB controller, USB PHY, USB RAM, and a
2-channel DMA. The USB PHY includes the analog transceiver that drives and monitors the USB bus. The USB controller encodes and
decodes USB packets and uses the AHB interfaces to move data between the controller and system memory. Each endpoint contains a
dedicated FIFO (implemented as SRAM) to buffer packets. The DMA can be used to move data directly between the USB and system memory.

DMA
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MASTER -MASTER
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ENDPOINT CONTROL
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Figure 66. USB Controller Block Diagram

The USB controller has two clock domains: USBPHYCLK and USBCTLCLK. USBPHYCLK is a fixed 60 MHz clock used to clock logic
related to the USB PHY, and USBCTLCLK is a minimum 30 MHz clock used for the system interface and packet handling. The system
PLL must be enabled for USB transfers, and a HCLK (core) rate of 15 MHz or 16 MHz must be selected during USB transfers. The AHB
interfaces work with the USBCTLCLK clock.

Both USBPHYCLK and USBCTLCK are automatically controlled and may be gated off when the USB is in an idle state or not in use (not
connected). In these cases, the clocks are enabled automatically when activity is detected on the USB bus.

Use of the USB for transfers is not exclusive and does not require other subsystems to be disabled for performance reasons. Transfers are
supported at any time and with all other subsystems active.

UTM Synchronization

The role of the UTM synchronization block is to synchronize signals between the transceiver 60 MHz USBPHYCLK clock domain and
the USBCTLCLK clock of the controller.

Packet Encoding/Decoding

The packet encode/decode block generates headers for packets to be transmitted and decodes the headers on received packets. It also
generates the CRC for packets to be transmitted and checks the CRC on received packets.

Endpoint Controllers

Two controller state machines are used: one for control transfers over Endpoint 0, and one for bulk/interrupt/isochronous transactions
over Endpoint 1 to Endpoint 3.

CPU Interface

The CPU interface allows access to the control/status registers and the FIFOs for each endpoint. It also generates interrupts to the CPU
when packets are successfully transmitted or received, and when the core enters suspend mode or resumes from suspend mode. The
interface provided is a 32-bit AMBA AHB interface.

RAM Controller

The RAM controller provides an interface to a single block of synchronous single port RAM that is used to buffer packets between the
CPU and USB. It takes the FIFO pointers from the endpoint controllers, converts them to address pointers within the RAM block, and
generates the RAM access control signals.
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DMA Controller

A 2-channel DMA controller is designed for efficient loading/unloading of the endpoint FIFOs. The DMA controller has its own block of
control registers and its own interrupt controller. It supports two modes of operation, and each channel can be independently programmed
for operating mode.

USB PHY Interface
The USB PHY interface allows the core to operate at full speed.

In Tx operations, the PHY interface provides conversion of 8-bit parallel to serial data, automatic addition of synchronization and end of
packet bits, NRZI encoding, and automatic bit stuffing. In Rx operations, this module provides a digital phase-locked loop for receive
data, conversion of serial data to 8-bit parallel data, stripping of synchronization and end of packet bits, NRZI decoding, and stuff bit

error checking.
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Figure 67. Full Speed USB PHY Diagram

As shown in Figure 67, the DOP and DOM outputs drive the D+ and D— wires through buffers that are enabled when NDOE (active low)
is asserted. Likewise, the DIP and DIM inputs are driven by single-ended drivers connected to D+ and D-. The DIDIFF input is driven
from a differential driver connected to D+ and D—.

Similarly, the PUCON, PU_LO, and PDCON signals are used to connect a pull-up resistor or pull-down resistor to the D+ wire. A pull-
down resistor is connected on the D— wire, and a pull-up resistor is connected on the USB D+ wire. When PUCON is high, the pull-up
resistor is connected between the D+ wire and 3.3 V. When PUCON is low, this pull-up resistor is disconnected. Similarly, the pull-down
resistor is connected between D+ and ground when PDCON is high, and disconnected when PDCON is low. The PU_LO signal enables
the device to select between the higher and lower value pull-up resistors allowed by Section 7.1.5 of the USB 2.0 specification by
indicating when the USB bus is idle.

The external termination series resistors, R_USBDP and R_USBDM, are specified at 30 Q2 nominal. However, this value may change
slightly depending on the real driver output capability. A place holder for these external resistors is sufficient for now. The total
impedance looking into the D+ and D— nodes must be between 28 Q) and 44 Q to achieve optimal reflection reduction, with a typical
USB cable characteristic impedance of 45 Q.

Note that in suspend mode, the drivers are powered down.

Soft Connect/Disconnect

The connection of the USB controller to the USB bus is controlled by software using a feature known as soft connect/disconnect.
When the soft connect/disconnect feature is selected, the PHY can be switched between normal mode and nondriving mode by

setting/clearing Bit 6 (SOFTCONN) of the POWER register. When the SOFTCONN bit is set to 1, the PHY is placed in its normal mode
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and the D+/D- lines of the USB bus are enabled. At the same time, the USB controller is placed in a powered state, in which it does not
respond to any USB signaling, except a USB reset.

When this feature is enabled and the SOFTCONN bit is 0, the PHY is put into nondriving mode, D+ and D- are tristated, and the USB
controller appears to other devices on the USB bus as if it has been disconnected.

After a hardware reset, SOFTCONN is cleared to 0. The USB controller therefore appears disconnected until the software has set
SOFTCONN to 1. The application software can then choose when to set the PHY into its normal mode. Systems with a lengthy
initialization procedure may use this to ensure that initialization is complete, and the system is ready to perform enumeration before
connecting to the USB.

When the SOFTCONN bit is set to 1, the software can also simulate a disconnection by clearing this bit to 0.
OPERATION

This section describes how the USB controller operates with regard to the Tx endpoints, Rx endpoints, entry into and exit from suspend
mode, and recognition of start of frame (SOF) packets.

IN Transaction
Data for IN transactions is handled through the Tx FIFOs.

When the maximum packet size is set to less than or equal to half the FIFO size, double packet buffering is enabled (if not disabled) for
IN transactions. When the maximum packet size is greater than half the FIFO size, single packet buffering is enabled. When double
packet buffering is enabled, two data packets can be buffered in the FIFO. When single packet buffering is enabled, only one packet can
be buffered, even if the packet is less than half the FIFO size.

Note that the maximum packet size set for any endpoint must not exceed the FIFO size. Also note that the TXMAXP register must not be
written to while there is data in the FIFO because unexpected results may occur.

Single Packet Buffering

If the size of the Tx endpoint FIFO is less than twice the maximum packet size for this endpoint (as set in the TXMAXP register), only
one packet can be buffered in the FIFO, and single packet buffering is enabled.

As each packet to be sent is loaded into the Tx FIFO, the TXPKTRDY bit in the TXCSR register must be set. If the AUTOSET bit in the
TXCSR register is set, the TXPKTRDY bit is automatically set when a maximum sized packet is loaded into the FIFO. For packet sizes less
than the maximum and where AUTOSET may not be used, TXPKTRDY must be set manually (that is, by the CPU).

When the TXPKTRDY bit is set, either manually or automatically, the packet is deemed ready to be sent. The NEFIFO bit in the TXCSR
register is also set.

When the packet has been successfully sent, both TXPKTRDY and NEFIFO are cleared, and the appropriate Tx endpoint interrupt is
generated (if enabled). The next packet can then be loaded into the FIFO.

Double Packet Buffering

Note that double packet buffering is disabled if the corresponding TXDPKTBUFDIS bit of an endpoint is asserted (set to 1) in the
TXDPKTBUFDIS register. The default setting for this bit is 0.

If the size of the Tx endpoint FIFO is at least twice the maximum packet size for this endpoint (as set in the TXMAXP register), two
packets can be buffered in the FIFO, and double packet buffering is enabled.

As each packet to be sent is loaded into the Tx FIFO, the TXPKTRDY bit in the TXCSR register needs to be set. If the AUTOSET bit in
the TXCSR register is set, the TXPKTRDY bit is automatically set when a maximum sized packet is loaded into the FIFO. For packet sizes
less than the maximum, and where AUTOSET may not be used, TXPKTRDY must be set manually (that is, by the CPU).

When the TXPKTRDY bit is set, either manually or automatically, the packet is deemed ready to be sent. The NEFIFO bit in the TXCSR
register is also set.

After the first packet is loaded, TXPKTRDY is immediately cleared, and an interrupt is generated. A second packet can now be loaded
into the Tx FIFO, and TXPKTRDY can be set again (either manually or automatically if the packet is the maximum size). Both packets
are now ready to be sent.

After each packet has been successfully sent, TXPKTRDY is cleared, and the appropriate Tx endpoint interrupt is generated (if enabled)
to signal that another packet can now be loaded into the Tx FIFO. The state of the NEFIFO bit at this point indicates how many packets
can be loaded. If the NEFIFO bit is set, there is another packet in the FIFO, and only one more packet can be loaded. If the NEFIFO bit is
clear, there are no packets in the FIFO, and two more packets can be loaded.
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OUT Transaction
Data for OUT transactions is handled through the Rx FIFOs.

When the maximum packet size is set to less than or equal to half the FIFO size, double packet buffering is enabled for OUT transactions.
When the maximum packet size is greater than half the FIFO size, single packet buffering is enabled. When double packet buffering is
enabled, two data packets can be buffered in the FIFO. When single packet buffering is enabled, only one packet can be buffered, even if
the packet is less than half the FIFO size.

Note that the maximum packet size must not exceed the FIFO size.
Single Packet Buffering

If the size of the Rx endpoint FIFO is less than twice the maximum packet size for this endpoint (as set in the RXMAXP register), only
one data packet can be buffered in the FIFO, and single packet buffering is enabled.

When a packet is received and placed in the Rx FIFO, the RXPKTRDY bit and the FIFOFULL bit in the RXCSR register are set, and the
appropriate Rx endpoint is generated (if enabled) to signal that a packet can now be unloaded from the FIFO.

After the packet has been unloaded, the RXPKTRDY bit must be cleared to allow further packets to be received. If the AUTOCLR bit in
the RXCSR register is set, and a maximum size packet is unloaded from the FIFO, and the RXPKTRDY bit is cleared automatically. The
FIFOFULL bit is also cleared. For packet sizes less than the maximum, RXPKTRDY must be cleared manually (that is, by the CPU, with
exceptions; for more information, see the RXPKTRDY, RXCSR, RXCSR1, RXCSR2, and RXCSR3 register descriptions in Table 244,
Table 247, Table 270, Table 276, and Table 282, respectively).

Double Packet Buffering

Note that double packet buffering is disabled if the corresponding RXDPKTBUFDIS bit of an endpoint is asserted (equals 1) in the
RXDPKTBUFDIS register. The default setting for this bit is 0.

If the size of the Rx endpoint FIFO is at least twice the maximum packet size for the endpoint (as set in the RXMAXP register), two data
packets can be buffered, and double packet buffering is enabled.

When the first packet to be received is loaded into the Rx FIFO, the RXPKTRDY bit in the RXCSR register is set, and the appropriate Rx
endpoint interrupt is generated (if enabled) to signal that a packet can now be unloaded from the FIFO. Note that the FIFOFULL bit in
the RXCSR register is not set at this point; this bit is only set if a second packet is received and loaded into the Rx FIFO.

After each packet has been unloaded, RXPKTRDY must be cleared to allow further packets to be received. If the AUTOCLR bit in the
RXCSR register is set and a maximum size packet is unloaded from the FIFO, the RXPKTRDY bit is cleared automatically. For packet
sizes less than the maximum, RXPKTRDY must be cleared manually (that is, by the CPU).

If the FIFOFULL bit was set to 1 when RXPKTRDY was cleared, the USB controller first clears the FIFOFULL bit. It then sets
RXPKTRDY again to indicate that there is another packet waiting in the FIFO to be unloaded.

Additional Actions

The USB controller responds automatically to certain conditions on the USB bus or actions by the host.

Stall Issued to Control Transfer

The USB controller automatically issues a stall handshake to a control transfer under the following conditions:

e The host sends more data during an OUT data phase of a control transfer than was specified in the device request during the setup phase.

e This condition is detected by the USB controller when the host sends an OUT token (instead of an IN token) after the CPU has
unloaded the last OUT packet and set DATAEND.

e The host requests more data during an IN data phase of a control transfer than was specified in the device request during the setup phase.

e This condition is detected by the USB controller when the host sends an IN token (instead of an OUT token) after the CPU has
cleared TXPKTRDY and set DATAEND in response to the acknowledge issued by the host to what must have been the last packet.

e The host sends more than MaxP (TXMAXP register, wMaxPacketSize field of the standard endpoint descriptor for the associated
endpoint (see USB Specification Revision 2.0, Chapter 9) data with an OUT data token.

e The host sends more than a zero length data packet for the OUT status phase.
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Zero-Length OUT Data Packets in Control Transfers

A zero-length OUT data packet is used to indicate the end of a control transfer. In normal operation, such packets must only be received
after the entire length of the device request has been transferred (that is, after the CPU has set DATAEND). If, however, the host sends a
zero-length OUT data packet before the entire length of device request has been transferred, this signals the premature end of the transfer.
In this case, the USB controller automatically flushes any IN token loaded by the CPU that is ready for the data phase from the FIFO and
sets SETUPEND.

Suspend

When no activity has occurred on the USB bus for 3 ms, the USB controller enters suspend mode. If the suspend interrupt has been
enabled, an interrupt is generated at this time. In suspend mode, the SUSPENDM output goes low (if enabled), which is used to stop
USBPHYCLK and put the PHY into suspend mode. In addition, the POWERDWN output is asserted and stops USBCTLCLK and
therefore saves power while in this state. POWERDWN then remains asserted until either power is removed from the bus (indicating that
the device has been disconnected) or USB resumes signaling or USB reset signaling is detected on the bus.

When resume signaling is detected, the USB controller exits suspend mode and pulls SUSPENDM high. In response, the PHY is taken out
of suspend mode. If the resume interrupt is enabled, an interrupt is generated. The CPU can also force the USB controller to exit suspend
mode by setting the RESUME bit in the power register. When this bit is set, the USB controller exits suspend mode and drives resume
signaling onto the bus. The CPU must clear this bit after 10 ms (a maximum of 15 ms) to end resume signaling.

No resume interrupt is generated when suspend mode is exited by the CPU.
Start of Frame
The USB controller must receive a start-of-frame packet from the host once every millisecond for full speed mode.

When the SOF packet is received, the 11-bit frame number contained in the packet is written into the frame register, and an output pulse,
lasting one USBCTLCLK period, is generated on SOF_PULSE. An SOF interrupt is also generated (if enabled in the INTRUSBE register).

After the USB controller starts to receive SOF packets, it expects one every millisecond. If no SOF packet is received after 1.00358 ms (or
125.125 ps), it is assumed that the packet has been lost, and an SOF_PULSE (together with an SOF interrupt, if enabled) is still generated
but the frame register is not updated. The USB controller continues to generate a SOF_PULSE every millisecond and resynchronizes
these pulses to the received SOF packets when these packets are successfully received again.

USB Reset
When a reset condition is detected on the USB, the device performs the following actions:

e Set FADDRto 0.

e Setindexto 0.

e  Flush all endpoint FIFOs.

e  Clear all control/status registers.
e  Enable all endpoint interrupts.
e Generate a reset interrupt.

USB Wake-Up

The USB controller can wake up the system from all low power modes. In the case of the CORE_SLEEP mode, interrupts from the USB
and the USB DMA can wake up the core directly provided that the corresponding USB interrupts are enabled in the core. To wake the
system up from SYS_SLEEP or hibernate, wake up logic must be activated by writing to the EI2CFG register. Refer to the System
Interrupts and Exceptions section for more details.

PROGRAMMING SCHEME

This section describes the actions that the device controlling the USB controller must perform, as well as various aspects of the operation
of the USB controller.

USB Interrupt Handling

When the CPU is interrupted with a USB interrupt, it must read the interrupt status register to determine which endpoint(s) caused the
interrupt so that it can begin the appropriate interrupt service routine. If multiple endpoints have caused the interrupt, Endpoint 0 is
serviced first, followed by the other endpoints.

A flowchart for the USB interrupt service routine is shown in Figure 68.
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Figure 68. USB Interrupt Service Routine
DMA Controller
The USB DMA master controller supports two DMA modes: DMA Mode 0 and DMA Mode 1.

In addition, the controller can be programmed to conduct transfers on the AHB bus using INCR4, INCRS, and INCR16 4-/8-/16-beat
incrementing bursts rather than bursts of an unspecified length.

When operating in DMA Mode 0, the DMA controller can only be programmed to load/unload one packet; therefore, processor
intervention is required for each packet transferred over the USB. This mode can be used with any endpoint, whether it uses control, bulk,
isochronous, or interrupt transactions (that is, including Endpoint 0).

When operating in DMA Mode 1, the DMA controller can be programmed to load/unload a complete bulk transfer (which can be many
packets). After setup, the DMA controller loads/unloads all packets of the transfer, interrupting the processor only when the transfer has
completed. DMA Mode 1 can only be used with endpoints that use bulk transactions.

Each channel can be independently programmed for the selected operating mode.
DMA Registers

The DMA controller has one interrupt register that indicates which channels have a pending interrupt and a set of three control registers
for each configured channel. These registers are described in detail in Table 285 to Table 291.
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Bus Errors

If a bus error occurs while the DMA controller is accessing memory on the AHB, the DMA controller immediately terminates the DMA
transfer and interrupts the processor with the bus error (ERR) bit of the DMA_CNLXx register set.

Note that the generation of this interrupt is not affected by the setting of the interrupt enable (IE) bit in the DMA_CNLx register. The
interrupt is still generated when the IE bit in the DMA_CNLx register = 0.

Transferring Packets

Use of the built-in DMA controller to access the USB controller FIFOs requires both the DMA controller and the endpoint to be
appropriately programmed. Many variations are possible. The following sections details the standard setups used for the basic actions of
transferring individual packets and multiple packets.

INDIVIDUAL PACKET: RX ENDPOINT
The transfer of individual packets is usually carried out using DMA Mode 0.
For this, the USB controller Rx endpoint must be programmed as follows:

o  Set the relevant interrupt enable bit in the INTRRXE register to 1.
o  Set the DMAREQEN bit (D13) of the appropriate RXCSR register to 0. Note that there is no need to set the USB controller to
support DMA for this operation.

When a packet has been received by the USB controller, it generates the appropriate endpoint interrupt. The processor must then
program the selected channel of the DMA controller as follows:

e FADDR: memory address to store packet
e COUNT: size of packet (determined by reading the RXCNTx register)
e CNTL: DMA enable (D0) = 1; direction (D1) = 0; DMA mode (D2) = 0; interrupt enable (D3) = 1; required burst mode (D10 to D9)

The DMA controller then requests the bus mastership and transfers the packet to memory. When it has completed the transfer, it
generates a DMA interrupt. The processor must then clear the RXPKTRDY bit in the RXCSR register.

INDIVIDUAL PACKET: TX ENDPOINT
To carry out this operation using DMA Mode 0, a Tx endpoint must be programmed as follows:

o Set the relevant interrupt enable bit in the INTRTXE register to 1.
o  Set the DMAREQEN bit (D12) of the appropriate TXCSR register to 0. Note that there is no need to set the USB controller to use
DMA for this operation.

When the FIFO in the USB controller becomes available, the USB controller interrupts the processor with the appropriate Tx endpoint
interrupt. The processor then programs the DMA controller as follows:

e  FADDR: memory address of packet to send
e  COUNT: size of packet to be sent
e CNTL: DMA enable (DO0) = 1; direction (D1) = 1; DMA mode (D2) = 0; interrupt enable (D3) = 1; required burst mode (D10 to D9)

The DMA controller then requests the bus mastership and transfers the packet to the USB controller FIFO. When it has completed the
transfer, it generates a DMA interrupt. The processor then sets the TXPKTRDY bit in the TXCSR register.

MULTIPLE PACKETS: RX ENDPOINT
The transfer of multiple packets is usually carried out using DMA Mode 1.
Where multiple packets are to be received using DMA Mode 1, the DMA controller must be programmed as follows:

e FADDR: memory address of the buffer in which to store transfer.
e  COUNT: maximum size of data buffer.
e CNTL: DMA enable (DO0) = 1; direction (D1) = 0; DMA mode (D2) = 1; interrupt enable (D3) = 1; required burst mode (D10 to D9).

The Rx endpoint must be programmed as follows:

e Set the relevant interrupt enable bit in the INTRRXE register to 1.
e  Setthe AUTOCLR (D15), DMAREQEN (D13), and DMAREQMODE (D11) bits of the appropriate RXCSR register to 1.
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As each packet is received by the USB controller, the DMA controller requests the bus mastership and transfers the packet to memory.
With AUTOCLR set, the USB controller automatically clears the RXPKTRDY bit.

This process continues automatically until the USB controller receives a short packet (one of less than the maximum packet size for the
endpoint), signifying the end of the transfer. The short packet is not transferred by the DMA controller; instead, the USB controller interrupts
the processor by generating the appropriate endpoint interrupt. The processor can then read the USB controller RXCNT register to see
the size of the short packet and either unload it manually or reprogram the DMA controller in Mode 0 to unload the packet.

The DMA controller FADDR register was incremented as the packets were unloaded; therefore, the processor can determine the size of
the transfer by comparing the current value of FADDR against the start address of the memory buffer.

Note that if the size of the transfer exceeds the data buffer size, the DMA controller stops unloading the FIFO and interrupts the
processor via the DMA interrupt line.

MULTIPLE PACKETS: TX ENDPOINT
To carry out this operation using DMA Mode 1, the DMA controller must be programmed as follows:

e FADDR: memory address of data block to send.
e  COUNT: size of data block.
e CNTL: DMA enable (DO0) = 1; direction (D1) = 1; DMA mode (D2) = 1; interrupt enable (D3) = 1; required burst mode (D10 to D9).

The Tx endpoint must be programmed as follows:

o Set the relevant interrupt enable bit in the INTRTXE register to 1 (simply so that errors can be detected).
e  Setthe AUTOSET (D15), DMAREQEN (D12), and DMAREQMODE (D10) bits of the appropriate TXCSR register to 1.

When the FIFO in the USB controller becomes available, the DMA controller requests the bus mastership and transfers a packet to the
FIFO. With AUTOSET set, the USB controller automatically sets the TXPKTRDY bit. This process continues until the entire data block
has been transferred to the USB controller. The DMA controller then interrupts the processor by asserting the DMA interrupt line. If the
last packet to be loaded was less than the maximum packet size for the endpoint, the TXPKTRDY bit is not set for this packet. The
processor therefore responds to the DMA interrupt by setting the TXPKTRDY bit to allow the last short packet to be sent. If the last
packet to be loaded was of the maximum packet size, the action to take depends on whether the transfer is under the control of an
application, such as the mass storage software on a Windows® system that keeps count of the individual packets sent. If the transfer is not
under such control, the processor still responds to the DMA interrupt by setting the TXPKTRDY bit. This has the effect of sending a null
packet for the receiving software to interpret, indicating the end of the transfer.

USB REGULATOR

The USB regulator takes the 5 V Vius voltage input and regulates it to the Vuss supply.

The Vuss supply only supplies the USB PHY; it cannot be used to supply any other section of ADuC M350.
Block Diagram

DEVICE BOUNDARY
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Q FROM USB
' SOCKET
1
O
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| DECOUPLING
1
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TRANSCEIVER |
1
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Figure 69. Regulator Block Diagram

USB REGISTER EXCEPTIONS
Only DEVCTL[4:3] = 00 and DEVCTL[4:3] = 11 are valid. The combinations DEVCTL[4:3] = 01 and DEVCTL[4:3] = 10 are reserved.
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FULL SPEED USB DEVICE CONTROLLER (FSUSB) MEMORY MAPPED REGISTERS

FSUSB Register Map
Table 231. FSUSB Register Summary

Address Name Description Reset RW
0x400A0000 | FADDR Device address 0x00 R/W
0x400A0001 | POWER Power and device control 0x20 R/W
0x400A0002 | INTRTX Transmit interrupt 0x0000 R/NW
0x400A0004 | INTRRX Receive interrupts 0x0000 R/NW
0x400A0006 | INTRTXE Transmit interrupt enable 0x000F R/W
0x400A0008 | INTRRXE Receive interrupt enable 0x000E R/W
0x400A000A | INTRUSB USB interrupts 0x00 R/NW
0x400A000B | INTRUSBE USB interrupt enable 0x06 R/W
0x400A000C | FRAME Frame number 0x0000 R/NW
0x400A000E | INDEX Index register for selecting the endpoint status and control registers 0x00 R/W
0x400A000F | TESTMODE Enables USB 2.0 Test Modes 0x00 R/W
0x400A0010 | TXMAXP Transmit maximum packet length with Index 1 to Index 3 0x0000 R/W
0x400A0012 | CSRO Transmit configuration and status with Index 1 to Index 3 0x0000 R/W
0x400A0012 | TXCSR Control status register of EPO when index register set to 0 0x0000 R/W
0x400A0014 | RXMAXP Maximum packet size for Rx endpoint with Index 1 to Index 3 0x0000 R/W
0x400A0016 | RXCSR Control status register for Rx endpoint with Index 1 to Index 3 0x0000 R/W
0x400A0018 | CNTO Number of received bytes for Endpoint 0 when Index Register Set to 0 0x0000 R/NW
0x400A0018 | RXCNT Number of byte received with Index 1 to Index 3 0x0000 R/NW
0x400A001F | CFGDATA Configuration information when index register set to 0 0x02 R/NW
0x400A001F | FIFOSIZE Tx/Rx FIFO size of endpoint with Index 1 to Index 3 0x00 R/NW
0x400A0020 | FIFOO FIFO data for Endpoint n 0x0000000X R/W
0x400A0024 | FIFO1 FIFO data for Endpoint 1 OXXXXXXXXX | RW
0x400A0028 | FIFO2 FIFO data for Endpoint 2 OXXXXXXXXX | RW
0x400A002C | FIFO3 FIFO data for Endpoint 3 OXXXXXXXXX | RW
0x400A0060 | DEVCTL Device control 0x80 R/W
0x400A0061 | MISC Miscellaneous 0x00 RW
0x400A006C | HWVERS Hardware version 0x0800 R/NW
0x400A0078 | EPINFO Endpoint info 0x33 R/NW
0x400A0079 | RAMINFO Ram information 0x29 R/NW
0x400A007A | LINKINFO Programmable delay values 0x5C R/W
0x400A007D | FS_EOF1 Time buffer available on full-speed transaction 0x77 R/W
0x400A007F | SOFT_RST Software reset 0x00 R/W
0x400A0102 | CSRO Control status register for Endpoint 0 0x0000 R/W
0x400A0108 | CNTO Number of received bytes for Endpoint 0 0x0000 R/NW
0x400A010F | CFGDATA Configuration information for Endpoint 0 0x02 R/NW
0x400A0110 | TXMAXP1 Maximum packet size for Tx Endpoint 1 0x0000 R/W
0x400A0112 | TXCSR1 Control status register for Tx Endpoint 1 0x0000 R/W
0x400A0114 | RXMAXP1 Maximum packet size for Rx Endpoint 1 0x0000 R/W
0x400A0116 | RXCSR1 Control status register for Rx Endpoint 1 0x0000 R/W
0x400A0118 | RXCNT1 Number of byte received for Rx Endpoint 1 0x0000 R/NW
0x400A011F | FIFOSIZE1 Tx/Rx FIFO size for Endpoint 1 O0xXX R/NW
0x400A0120 | TXMAXP2 Maximum packet size for Tx Endpoint 2 0x0000 R/W
0x400A0122 | TXCSR2 Control status register for Tx Endpoint 2 0x0000 R/W
0x400A0124 | RXMAXP2 Maximum packet size for Rx Endpoint 2 0x0000 R/W
0x400A0126 | RXCSR2 Control status register for Rx Endpoint 2 0x0000 R/W
0x400A0128 | RXCNT2 Number of byte received for Rx Endpoint 2 0x0000 R/NW
0x400A012F | FIFOSIZE2 Tx/Rx FIFO size for Endpoint 2 0xXX R/NW
0x400A0130 | TXMAXP3 Maximum packet size for Tx Endpoint 3 0x0000 R/W
0x400A0132 | TXCSR3 Control status register for Tx Endpoint 3 0x0000 R/W
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Address Name Description Reset RW
0x400A0134 | RXMAXP3 Maximum packet size for Rx Endpoint 3 0x0000 R/W
0x400A0136 | RXCSR3 Control status register for Rx Endpoint 3 0x0000 R/W
0x400A0138 | RXCNT3 Number of byte received for Rx Endpoint 3 0x0000 R/NW
0x400A013F | FIFOSIZE3 Tx/Rx FIFO size for Endpoint 3 O0xXX R/NW
0x400A0200 | DMA_IRQ DMA interrupt register 0x00 R/NW
0x400A0204 | DMA_CTLO DMA control for Channel n 0x0000 R/W
0x400A0208 | DMA_ADDRO DMA address for Channel n 0x00000000 R/WE
0x400A020C | DMA_CNTO DMA count for Channel n 0x00000000 | R/W
0x400A0214 | DMA_CTL1 DMA control for Channel 1 0x0000 RW
0x400A0218 | DMA_ADDR1 DMA address for Channel 1 0x00000000 RW
0x400A021C | DMA_CNT1 DMA count for Channel 1 0x00000000 RW
0x400A0340 | RXDPKTBUFDIS Rx double packet buffer disable for Endpoint 1 to Endpoint 3 0x0000 R/W
0x400A0342 | TXDPKTBUFDIS Tx double packet buffer disable for Endpoint 1 to Endpoint 3 0x0000 R/W
0x400A0344 | CT_UCH Chirp timeout 0x4074 R/W
0x400A0360 | LPM_ATTR LPM attribute 0x0000 R/W
0x400A0362 | LPM_CTL LPM control 0x00 R/W
0x400A0363 | LPM_IEN LPM interrupt enable 0x00 R/W
0x400A0364 | LPM_IRQ LPM interrupt 0x00 R/W
0x400A0397 | RESERVED Reserved.

0x400A039C | USBPHYCTL USB PHY control 0x0000 R/W
0x400A039E | USBPHYSTAT USB PHY status 0x00XX R/NW
0x400A03B0 | RAM_ADDR RAM address 0x00000000 R/W
0x400A03B4 | RAM_DATA RAM data 0x0000000X R/W

Device Address Register
Address: 0x400A0000, Reset: 0x00, Name: FADDR

FADDR is an 8-bit register that is written with the 7-bit address of the peripheral part of the transaction.

This register is written with the address received through a SET_ADDRESS command, which is then used for decoding the function

address in subsequent token packets.

Table 232. Bit Descriptions for FADDR

Bits | Bit Name Description Reset | Access
7 RESERVED Reserved. 0x0 R/W
[6:0] | FUNCADDR | The function address. This register is reset by an USB reset. 0x0 R/W
Power and Device Control Register
Address: 0x400A 0001, Reset: 0x20, Name: POWER
POWER is an 8-bit register that is used for controlling suspend and resume signaling, and some basic operational aspects.
Table 233. Bit Descriptions for POWER
Bits | Bit Name Description Reset | Access
7 ISOUPDT ISO update. This bit is used to delay sending isochronous packets until SOF is received after 0x0 R/W
TXPKTRDY is set. If an IN token is received before a SOF token, a zero length data packet is sent.
6 SOFTCONN | Enable the D+ termination resistors. The Dz lines default to disconnected. Setting this bit 0x0 R/W
enables the D+ termination resistors. This bit is automatically set when the SESSION bit in
DEVCTL is written with 1.
0: disable the D+ termination resistors.
1: enable the D+ termination resistors.
5 RESERVED Reserved. 0x1 R/NW
4 RESERVED Reserved. 0x0 R/NW
3 RESET Reset. This bit indicates reset has been detected on the USB bus. This bit is read only. 0x0 R/NW
2 RESUME Assert resume signaling. This bit causes the controller to assert resume signaling. The CPU 0x0 R/W
clears this bit after 10 ms to 15 ms.
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Bits | Bit Name Description Reset | Access

1 SUSPEND Suspend mode. This bit is set upon entry to suspend mode and cleared when the CPU reads 0x0 R/W
the interrupt register. This bit is automatically cleared if the resume bit is set.

0 SUSEN Enable UTMI SUSPENDM output. Setting this bit enables the UTMI SUSPENDM output. 0x0 R/W

Transmit Interrupt Register

Address: 0x400A 0002, Reset: 0x0000, Name: INTRTX

INTRTX is a 16-bit read only register that indicates which interrupts are currently active for Endpoint 0 and the Tx Endpoint 1 to
Endpoint 3. Note that all active interrupts are cleared when this register is read.

Table 234. Bit Descriptions for INTRTX

Bits Bit Name

Description

Reset

Access

[15:4] | RESERVED

Reserved.

0x0

R

3 EP3_TX

Tx Endpoint 3 interrupt status.
0: interrupt inactive.
1:interrupt active.

0x0

RC

2 EP2_TX

Tx Endpoint 2 interrupt status.
0: interrupt inactive.
1: interrupt active.

0x0

RC

1 EP1_TX

Tx Endpoint 1 interrupt status.
0: interrupt inactive.
1: interrupt active.

0x0

RC

0 EPO

Endpoint 0 interrupt status.
0: interrupt inactive.
1:interrupt active.

0x0

RC

Receive Interrupts Register

Address: 0x400A 0004, Reset: 0x0000, Name: INTRRX

INTRRX is a 16-bit read-only register that indicates which of the interrupts for Rx Endpoint 1 to Endpoint 3 are currently active. Note
that all active interrupts are cleared when this register is read.

Table 235. Bit Descriptions for INTRRX

Bits Bit Name | Description Reset | Access
[15:4] | RESERVED | Reserved. 0x0 R
3 EP3_RX RX Endpoint 3 interrupt status. 0x0 RC
0: interrupt inactive.
1:interrupt active.
2 EP2_RX RX Endpoint 2 interrupt status. 0x0 RC
0: interrupt inactive.
1:interrupt active.
1 EP1_RX RX Endpoint 1 interrupt status. 0x0 RC
0: interrupt inactive.
1: interrupt active.
0 RESERVED | Reserved. 0x0 R
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Transmit Interrupt Enable Register
Address: 0x400A 0006, Reset: 0x000F, Name: INTRTXE

This register enables the corresponding endpoint transmit interrupt.

This register is reset by a USB reset.

Table 236. Bit Descriptions for INTRTXE

Bits Bit Name | Description Reset | Access
[15:4] | RESERVED | Reserved. 0x0 R/NW
3 EP3_TXE Tx interrupt enable for Endpoint 3. Ox1 R/W

0: interrupt not enabled.
1:interrupt enabled.

2 EP2_TXE Tx interrupt enable for Endpoint 2. Ox1 R/W
0: interrupt not enabled.
1:interrupt enabled.

1 EP1_TXE Tx interrupt enable for Endpoint 1. 0x1 R/W
0: interrupt not enabled.
1:interrupt enabled.

0 EPOE Interrupt enable for Endpoint 0. 0x1 R/W
0: interrupt not enabled.
1:interrupt enabled.

Receive Interrupt Enable Register
Address: 0x400A0008, Reset: 0x000E, Name: INTRRXE

This register enables the corresponding endpoint receive interrupt.

This register is reset by a USB reset.

Table 237. Bit Descriptions for INTRRXE

Bits Bit Name | Description Reset | Access
[15:4] | RESERVED | Reserved. 0x0 R
3 EP3_RXE Rx interrupt enable for Endpoint 3. Ox1 R/W

0: interrupt not enabled.
1:interrupt enabled.

2 EP2_RXE Rx interrupt enable for Endpoint 2. 0x1 R/W
0: interrupt not enabled.
1:interrupt enabled.

1 EP1_RXE Rx interrupt enable for Endpoint 1. Ox1 R/W
0: interrupt not enabled.
1:interrupt enabled.

0 RESERVED | Reserved. 0x0 R/NW

USB Interrupts Register
Address: 0x400A000A, Reset: 0x00, Name: INTRUSB

INTRUSB is an 8-bit read only register that indicates which USB interrupts are currently active. All active interrupts are cleared when this
register is read.

Table 238. Bit Descriptions for INTRUSB

Bits | Bit Name | Description Reset | Access
[7:6] | RESERVED | Reserved. 0x0 RC/NW
5 DISCON Interrupt status of device disconnect. Set when a session ends. 0x0 RC/NW

0: no disconnection interrupt detected.
1: disconnection interrupt detected.

4 RESERVED | Reserved. 0x0 RC/NW
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Bits | Bit Name | Description Reset | Access
3 SOF Interrupt status of start of frame. Set when a new frame starts. 0x0 RC/NW
0: no start of frame interrupt detected.
1: start of frame interrupt detected.
2 RST Interrupt status of reset detection. This bit is set when reset signaling is detected on the bus. 0x0 RC/NW
0: no reset interrupt detected.
1: reset interrupt detected.
1 RESUME Interrupt status of resume signaling detection. Set when resume signaling is detected on the 0x0 RC/NW
bus while in suspend mode.
0: no resume interrupt detected.
1: resume interrupt detected.
0 SUSPEND | Interrupt status of suspend signaling detection. Set when suspend signaling is detected on the bus. | 0x0 RC/NW
0: no suspend interrupt detected.
1: suspend interrupt detected.
USB Interrupt Enable Register
Address: 0x400A000B, Reset: 0x06, Name: INTRUSBE
INTRUSBE is an 8-bit register that provides interrupt enable bits for each of the interrupts in INTRUSB.
Table 239. Bit Descriptions for INTRUSBE
Bits | Bit Name | Description Reset | Access
[7:6] | RESERVED | Reserved. 0x0 R/NW
5 DISCON Enable disconnection detection interrupt. 0x0 R/W
0: disconnection detection interrupt not enabled.
1: disconnection detection interrupt enabled.
RESERVED | Reserved. 0x0 R/NW
3 SOF Enable start of frame detection interrupt. 0x0 R/W
0: start of frame detection interrupt not enabled.
1: start of frame detection interrupt enabled.
2 RST Enable reset detection interrupt. Ox1 R/W
0: reset detection interrupt not enabled.
1: reset detection interrupt enabled.
1 RESUME Enable resume detection interrupt. 0x1 R/W
0: resume detection interrupt not enabled.
1: resume detection interrupt enabled.
0 SUSPEND | Enable suspend detection interrupt. 0x0 R/W
0: suspend detection interrupt not enabled.
1: suspend detection interrupt enabled.
Frame Number Register
Address: 0x400A000C, Reset: 0x0000, Name: FRAME
Frame is a 16-bit read only register that holds the last received frame number.
Table 240. Bit Descriptions for FRAME
Bits Bit Name Description Reset | Access
[15:11] | RESERVED Reserved. 0x0 R/W
[10:0] FRAME_NUMBER | Frame number. This field holds the current frame number. This field is reset by a USB 0x0 R/NW

reset.
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Index Register for Selecting the Endpoint Status and Control Registers
Address: 0x400A000E, Reset: 0x00, Name: INDEX

Each Tx endpoint and each Rx endpoint have their own set of control/status registers located between 400A0100h and 400A01FFh. In
addition, one set of Tx control/status registers and one set of Rx control/status registers appear at 400A0010h to 400A0019h. Index is a
4-Dbit register that determines which endpoint control/status registers are accessed.

Before accessing the control/status registers of an endpoint at 400A0010h to 400A0019h, the endpoint number must be written to the
index register to ensure that the correct control/status registers appear in the memory map.

Table 241. Bit Descriptions for INDEX

Bits | Bit Name | Description Reset Access
[7:4] | RESERVED | Reserved. 0x0 R/W
[3:0] | INDEX Select endpoint. Currently selected endpoint. Valid values for this register are 0 to 3. 0x0 R/W

Enables USB 2.0 Test Modes Register
Address: 0x400A000F, Reset: 0x00, Name: TESTMODE
This register is used for the required USB 2.0 test modes by SET FEATURE: TESTMODE command. It is not used in normal operation.

Note: Only one bit can be set at any time.

Table 242. Bit Descriptions for TESTMODE
Bits | Bit Name Description Reset | Access
7 RESERVED Reserved. 0x0 R/W

6 FIFOACCESS | FIFO access. This bit is set to transfer the contents of the Endpoint 0 Tx FIFO into the Endpoint 0 0x0 R/W1A
Rx FIFO. This bit is cleared automatically.

0: no action.

1: FIFO access enabled.
5 FORCEFS Force FS. This bit is set to force the controller into full speed mode when a USB reset is received. 0x0 R/W
0: no action.

1: force the device into full speed mode.
[4:0] | RESERVED Reserved. 0x0 R/W

Transmit Maximum Packet Length with the Index 1 to Index 3 Register
Address: 0x400A0010, Reset: 0x0000, Name: TXMAXP

The TXMAXP register defines the maximum amount of data that can be transferred through the selected TX endpoint in a single
operation. There is a TXMAXP register for each Tx endpoint of 1 to 3 (except Endpoint 0).

Bits[10:0] define (in bytes) the maximum payload transmitted in a single transaction. The value set can be up to 1024 bytes but is subject
to the constraints placed by the USB Specification on packet sizes for bulk, interrupt, and isochronous transfers in full speed operations.

The value written to Bits[10:0] must match the value given in the wMaxPacketSize field of the standard endpoint descriptor for the
associated endpoint. A mismatch can cause unexpected results.

The total amount of data represented by the value written to this register must not exceed the FIFO size for the Tx endpoint, and must not
exceed half the FIFO size if double buffering is required.

If this register is changed after packets have been sent from the endpoint, the Tx endpoint FIFO must be completely flushed (using the
FLUSHFIFO bit in TXCSR register) after writing the new value to this register.

Note that TXMAXP must be set to an even number of bytes for proper interrupt generation in DMA Mode 1.

Table 243. Bit Descriptions for TXMAXP

Bits Bit Name Description Reset Access
[15:11] RESERVED Reserved. 0x0 R/W
[10:0] MAXPAYLOAD Maximum number of bytes that can be transferred per transaction. 0x0 R/W
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Control Status Register of EPO When Index Register Set to 0
Address: 0x400A 0012, Reset: 0x0000, Name: CSRO
CSRO is a 16-bit register that provides control and status bits for Endpoint 0.

Table 244. Bit Descriptions for CSR0

Bits Bit Name Description Reset | Access
[15:9] | RESERVED Reserved. 0x0 R
8 FLUSHFIFO | Flush FIFO.The CPU writes a 1 to this bit to flush the next packet to be transmitted/read from | 0x0 RW

the Endpoint 0 FIFO. The FIFO pointer is reset and the TXPKTRDY/RXPKTRDY bit (Bit 1 and Bit 0) is
cleared. Note that FLUSHFIFO must only be used when TXPKTRDY/RXPKTRDY is set. At other
times, it may cause data to be corrupted.

7 SSETUPEND | Serviced setup end. The CPU writes a 1 to this bit to clear the SETUPEND bit. It is cleared 0x0 RW
automatically.

6 SRXPKTRDY | Serviced RXPKTRDY.The CPU writes a 1 to this bit to clear the RXPKTRDY bit. It is cleared 0x0 RW
automatically.

5 SENDSTALL | Send stall. The CPU writes a 1 to this bit to terminate the current transaction. The STALL 0x0 RW
handshake is transmitted and then this bit is cleared automatically.

4 SETUPEND | Setup end. This bit is set when a control transaction ends before the DATAEND bit has been set. | 0x0 RW

An interrupt is generated, and the FIFO is flushed at this time. The bit is cleared by the CPU
writing a 1 to the SSETUPEND bit.

3 DATAEND Data end. The CPU sets this bit when setting TXPKTRDY for the last data packet, when 0x0 RW
clearing RXPKTRDY after unloading the last data packet, or when setting TXPKTRDY for a zero
length data packet. It is cleared automatically.

2 SENTSTALL | Sent stall. This bit is set when a STALL handshake is transmitted. The CPU must clear this bit. 0x0 RW
1 TXPKTRDY | Tx packet ready. The CPU sets this bit after loading a data packet into the FIFO. It is cleared 0x0 RW
automatically when a data packet has been transmitted. An interrupt is also generated at this
point (if enabled).

0 RXPKTRDY Rx packet ready. This bit is set when a data packet has been received. An interrupt is 0x0 RW
generated when this bit is set. The CPU clears this bit by setting the SRXPKTRDY bit.

Transmit Configuration and Status with the Index 1 to Index 3 Register
Address: 0x400A0012, Reset: 0x0000, Name: TXCSR

TXCSR is a 16-bit register that provides control and status bits for transfers through the currently selected Tx endpoint. There is a TXCSR register
for each configured Tx Endpoint 1 to Endpoint 3 (not including Endpoint 0).

Table 245. Bit Descriptions for TXCSR
Bits | Bit Name Description Reset | Access

15 AUTOSET If this bit is set, TXPKTRDY is automatically set when the maximum data packet size 0x0 RW
TXMAXP is loaded into the Tx FIFO. TXMAXP must be a word (4-byte) multiple. If a packet
less than the maximum packet size is loaded, the TXPKTRDY bit must be set manually.

14 ISO This bit must be set to enable the TX endpoint for isochronous transfers. This bit must be 0x0 RW
clear for bulk or interrupt endpoints.

13 RESERVED Reserved. 0x0 R

12 DMAREQEN Set this bit to enable DMA requests for this Tx endpoint. 0x0 RW

11 FRCDATATGL Set this bit to force the endpoint data toggle to switch and the data packet to be cleared 0x0 RW
from the FIFO, regardless of whether an acknowledge was received. This can be used by
interrupt Tx endpoints that are used to communicate rate feedback for isochronous
endpoints.

10 DMAREQMODE | Set this bit to select DMA Request Mode 1, or clear this bit to select DMA Request Mode 0. 0x0 RW
This bit must not be cleared the cycle before or the same cycle that DMAREQEN is cleared.
In DMA Request Mode 0, the DMA is programmed to load one packet at a time. Processor
intervention is required for each packet. DMA Request Mode 1 can be used with bulk
endpoints to transmit multiple packets without CPU intervention. This bit must not be
cleared either before or in the same cycle as the DMAREQEN bit is cleared.

[9:7] | RESERVED Reserved. 0x0 R
6 CLRDATATGL The CPU writes a 1 to this bit to reset the endpoint data toggle to 0. 0x0 RW
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Bits | Bit Name Description Reset | Access
5 SENTSTALL This bit is set when a STALL handshake is transmitted. The FIFO is flushed and the 0x0 RW
TXPKTRDY bit is cleared. The CPU must clear this bit.
4 SENDSTALL The CPU writes a 1 to this bit to issue a STALL handshake to an IN token. The CPU clears this | 0x0 RW
bit to terminate the STALL condition. This bit has no effect for isochronous transfers.
3 FLUSHFIFO The CPU writes a 1 to this bit to flush the latest packet from the endpoint Tx FIFO. The FIFO | 0x0 RW

pointer is reset, the TXPKTRDY bit is cleared, and an interrupt is generated. This bit can be
set simultaneously with TXPKTRDY to abort the packet that is currently being loaded into
the FIFO. FLUSHFIFO must only be used when the TXPKTRDY is set. At other times, it can
cause data to be corrupted. Also, note that if the FIFO is double buffered, FLUSHFIFO may
need to be set twice to completely clear the FIFO.

2 URUNERR This bit is set if an IN token is received when TXPKTRDY is not set. The CPU must clear this bit. | 0x0 RW

1 NEFIFO This bit is set when there is at least one packet in the Tx FIFO. 0x0 RW

Maximum Packet Size for Rx Endpoint with Index 1 to Index 3 Register
Address: 0x400A0014, Reset: 0x0000, Name: RXMAXP

The RXMAXP register defines the maximum amount of data that can be transferred through the selected Rx endpoint in a single
operation. There is an RXMAXP register for each Rx Endpoint 1to Rx Endpoint 3 (except Endpoint 0).

Bits[10:0] define (in bytes) the maximum payload transmitted in a single transaction. The value set can be up to 1024 bytes but is subject
to the constraints placed by the USB Specification on packet sizes for bulk, interrupt, and isochronous transfers in full speed operations.

The value written to Bits[10:0] must match the value given in the wMaxPacketSize field of the standard endpoint descriptor for the
associated endpoint (see USB Specification Revision 2.0, Chapter 9). A mismatch may cause unexpected results.

The total amount of data represented by the value written to this register must not exceed the FIFO size for the Rx endpoint, and must not
exceed half the FIFO size if double buffering is required.

RXMAXP must be set to an even number of bytes for proper interrupt generation in DMA Mode 1.

Table 246. Bit Descriptions for RXMAXP

Bits Bit Name Description Reset | Access
[15:11] | RESERVED Reserved. 0x0 R/W
[10:0] | MAXPAYLOAD | Maximum number of bytes that may be transferred per transaction. 0x0 R/W
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Control Status Register for Rx Endpoint with Index 1 to Index 3
Address: 0x400A 0016, Reset: 0x0000, Name: RXCSR

RXCSR is a 16-bit register that provides control and status bits for transfers through the currently selected Rx endpoint. There is a RXCSR register
for each configured Rx Endpoint 1to Rx Endpoint 3 (not including Endpoint 0).

Table 247. Bit Descriptions for RXCSR
Bits Bit Name Description Reset | Access
15 AUTOCLR If the CPU sets this bit, then the RXPKTRDY bit is automatically cleared when a packet of 0x0 R/W

RXMAXP bytes has been unloaded from the Rx FIFO. When packets of less than the

maximum packet size are unloaded, RXPKTRDY must be cleared automatically. When

using the DMA to unload the Rx FIFO, data is read from the Rx FIFO in 4-byte chunks
regardless of RXMAXP. Therefore, the RXPKTRDY bit is cleared as follows:

(RXMAXP%4) | Actual Bytes Read Packet Sizes that Clear RXPKTRDY

0 RXMAXP RXMAXP, RXMAXP — 1, RXMAXP — 2, RXMAXP — 3

3 RXMAXP + 1 RXMAXP, RXMAXP — 1, RXMAXP — 2

2 RXMAXP + 2 RXMAXP, RXMAXP — 1

1 RXMAXP + 3 RXMAXP
14 ISO This bit must be set for isochronous transfers and cleared for bulk or interrupt transfers. 0x0 R/W
13 DMAREQEN The CPU must set this bit to enable DMA requests for the Rx endpoint. 0x0 R/W
12 PIDERR For isochronous transactions, this bit indicates a PID error in the received packet. 0x0 R/W
1 DMAREQMODE | The CPU must set this bit to select DMA Request Mode 1 or clear this bit to select DMA 0x0 R/W

Mode 0. In DMA Mode 0, CPU intervention is required for every packet that is received. For
bulk transactions, DMA Mode 1 can be used to transfer multiple RXMAXP packets.

[10:8] | RESERVED Reserved. 0x0 R/W

7 CLRDATATGL If this bit is set, the data toggle bit is cleared. 0x0 R/W

6 SENTSTALL This bit is set when a STALL handshake is transmitted. The CPU must clear this bit. 0x0 R/W

5 SENDSTALL This bit must be set to send a STALL handshake. The CPU clears this bit to terminate the 0x0 R/W
stall condition. This bit has no effect for isochronous transfers.

4 FLUSHFIFO The CPU must write a 1 to this bit to flush the next packet to be read from the endpoint Rx | 0x0 R/W

FIFO.The FIFO pointer is cleared and the RXPKTRDY bit is cleared. FLUSHFIFO must only
be used when RXPKTRDY is set. At other times, it may cause data to be corrupted. If the
FIFO is double buffered, this bit may need to be set twice to completely clear the FIFO.

3 DATAERR In ISO mode, this bit is set when RXPKTRDY is set if the data packet has a CRC or bit stuff 0x0 R/W
error. It is cleared when RXPKTRDY is cleared. This bit is always zero for bulk endpoints.
2 ORUNERR Overrun error. This bit is set if an OUT packet cannot be loaded into the Rx FIFO. The CPU 0x0 R/W

must clear this bit. This bit is only valid when the endpoint is operating in ISO mode. In
bulk mode, this bit always returns zero.

1 FIFOFULL This bit is set when no more packets can be loaded into the Rx FIFO. 0x0 R/W

0 RXPKTRDY This bit is set when a data packet has been received. The CPU must clear this bit when the | 0x0 R/W
packet has been unloaded from the Rx FIFO. An interrupt is generated when this bit is set.

Number of Received Bytes for Endpoint 0 When Index Register Set to 0

Address: 0x400A 0018, Reset: 0x0000, Name: CNT0

CNTO is a 7-bit read only register that indicates the number of received data bytes in the Endpoint 0 FIFO. The value returned changes as
the contents of the FIFO change and is only valid while RXPKTRDY (Bit 0 of RXCSR) is set.

Table 248. Bit Descriptions for CNT0

Bits Bit Name Description Reset | Access
[15:7] RESERVED Reserved. 0x0 R
[6:0] CNTO Rx Count 0. 0x0 R
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Number of Byte Received with Index 1 to Index 3 Register

Address: 0x400A 0018, Reset: 0x0000, Name: RXCNT

RXCNT is a 14-bit read only register that holds the number of data bytes in the packet currently in line to be read from the Rx FIFO.
Note that the value returned changes as the FIFO is unloaded and is only valid while RXPKTRDY (Bit 0 of RXCSR) is set.

Table 249. Bit Descriptions for RXCNT

Bits Bit Name | Description Reset Access
[15:14] | RESERVED | Reserved. 0x0 R
[13:0] RXCNT Rx count. 0x0 R

Configuration Information When Index Register Set to 0
Address: 0x400A001F, Reset: 0x02, Name: CFGDATA

CFGDATA is an 8-bit read only register that returns information about the selected core configuration with the index register set to 0.

Table 250. Bit Descriptions for CFGDATA

Bits Bit Name | Description Reset Access
[7:6] RESERVED | Reserved. 0x0 RO/NW
5 BIGEND Big endian configuration. Always 0. Indicates little endian ordering. 0x0 RO/NW
1: big endian configuration.
[4:2] RESERVED | Reserved. 0x0 R1/NW
1 SOFTCON | Soft connect enable. D1 SOFTCON is always 1. Indicates soft connect/disconnect enabled. 0x1 R1/NW
1: Soft connect is enabled.
0 UTMIWID | UTMI data width. Always 0 indicates, 8-bit UTMI data width. 0x0 RO/W
0: 8-bit UTMI data width.
1: 16-bit UTMI data width.

Tx/Rx FIFO Size of Endpoint with Index 1 to Index 3 Register
Address: 0x400A001F, Reset: 0x00, Name: FIFOSIZE

FIFOSIZE is an 8-bit read only register that returns the sizes of the FIFOs associated with the selected additional Tx/Rx endpoints. The
lower nibble encodes the size of the selected Tx endpoint FIFO; the upper nibble encodes the size of the selected Rx endpoint FIFO.
Values of 3 to 13 correspond to a FIFO size of 2" bytes (8 bytes to 8192 bytes).

Note that the register only has this interpretation when the index register is set to select one of Endpoint 1 to Endpoint 3.

e Endpoint 1 Tx 7 (128-byte), Rx 7 (128-byte).
e Endpoint 2 Tx 8 (256-byte), Rx 8 (256-byte).
e  Endpoint 3 Tx 9 (512-byte), Rx 9 (512-byte).

Table 251. Bit Descriptions for FIFOSIZE

Bits Bit Name | Description Reset | Access

[7:4] RXFIFOSZ | Rx FIFO size.Values of 3 to 13 correspond to a FIFO size of 2" bytes (8 bytes to 8192 bytes). A 0x0 R/NW
value of 0 for nonexistent endpoint. OxF if Tx and Rx sharing same FIFO.

[3:0] | TXFIFOSZ | Tx FIFO size.Values of 3 to13 correspond to a FIFO size of 2" bytes (8 bytes to 8192 bytes). A 0x0 R/NW
value of 0 for nonexistent endpoint.
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FIFO Data for Endpoint 0 Register
Address: 0x400A 0020, Reset: 0x0000000X, Name: FIFO0

Table 252. Bit Descriptions for FIFO0

Bits Bit Name Description Reset | Access
[31:0] | FIFO_DATA | Writes to this register go to the endpoint Tx FIFO. Reads from this register come from the Oxx R/W
endpoint Rx FIFO. FIFO access to/from this register can be 32-bit, 16-bit, or 8-bit. The accesses
must be the same size so the data consistently remains byte, half, or word aligned. The last
access can be a different size to complete an odd byte or half word transfer because the
alignment no longer needs to be maintained after the last access.
FIFO Data for Endpoint 1 Register
Address: 0x400A0024, Reset: 0x0000000X, Name: FIFO1
Table 253. Bit Descriptions for FIFO1
Bits Bit Name Description Reset | Access
[31:0] | FIFO_DATA | Writes to this register go to the endpoint Tx FIFO. Reads from this register come from the 0xx R/W
endpoint Rx FIFO. FIFO access to/from this register can be 32-bit, 16-bit, or 8-bit. The accesses
must be the same size so the data consistently remains byte, half, or word aligned. The last
access can be a different size to complete an odd byte or half word transfer because the
alignment no longer needs to be maintained after the last access.
FIFO Data for Endpoint 2 Register
Address: 0x400A0028, Reset: 0x0000000X, Name: FIFO2
Table 254. Bit Descriptions for FIFO2
Bits Bit Name Description Reset | Access
[31:0] | FIFO_DATA | Writes to this register go to the endpoint Tx FIFO. Reads from this register come from the Oxx R/W
endpoint Rx FIFO. FIFO access to/from this register can be 32-bit, 16-bit, or 8-bit. The accesses
must be the same size so the data consistently remains byte, half, or word aligned. The last
access can be a different size to complete an odd byte or half word transfer because the
alignment no longer needs to be maintained after the last access.
FIFO Data for Endpoint 3 Register
Address: 0x400A002C, Reset: 0x0000000X, Name: FIFO3
Table 255. Bit Descriptions for FIFO3
Bits Bit Name Description Reset | Access
[31:0] | FIFO_DATA | Writes to this register go to the endpoint Tx FIFO. Reads from this register come from the Oxx R/W

endpoint Rx FIFO. FIFO access to/from this register can be 32-bit, 16-bit, or 8-bit. The accesses
must be the same size so the data consistently remains byte, half, or word aligned. The last
access can be a different size to complete an odd byte or half word transfer because the
alignment no longer needs to be maintained after the last access.
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Device Control Register

Address: 0x400A 0060, Reset: 0x80, Name: DEVCTL

DEVCTL is an 8-bit register that is for controlling and monitoring the USB VBUS line. If the PHY is suspended no PHY clock
(USBPHYCLK) is received and the VBus is not sampled.

Table 256. Bit Descriptions for DEVCTL

Bits | Bit Name | Description Reset | Access
7 RESERVED | Reserved. 0x1 R/NW
[6:5] | RESERVED | Reserved. 0x0 R/NW
[4:3] | VBUS VBUS level. These read only bits encode the current VBus level as follows:. 0x0 R/NW

00: below session end.
01: reserved.
10: reserved.
11: above VBUSVALID.

[2:1] | RESERVED | Reserved. 0x0 R/NW

0 SESSION This bit is set/cleared by the controller when a session starts/ends. It is also set by the CPU to 0x0 R/W
initiate the session request protocol. When the core is in suspend mode, the bit can be cleared
by the CPU to perform a software disconnect. Clearing this bit when the core is not suspended
results in undefined behavior.

Miscellaneous Register
Address: 0x400A 0061, Reset: 0x00, Name: MISC
This MISC register is an 8-bit register that contains various common configuration bits. These bits include the Rx/Tx early DMA enable bits.

Table 257. Bit Descriptions for MISC

Bits | Bit Name | Description Reset | Access

[7:2] | RESERVED | Reserved. 0x0 R

1 TXEDMA DMA_REQ for all Tx endpoints.

0: DMA_REQ for all Rx endpoints are deasserted when RXMAXP bytes are read to an endpoint.
This is late mode.

1: DMA_REQ for all Rx endpoints are deasserted when RXMAXP — 8 bytes are read from an 0x2 R/W
endpoint. This is early mode.
0 RXEDMA DMA_REQ for all Rx endpoints. 0x0 RW

0: DMA_REQ for all Tx endpoints are deasserted when TXMAXP bytes are written to an endpoint.
This is late mode.

1: DMA_REQ for all Tx endpoints are deasserted when TXMAXP — 8 bytes have been written to
an endpoint. This is early mode.

Hardware Version Register
Address: 0x400A006C, Reset: 0x0800, Name: HWVERS

HWYVERS register is a 16-bit read only register that returns information about the version of the RTL from which the core hardware was
generated, in particular the RTL version number (vxx.yyy).

Table 258. Bit Descriptions for HWVERS

Bits Bit Name | Description Reset | Access
15 RC Release candidate. Set to 1 if RTL used from a release candidate rather than from a full release | 0x0 R/W
of the core.

0: official release version.
1: release candidate.

[14:10] | MAJOR Major version number. Major version number (Range: 0 to 31). 0x2 R/W

[9:0] MINOR Minor version number. Minor version number (Range: 0 to 999). 0x0 R/W
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Endpoint Info Register
Address: 0x400A 0078, Reset: 0x33, Name: EPINFO

This 8-bit read only register allows readback of the number of Tx and Rx endpoints included in the design (except Endpoint 0).

Table 259. Bit Descriptions for EPINFO

Bits | Bit Name | Description Reset | Access

[7:4] | RXEP Number of Rx endpoints excluding EPO. The number of Rx endpoints implemented in the 0x3 R/NW
design.

[3:0] | TXEP Number of Tx endpoints excluding EPO. The number of Tx endpoints implemented in the design. | 0x3 R/NW

RAM Information Register
Address: 0x400A0079, Reset: 0x29, Name: RAMINFO

This 8-bit read only register provides information about the width of the RAM.

Table 260. Bit Descriptions for RAMINFO

Bits Bit Name Description Reset | Access

[7:4] DMACHANS | Number of DMA channels. The number of DMA channels implemented in the design. 0x2 R/NW

[3:0] RAMBITS Number of RAM address bits. The FIFO ram is 32-bits wide. The number of bytes in the FIFO 0x9 R/NW
ram iS 2(RAMBITS+2).

Programmable Delay Values Register
Address: 0x400A007A, Reset: 0x5C, Name: LINKINFO

This 8-bit register allows some delays to be specified.

Table 261. Bit Descriptions for LINKINFO

Bits | Bit Name | Description Reset | Access

[7:4] | WTCON Sets the wait to be applied to allow for the users connect/disconnect filter in units of 533.3 ns. 0x5 R/W
The default settings corresponds to 2.667 ps.

[3:0] | WTID Sets the delay to be applied from IDPULLUP being asserted to IDDIG being considered valid in Oxc R/W
units of 4.3690 ms. The default corresponds to 52.43 ms.

Time Buffer Available on Full-Speed Transaction Register
Address: 0x400A007D, Reset: 0x77, Name: FS_EOF1

This 8-bit register sets the minimum time gap that is to be allowed between the start of the last transaction and the EOF for full speed
transactions.

Table 262. Bit Descriptions for FS_EOF1

Bits | Bit Name Description Reset | Access

[7:0] | FS_EOF1 Sets for full speed transactions the time before EOF to stop beginning new transactions, in units | 0x77 R/W
of 533.3 ns. The default setting corresponds to 63.46 ps.

Software Reset Register
Address: 0x400A007F, Reset: 0x00, Name: SOFT_RST
This 8-bit register asserts the output reset signals NRSTO (reset USB controller logics) and NRSTOX (USB PHY logics). This register is

self clearing.

Table 263. Bit Descriptions for SOFT_RST

Bits | Bit Name Description Reset | Access

[7:2] | RESERVED Reserved. 0x0 R/W

1 RSTX Reset USB PHY logics. This bit resets USB PHY logic in the USBPHYCLK domain. This bit is self 0x0 R/W1A
clearing.

0 RST Reset USB controller logics. This bit resets USB logic in the USBCTLCLK domain. This bit is self 0x0 R/W1A
clearing.
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Control Status Register for Endpoint 0
Address: 0x400A 0102, Reset: 0x0000, Name: CSRO

CSRO is a 16-bit register that provides control and status bits for Endpoint 0.

Table 264. Bit Descriptions for CSR0

Bits Bit Name Description Reset | Access

[15:9] | RESERVED Reserved. 0x0 R/W

8 FLUSHFIFO | Flush FIFO.The CPU writes a 1 to this bit to flush the next packet to be transmitted/read from 0x0 R/W1A
the Endpoint 0 FIFO. The FIFO pointer is reset and the TXPKTRDY/RXPKTRDY bit (Bit 1 and Bit 0)
is cleared. Note that FLUSHFIFO must only be used when TXPKTRDY/RXPKTRDY is set. At other
times, it may cause data to be corrupted.

7 SSETUPEND | Serviced setup end. The CPU writes a 1 to this bit to clear the SETUPEND bit. It is cleared 0x0 R/W1A
automatically.

6 SRXPKTRDY | Serviced RXPKTRDY. The CPU writes a 1 to this bit to clear the RXPKTRDY bit. It is cleared 0x0 R/W1A
automatically.

5 SENDSTALL | Send stall. The CPU writes a 1 to this bit to terminate the current transaction. The STALL 0x0 R/W1A
handshake is transmitted and then this bit is cleared automatically.

4 SETUPEND Setup end. This bit is set when a control transaction ends before the DATAEND bit has been set. 0x0 R/NW
An interrupt is generated and the FIFO flushed at this time. The bit is cleared by the CPU writing
a 1to the SSETUPEND bit.

3 DATAEND Data end. The CPU sets this bit when setting TXPKTRDY for the last data packet, when clearing 0x0 R/W1A
RXPKTRDY after unloading the last data packet, and when setting TXPKTRDY for a zero length
data packet. It is cleared automatically.

2 SENTSTALL | Sent stall. This bit is set when a STALL handshake is transmitted. The CPU clears this bit. 0x0 R/WC

1 TXPKTRDY | Tx packet ready. The CPU sets this bit after loading a data packet into the FIFO. It is cleared 0x0 R/W1A
automatically when a data packet has been transmitted. An interrupt is also generated at this
point (if enabled).

0 RXPKTRDY Rx packet ready. This bit is set when a data packet has been received. An interrupt is generated 0x0 R/NW
when this bit is set. The CPU clears this bit by setting the SRXPKTRDY bit.

Number of Received Bytes for Endpoint 0 Register
Address: 0x400A0108, Reset: 0x0000, Name: CNTO

CNTO is a 7-bit read only register that indicates the number of received data bytes in the Endpoint 0 FIFO. The value returned changes as
the contents of the FIFO change and is only valid while RXPKTRDY (CSR0.DO) is set.

Table 265. Bit Descriptions for CNTO0

Bits Bit Name Description Reset | Access
[15:7] | RESERVED Reserved. 0x0 R/W
[6:0] CNTO Rx Count 0. 0x0 R/NW

Configuration Information for Endpoint 0 Register
Address: 0x400A010F, Reset: 0x02, Name: CFGDATA

CFGDATA is an 8-bit Read-Only register that returns information about the selected core configuration with the Index register set to 0.

Table 266. Bit Descriptions for CFGDATA

Bits | Bit Name Description Reset | Access
[7:6] | RESERVED | Reserved. 0x0 RO/NW
5 BIGEND Big endian configuration. Always 0. Indicates little endian ordering. 0x0 RO/NW
1: big endian configuration.
[4:2] | RESERVED | Reserved. 0x0 R1/NW
1 SOFTCON Soft connect enable. D1 SOFTCON always 1 indicates soft connect/disconnect enabled. 0x1 R1/NW
1: soft connect is enabled.
0 UTMIWID UTMI data width. Always 0 indicates 8-bit UTMI data width. 0x0 RO/W
0: 8-bit UTMI data width.
1: 16-bit UTMI data width.
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Maximum Packet Size for Tx Endpoint 1 Register
Address: 0x400A 0110, Reset: 0x0000, Name: TXMAXP1

The TXMAXP1 register defines the maximum amount of data that can be transferred through the selected Tx endpoint in a single
operation. There is a TXMAXP register for each Tx Endpoint 1 to Endpoint 3 (except Endpoint 0).

Bits[10:0] define (in bytes) the maximum payload transmitted in a single transaction. The value set can be up to 1024 bytes but is subject
to the constraints placed by the USB Specification on packet sizes for bulk, interrupt, and isochronous transfers in full speed operations.

The value written to Bits[10:0] must match the value given in the wMaxPacketSize field of the standard endpoint descriptor for the
associated endpoint (see USB Specification Revision 2.0, Chapter 9). A mismatch can cause unexpected results.

The total amount of data represented by the value written to this register must not exceed the FIFO size for the Tx endpoint, and must not
exceed half the FIFO size if double buffering is required.

If this register is changed after packets have been sent from the endpoint, the Tx endpoint FIFO must be completely flushed (using the
FLUSHFIFO bit in TXCSR1) after writing the new value to this register.

Note that TXMAXP1 must be set to an even number of bytes for proper interrupt generation in DMA Mode 1.

Table 267. Bit Descriptions for TXMAXP1

Bits Bit Name Description Reset | Access
[15:11] RESERVED 0x0 R/W
[10:0] MAXPAYLOAD | Maximum number of bytes that may be transferred per transaction. 0x0 R/W
Control Status Register for Tx Endpoint 1
Address: 0x400A 0112, Reset: 0x0000, Name: TXCSR1
TXCSR is a 16-bit register that provides control and status bits for the Tx endpoint.
Table 268. Bit Descriptions for TXCSR1
Bits Bit Name Description Reset | Access
15 AUTOSET If this bit is set, TXPKTRDY is automatically set when the maximum data packet size 0x0 R/W
TXMAXP1 is loaded into the Tx FIFO. TXMAXP1 must be a word (4-byte) multiple. If a packet
less than the maximum packet size is loaded, the TXPKTRDY bit must be set manually.
14 ISO In peripheral mode, this bit must be set to enable the Tx endpoint for isochronous transfers. | 0x0 R/W
This bit must be clear for bulk or interrupt endpoints.
13 RESERVED Reserved. 0x0 R/W
12 DMAREQEN Set this bit to enable DMA requests for this Tx endpoint. 0x0 R/W
11 FRCDATATGL Set this bit to force the endpoint data toggle to switch and the data packet to be cleared 0x0 R/W
from the FIFO, regardless of whether an acknowledge was received. This can be used by
interrupt Tx endpoints that are used to communicate rate feedback for Isochronous
endpoints.
10 DMAREQMODE | Set this bit to select DMA Request Mode 1, or clear this bit to select DMA Request Mode 0. 0x0 R/W
This bit must not be cleared the cycle before or the same cycle that DMAREQEN is cleared. In
DMA Request Mode 0, the DMA is programmed to load one packet at a time. Processor
intervention is required for each packet. DMA mode 1 can be used with bulk endpoints to
transmit multiple packets without CPU intervention. Note that this bit must not be cleared
either before or in the same cycle as the DMAREQEN bit is cleared.
[9:7] RESERVED Reserved. 0x0 R/W
6 CLRDATATGL The CPU writes a 1 to this bit to reset the endpoint data toggle to 0. 0x0 R/W1A
5 SENTSTALL This bit is set when a STALL handshake is transmitted. The FIFO is flushed and the TXPKTRDY | 0x0 R/W0OC
bit is cleared. The CPU must clear this bit.
4 SENDSTALL In device mode, the CPU writes a 1 to this bit to issue a STALL handshake to an IN token.The | 0x0 R/W
CPU clears this bit to terminate the stall condition. This bit has no effect for isochronous
transfers.
3 FLUSHFIFO The CPU writes a 1 to this bit to flush the latest packet from the endpoint TXFIFO. The FIFO 0x0 R/W1A
pointer is reset, the TXPKTRDY bit is cleared, and an interrupt is generated. This bit can be set
simultaneously with TXPKTRDY to abort the packet that is currently being loaded into the
FIFO. FLUSHFIFO must only be used when the TXPKTRDY is set. At other times, it may cause
data to be corrupted. Also note that if the FIFO is double buffered, FLUSHFIFO may need to
be set twice to completely clear the FIFO.
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Bits Bit Name Description Reset | Access
2 URUNERR This bit must be set if an IN token is received when TXPKTRDY is not set. The CPU must clear | 0x0 R/WOC
this bit.

1 NEFIFO This bit is set when there is at least 1 packet in the Tx FIFO. 0x0 R/NW
0 TXPKTRDY The CPU sets this bit after loading a data packet into the FIFO. It is cleared automatically 0x0 R/W1S
when a data packet has been transmitted. If enabled, an interrupt is also generated.

TXPKTRDY is also automatically cleared prior to loading a second packet into a double
buffered FIFO.

Maximum Packet Size for Rx Endpoint 1 Register
Address: 0x400A0114, Reset: 0x0000, Name: RXMAXP1

The RXMAXP1 register defines the maximum amount of data that can be transferred through the selected Rx endpoint in a single
operation. There is a RXMAXP1 register for each Rx Endpoint 1 to Endpoint 3 (except Endpoint 0).

Bits[10:0] define (in bytes) the maximum payload transmitted in a single transaction. The value set can be up to 1024 bytes but is subject
to the constraints placed by the USB Specification on packet sizes for bulk, interrupt, and isochronous transfers in full speed operations.

The value written to Bits[10:0] must match the value given in the wMaxPacketSize field of the standard endpoint descriptor for the
associated endpoint (see USB Specification Revision 2.0, Chapter 9). A mismatch can cause unexpected results.

The total amount of data represented by the value written to this register must not exceed the FIFO size for the Rx endpoint, and must not
exceed half the FIFO size if double buffering is required.

Note that RXMAXP1 must be set to an even number of bytes for proper interrupt generation in DMA Mode 1.

Table 269. Bit Descriptions for RXMAXP1

Bits Bit Name Description Reset Access
[15:11] RESERVED Reserved. 0x0 R/W
[10:0] MAXPAYLOAD Maximum number of bytes that can be transferred per transaction. 0x0 R/W
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Control Status Register for Rx Endpoint 1
Address: 0x400A 0116, Reset: 0x0000, Name: RXCSR1

RXCSR1 is a 16-bit register that provides control and status bits for transfers through Rx endpoint.

Table 270. Bit Descriptions for RXCSR1

Bits Bit Name Description Reset | Access
15 AUTOCLR If the CPU sets this bit, then the RXPKTRDY bit is automatically cleared when a packet of 0x0 R/W
RXMAXP1 bytes has been unloaded from the Rx FIFO. When packets of less than the maximum
packet size are unloaded, RXPKTRDY must be cleared automatically. When using the DMA
to unload the Rx FIFO, data is read from the Rx FIFO in 4-byte chunks regardless of RXMAXP.
Therefore, RXPKTRDY is cleared as follows:
(RXMAXP1%4) | Actual Bytes Read | Packet Sizes that Clear RXPKTRDY
0 RXMAXP1 RXMAXP1, RXMAXP1 — 1, RXMAXP1 -2,
RXMAXP1 -3
3 RXMAXP1 + 1 RXMAXP1, RXMAXP1 — 1, RXMAXP1 — 2
2 RXMAXP1 + 2 RXMAXP1, RXMAXP1 -1
1 RXMAXP1 + 3 RXMAXP1
14 ISO In peripheral mode, this bit must be set for isochronous transfers and cleared for bulk or 0x0 R/W
interrupt transfers.
13 DMAREQEN The CPU must set this bit to enable DMA requests for the RX endpoint. 0x0 R/W
12 PIDERR For isochronous transactions, this bit indicates a PID error in the received packet. 0x0 R/W
1 DMAREQMODE | The CPU must set this bit to select DMA Request Mode 1 or clear this bit to select DMA 0x0 R/W
Mode 0. In DMA Mode 0, CPU intervention is required for every packet that is received. For
bulk transactions, DMA Mode 1 can be used to transfer multiple RXMAXP1 packets.
[10:8] | RESERVED Reserved. 0x0 R/W
7 CLRDATATGL If this bit is set, the data toggle bit is cleared. 0x0 R/W1A
6 SENTSTALL This bit is set when a STALL handshake is transmitted. The CPU must clear this bit. 0x0 R/WOC
5 SENDSTALL In peripheral mode, this bit must be set to send a STALL handshake. The CPU clears this bit | 0x0 R/W
to terminate the stall condition. This bit has no effect for isochronous transfers.
4 FLUSHFIFO The CPU must write a 1 to this bit to flush the next packet to be read from the endpoint Rx | 0x0 R/W1A
FIFO.The FIFO pointer is cleared and the RXPKTRDY bit is cleared. FLUSHFIFO must only
be used when RXPKTRDY is set. At other times, it may cause data to be corrupted. If the
FIFO is double buffered, this bit may need to be set twice to completely clear the FIFO.
3 DATAERR When in ISO mode, this bit is set when RXPKTRDY is set if the data packet has a CRC or bit 0x0 R/NW
stuff error. It is cleared when RXPKTRDY is cleared. This bit is always zero for bulk
endpoints.
2 ORUNERR Overrun error. In peripheral mode, this bit is set if an OUT packet cannot be loaded into 0x0 R/WOC
the Rx FIFO. The CPU must clear this bit. This bit is only valid when the endpoint is
operating in ISO mode. In bulk mode, this bit always returns zero.
1 FIFOFULL This bit is set when no more packets can be loaded into the Rx FIFO. 0x0 R/NW
0 RXPKTRDY This bit is set when a data packet is received. The CPU must clear this bit when the packet | 0x0 R/WOC

has been unloaded from the Rx FIFO. An interrupt is generated when this bit is set.
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Number of Byte Received for Rx Endpoint 1 Register

Address: 0x400A 0118, Reset: 0x0000, Name: RXCNT1

RXCNT1 is a 14-bit read only register that holds the number of data bytes in the packet currently in line to be read from the Rx FIFO.
Note that the value returned changes as the FIFO is unloaded and is only valid while RXPKTRDY (RxCSR.DO) is set.

Table 271. Bit Descriptions for RXCNT1

Bits Bit Name Description Reset Access

[15:14] RESERVED Reserved. 0x0 R/W

[13:0] EPRXCNT Rx count. For Endpoint 1 to Endpoint 3, this field is 14 bits. For Endpoint 0, this field is 0x0 R/NW
seven bits (Bits[6:0]) because the maximum control packet is 64 bytes.

Tx/Rx FIFO Size for Endpoint 1 Register

Address: 0x400A011F, Reset: 0xXX, Name: FIFOSIZE1

FIFOSIZE] is an 8-bit read only register that returns the sizes of the FIFOs associated with the selected additional Tx/Rx endpoints. The
lower nibble encodes the size of the selected Tx endpoint FIFO; the upper nibble encodes the size of the selected Rx endpoint FIFO.
Values of 3 to 13 correspond to a FIFO size of 2" bytes (8 bytes to 8192 bytes).

e Endpoint 1: Tx 7 (128-byte), Rx 7 (128-byte).

¢  Endpoint 2: Tx 8 (256-byte), Rx 8 (256-byte).

¢ Endpoint 3: Tx 9 (512-byte), Rx 9 (512-byte).

Table 272. Bit Descriptions for FIFOSIZE1

Bits Bit Name Description Reset Access
[7:4] RXFIFOSZ Rx FIFO size. Values of 3 to 13 correspond to a FIFO size of 2" bytes (8 bytes to 8192 bytes). Oxx R/NW
[3:0] TXFIFOSZ Tx FIFO size. Values of 3 to 13 correspond to a FIFO size of 2" bytes (8 bytes to 8192 bytes). Oxx R/NW

Maximum Packet Size for Tx Endpoint 2 Register
Address: 0x400A0120, Reset: 0x0000, Name: TXMAXP2

The TXMAXP2 register defines the maximum amount of data that can be transferred through the selected TX endpoint in a single
operation. There is a TXMAXP2 register for each Tx Endpoint 1 to Endpoint 3 (except Endpoint 0).

Bits[10:0] define (in bytes) the maximum payload transmitted in a single transaction. The value set can be up to 1024 bytes but is subject
to the constraints placed by the USB Specification on packet sizes for bulk, interrupt, and isochronous transfers in full speed operations.

The value written to Bits[10:0] must match the value given in the wMaxPacketSize field of the standard endpoint descriptor for the
associated endpoint (see USB Specification Revision 2.0, Chapter 9). A mismatch can cause unexpected results.

The total amount of data represented by the value written to this register must not exceed the FIFO size for the Tx endpoint, and must not
exceed half of the FIFO size if double buffering is required.

If this register is changed after packets have been sent from the endpoint, the Tx endpoint FIFO must be completely flushed (using the
FLUSHFIFO bit in TXCSR2) after writing the new value to this register.

Note that TXMAXP2 must be set to an even number of bytes for proper interrupt generation in DMA Mode 1.

Table 273. Bit Descriptions for TXMAXP2

Bits Bit Name Description Reset Access
[15:11] RESERVED Reserved. 0x0 R/W
[10:0] MAXPAYLOAD Maximum number of bytes that can be transferred per transaction. 0x0 R/W
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Control Status Register for Tx Endpoint 2
Address: 0x400A 0122, Reset: 0x0000, Name: TXCSR2
TXCSR2 is a 16-bit register that provides control and status bits for the Tx endpoint.

Table 274. Bit Descriptions for TXCSR2

Bits | Bit Name Description Reset | Access
15 AUTOSET If this bit is set, TXPKTRDY is automatically set when the maximum data packet size TXMAXP is | 0x0 R/W
loaded into the Tx FIFO. TXMAXP2 must be a word (4-byte) multiple. If a packet less than
the maximum packet size is loaded, the TXPKTRDY bit must be set manually.
14 ISO In peripheral mode, this bit must be set to enable the Tx endpoint for isochronous transfers. | 0x0 R/W
This bit must be clear for bulk or interrupt endpoints.
13 RESERVED Reserved. 0x0 R/W
12 DMAREQEN Set this bit to enable DMA requests for this Tx endpoint. 0x0 R/W
11 FRCDATATGL Set this bit to force the endpoint data toggle to switch and the data packet to be cleared 0x0 R/W
from the FIFO, regardless of whether an acknowledge was received. This can be used by
interrupt Tx endpoints that are used to communicate rate feedback for isochronous
endpoints.
10 DMAREQMODE | Set this bit to select DMA Request Mode 1, or clear this bit to select DMA Request Mode 0. | 0x0 R/W
This bit must not be cleared the cycle before or the same cycle that DMAREQEN is cleared.
In DMA Request Mode 0, the DMA is programmed to load one packet at a time. Processor
intervention is required for each packet. DMA Request Mode 1 can be used with bulk
endpoints to transmit multiple packets without CPU intervention. Note that this bit must
not be cleared either before or in the same cycle as the DMAREQEN bit is cleared.
[9:7]1 | RESERVED Reserved. 0x0 R/W
6 CLRDATATGL The CPU writes a 1 to this bit to reset the endpoint data toggle to 0. 0x0 R/W1A
5 SENTSTALL This bit is set when a STALL handshake is transmitted. The FIFO is flushed and the 0x0 R/WOC
TXPKTRDY bit is cleared. The CPU must clear this bit.
4 SENDSTALL In device mode, the CPU writes a 1 to this bit to issue a STALL handshake to an IN token. 0x0 R/W
The CPU clears this bit to terminate the stall condition. This bit has no effect for
isochronous transfers.
3 FLUSHFIFO The CPU writes a 1 to this bit to flush the latest packet from the endpoint Tx FIFO. The FIFO | 0x0 R/W1A
pointer is reset, the TXPKTRDY bit is cleared, and an interrupt is generated. This bit may be
set simultaneously with TXPKTRDY to abort the packet that is currently being loaded into
the FIFO. FLUSHFIFO must only be used when the TXPKTRDY is set. At other times, it may
cause data to be corrupted. Also note that if the FIFO is double buffered, FLUSHFIFO may
need to be set twice to completely clear the FIFO.
2 URUNERR This bit is set if an IN token is received when TXPKTRDY is not set. The CPU must clear this bit. 0x0 R/WOC
1 NEFIFO This bit is set when there is at least 1 packet in the Tx FIFO. 0x0 R/NW
0 TXPKTRDY The CPU sets this bit after loading a data packet into the FIFO. It is cleared automatically 0x0 R/W1S

when a data packet has been transmitted. If enabled, an interrupt is also generated.
TXPKTRDY is also automatically cleared prior to loading a second packet into a double
buffered FIFO.
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Maximum Packet Size for Rx Endpoint 2 Register
Address: 0x400A 0124, Reset: 0x0000, Name: RXMAXP2

The RXMAXP2 register defines the maximum amount of data that can be transferred through the selected Rx endpoint in a single
operation. There is an RXMAXP2 register for each Rx Endpoint 1 to Endpoint 3 (except Endpoint 0).

Bits[10:0] define (in bytes) the maximum payload transmitted in a single transaction. The value set can be up to 1024 bytes but is subject
to the constraints placed by the USB Specification on packet sizes for bulk, interrupt, and isochronous transfers in full speed operations.

The value written to Bits[10:0] must match the value given in the wMaxPacketSize field of the standard endpoint descriptor for the
associated endpoint (see USB Specification Revision 2.0, Chapter 9). A mismatch can cause unexpected results.

The total amount of data represented by the value written to this register must not exceed the FIFO size for the Rx endpoint, and must not
exceed half the FIFO size if double buffering is required.

Note that RXMAXP2 must be set to an even number of bytes for proper interrupt generation in DMA Mode 1.

Table 275. Bit Descriptions for RXMAXP2

Bits Bit Name Description Reset Access
[15:11] RESERVED Reserved. 0x0 R/W
[10:0] MAXPAYLOAD Maximum number of bytes that can be transferred per transaction. 0x0 R/W

Control Status Register for Rx Endpoint 2
Address: 0x400A 0126, Reset: 0x0000, Name: RXCSR2

RXCSR?2 is a 16-bit register that provides control and status bits for transfers through Rx endpoint.

Table 276. Bit Descriptions for RXCSR2
Bits Bit Name Description Reset | Access
15 AUTOCLR If the CPU sets this bit, then the RXPKTRDY bit is automatically cleared when a packet of 0x0 R/W

RXMAXP2 bytes has been unloaded from the Rx FIFO. When packets of less than the

maximum packet size are unloaded, RXPKTRDY must be cleared automatically. When

using the DMA to unload the Rx FIFO, data is read from the Rx FIFO in 4-byte chunks
regardless of RXMAXP. Therefore, the RXPKTRDY bit is cleared as follows:

RXMAXP2%4 | Actual BytesRead | Packet Sizes that Clear RXPKTRDY

0 RXMAXP2 RXMAXP2, RXMAXP2 — 1, RXMAXP2 — 2, RXMAXP2 — 3

3 RXMAXP2 + 1 RXMAXP2, RXMAXP2 — 1, RXMAXP2 — 2

2 RXMAXP2 + 2 RXMAXP2, RXMAXP2 — 1

1 RXMAXP2 + 3 RXMAXP2
14 ISO In peripheral mode, this bit must be set for isochronous transfers and cleared for bulk or 0x0 R/W

interrupt transfers.
13 DMAREQEN The CPU must set this bit to enable DMA requests for the Rx endpoint. 0x0 R/W
12 PIDERR For isochronous transactions, this bit indicates a PID error in the received packet. 0x0 R/W
1 DMAREQMODE | The CPU must set this bit to select DMA Request Mode 1 or clear this bit to select DMA 0x0 R/W

Request Mode 0. In DMA Request Mode 0, CPU intervention is required for every packet
that is received. For bulk transactions, DMA Request Mode 1 can be used to transfer
multiple RXMAXP packets.

[10:8] | RESERVED 0x0 R/W

7 CLRDATATGL If this bit is set, the data toggle bit is cleared. 0x0 R/W1A

6 SENTSTALL This bit is set when a STALL handshake is transmitted. The CPU must clear this bit. 0x0 R/WOC

5 SENDSTALL In peripheral mode, this bit must be set to send a STALL handshake. The CPU clears this bit | 0x0 R/W
to terminate the stall condition. This bit has no effect for isochronous transfers.

4 FLUSHFIFO The CPU must write a 1 to this bit to flush the next packet to be read from the endpoint Rx | 0x0 R/W1A

FIFO.The FIFO pointer is cleared and the RXPKTRDY bit is cleared. FLUSHFIFO must only
be used when RXPKTRDY is set. At other times, it can cause data to be corrupted. If the
FIFO is double buffered, this bit may need to be set twice to completely clear the FIFO.
3 DATAERR When in ISO mode, this bit is set when RXPKTRDY is set if the data packet has a CRC or bit 0x0 R/NW
stuff error. It is cleared when RXPKTRDY is cleared. This bit is always zero for bulk
endpoints.
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Bits Bit Name Description Reset | Access

2 ORUNERR Overrun error. In peripheral mode, this bit is set if an OUT packet cannot be loaded into 0x0 R/WOC
the Rx FIFO. The CPU must clear this bit. This bit is only valid when the endpoint is
operating in ISO mode. In bulk mode, this bit always returns zero.

1 FIFOFULL This bit is set when no more packets can be loaded into the Rx FIFO. 0x0 R/NW

0 RXPKTRDY This bit is set when a data packet is received. The CPU must clear this bit when the packet | 0x0 R/WOC
is unloaded from the Rx FIFO. An interrupt is generated when this bit is set.

Number of Byte Received for Rx Endpoint 2 Register

Address: 0x400A 0128, Reset: 0x0000, Name: RXCNT?2

RXCNT?2 is a 14-bit read only register that holds the number of data bytes in the packet currently in line to be read from the Rx FIFO.
Note that the value returned changes as the FIFO is unloaded and is only valid while RXPKTRDY (RxCSR.DO) is set.

Table 277. Bit Descriptions for RXCNT2

Bits Bit Name | Description Reset | Access

[15:14] | RESERVED | Reserved. 0x0 R/W

[13:0] EPRXCNT | Rxcount. For Endpoint 1to Endpoint 3, this field is 14 bits. For Endpoint 0, this field is seven bits 0x0 R/NW
(Bits[6:0]) because the maximum control packet is 64 bytes.

Tx/Rx FIFO Size for Endpoint 2 Register
Address: 0x400A012F, Reset: 0xXX, Name: FIFOSIZE2

FIFOSIZE2 is an 8-bit read only register that returns the sizes of the FIFOs associated with the selected additional Tx/Rx endpoints. The
lower nibble encodes the size of the selected Tx endpoint FIFO; the upper nibble encodes the size of the selected Rx endpoint FIFO.
Values of 3 to 13 correspond to a FIFO size of 2" bytes (8 bytes to 8192 bytes).

e Endpoint 1: Tx 7 (128-byte), Rx 7 (128-byte).
e Endpoint 2: Tx 8 (256-byte), Rx 8 (256-byte).
e Endpoint 3: Tx 9 (512-byte), Rx 9 (512-byte).

Table 278. Bit Descriptions for FIFOSIZE2

Bits Bit Name | Description Reset Access
[7:4] RXFIFOSZ | Rx FIFO size. Values of 3 to 13 correspond to a FIFO size of 2" bytes (8 bytes to 8192 bytes). | 0xx R/NW
[3:01 | TXFIFOSZ | Tx FIFO size.Values of 3 to 13 correspond to a FIFO size of 2" bytes (8 bytes to 8192 bytes). | 0xx R/NW
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Maximum Packet Size for Tx Endpoint 3 Register
Address: 0x400A 0130, Reset: 0x0000, Name: TXMAXP3

The TXMAXP3 register defines the maximum amount of data that can be transferred through the selected Tx endpoint in a single
operation. There is a TXMAXP3 register for each Tx Endpoint 1 to Endpoint 3 (except Endpoint 0).

Bits[10:0] define (in bytes) the maximum payload transmitted in a single transaction. The value set can be up to 1024 bytes but is subject
to the constraints placed by the USB Specification on packet sizes for bulk, interrupt, and isochronous transfers in full speed operations.

The value written to Bits[10:0] must match the value given in the wMaxPacketSize field of the standard endpoint descriptor for the
associated endpoint (see USB Specification Revision 2.0, Chapter 9). A mismatch can cause unexpected results.

The total amount of data represented by the value written to this register must not exceed the FIFO size for the Tx endpoint, and must not
exceed half the FIFO size if double buffering is required.

If this register is changed after packets have been sent from the endpoint, the Tx endpoint FIFO must be completely flushed (using the
FLUSHFIFO bit in TXCSR3) after writing the new value to this register.

Note that TXMAXP3 must be set to an even number of bytes for proper interrupt generation in DMA Mode 1.

Table 279. Bit Descriptions for TXMAXP3

Bits Bit Name Description Reset | Access
[15:11] | RESERVED Reserved. 0x0 R/W
[10:0] | MAXPAYLOAD | Maximum number of bytes that can be transferred per transaction. 0x0 R/W
Control Status Register for Tx Endpoint 3
Address: 0x400A 0132, Reset: 0x0000, Name: TXCSR3
TXCSR3 is a 16-bit register that provides control and status bits for the Tx endpoint.
Table 280. Bit Descriptions for TXCSR3
Bits | Bit Name Description Reset | Access
15 AUTOSET If this bit is set, TXPKTRDY is automatically set when the maximum data packet size TXMAXP3is | 0x0 R/W
loaded into the Tx FIFO. TXMAXP3 must be a word (4-byte) multiple. If a packet less than
the maximum packet size is loaded, the TXPKTRDY bit must be set manually.
14 ISO In peripheral mode, this bit must be set to enable the Tx endpoint for isochronous transfers. | 0x0 R/W
This bit must be clear for bulk or interrupt endpoints.
13 RESERVED Reserved. 0x0 R/W
12 DMAREQEN Set this bit to enable DMA requests for this Tx endpoint. 0x0 R/W
1 FRCDATATGL Set this bit to force the endpoint data toggle to switch and the data packet to be cleared 0x0 R/W
from the FIFO, regardless of whether an acknowledge was received. This can be used by
interrupt Tx endpoints that are used to communicate rate feedback for isochronous
endpoints.
10 DMAREQMODE | Set this bit to select DMA Request Mode 1, or clear this bit to select DMA Request Mode 0. 0x0 R/W
This bit must not be cleared the cycle before or the same cycle that DMAREQEN is cleared.
In DMA Request Mode 0, the DMA is programmed to load one packet at a time. Processor
intervention is required for each packet. DMA Request Mode 1 can be used with bulk
endpoints to transmit multiple packets without CPU intervention. Note that this bit must
not be cleared either before or in the same cycle as the above the DMAREQEN bit is
cleared.
[9:7] | RESERVED Reserved. 0x0 R/W
6 CLRDATATGL The CPU writes a 1 to this bit to reset the endpoint data toggle to 0. 0x0 R/W1A
5 SENTSTALL This bit is set when a STALL handshake is transmitted. The FIFO is flushed and the 0x0 R/WOC
TXPKTRDY bit is cleared. The CPU must clear this bit.
4 SENDSTALL In device mode, the CPU writes a 1 to this bit to issue a STALL handshake to an IN token. 0x0 R/W
The CPU clears this bit to terminate the stall condition. This bit has no effect for isochronous
transfers.
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Bits | Bit Name Description Reset | Access
3 FLUSHFIFO The CPU writes a 1 to this bit to flush the latest packet from the endpoint Tx FIFO. The FIFO | 0x0 R/W1A

pointer is reset, the TXPKTRDY bit is cleared, and an interrupt is generated. This bit can be

set simultaneously with TXPKTRDY to abort the packet that is currently being loaded into

the FIFO. FLUSHFIFO must only be used when TXPKTRDY is set. At other times, it can cause

data to be corrupted. Also note that if the FIFO is double buffered, FLUSHFIFO may need to

be set twice to completely clear the FIFO.
2 URUNERR This bit is set if an IN token is received when TXPKTRDY is not set. The CPU must clear this bit. | 0x0 R/WOC
1 NEFIFO This bit is set when there is at least one packet in the Tx FIFO. 0x0 R/NW
0 TXPKTRDY The CPU sets this bit after loading a data packet into the FIFO. It is cleared automatically 0x0 R/W1S

when a data packet has been transmitted. If enabled, an interrupt is also generated.
TXPKTRDY is also automatically cleared prior to loading a second packet into a double
buffered FIFO.

Maximum Packet Size for Rx Endpoint 3 Register
Address: 0x400A 0134, Reset: 0x0000, Name: RXMAXP3

The RXMAXP3 register defines the maximum amount of data that can be transferred through the selected Rx endpoint in a single
operation. There is an RXMAXP3 register for each Rx Endpoint 1 to Endpoint 3 (except Endpoint 0).

Bits[10:0] define (in bytes) the maximum payload transmitted in a single transaction. The value set can be up to 1024 bytes but is subject
to the constraints placed by the USB Specification on packet sizes for bulk, interrupt, and isochronous transfers in full speed operations.

The value written to Bits[10:0] must match the value given in the wMaxPacketSize field of the standard endpoint descriptor for the
associated endpoint (see USB Specification Revision 2.0, Chapter 9). A mismatch can cause unexpected results.

The total amount of data represented by the value written to this register must not exceed the FIFO size for the Rx endpoint, and must not
exceed half the FIFO size if double buffering is required.

Note that RXMAXP3 must be set to an even number of bytes for proper interrupt generation in DMA Mode 1.

Table 281. Bit Descriptions for RXMAXP3

Bits Bit Name Description Reset | Access
[15:11] | RESERVED Reserved. 0x0 R/W
[10:0] | MAXPAYLOAD | Maximum number of bytes that can be transferred per transaction. 0x0 R/W
Control Status Register for Rx Endpoint 3
Address: 0x400A 0136, Reset: 0x0000, Name: RXCSR3
RXCSR3 is a 16-bit register that provides control and status bits for transfers through Rx endpoint.
Table 282. Bit Descriptions for RXCSR3
Bits Bit Name Description Reset | Access
15 AUTOCLR If the CPU sets this bit, then the RXPKTRDY bit is automatically cleared when a packet of 0x0 R/W
RXMAXP3 bytes has been unloaded from the Rx FIFO. When packets of less than the maximum
packet size are unloaded, RXPKTRDY must be cleared automatically. When using the DMA
to unload the Rx FIFO, data is read from the Rx FIFO in 4 byte chunks regardless of
RXMAXP3. Therefore, the RXPKTRDY bit is cleared as follows:
RXMAXP3%4 | Actual Bytes Read | Packet Sizes that Clear RXPKTRDY
0 RXMAXP3 RXMAXP3, RXMAXP3 — 1, RXMAXP3 — 2, RXMAXP3 — 3
3 RXMAXP3 + 1 RXMAXP3, RXMAXP3 — 1, RKMAXP3 — 2
2 RXMAXP3 + 2 RXMAXP3, RXMAXP3 — 1
1 RXMAXP3 + 3 RXMAXP3
14 ISO In peripheral mode, this bit must be set for isochronous transfers and cleared for bulk or 0x0 R/W
interrupt transfers.
13 DMAREQEN The CPU must set this bit to enable DMA requests for the Rx endpoint. 0x0 R/W
12 PIDERR For isochronous transactions, this bit indicates a PID error in the received packet. 0x0 R/W
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Bits Bit Name Description Reset | Access

1 DMAREQMODE | The CPU must set this bit to select DMA Request Mode 1 or clear this bit to select DMA 0x0 R/W
Request Mode 0. In DMA Request Mode 0, CPU intervention is required for every packet
that is received. For bulk transactions, DMA Request Mode 1 can be used to transfer
multiple RXMAXP3 packets.

[10:8] | RESERVED Reserved. 0x0 R/W

7 CLRDATATGL If this bit is set, the data toggle bit is cleared. 0x0 R/W1A

6 SENTSTALL This bit is set when a STALL handshake is transmitted. The CPU must clear this bit. 0x0 R/WOC

5 SENDSTALL In peripheral mode, this bit must be set to send a STALL handshake. The CPU clears this bit | 0x0 R/W
to terminate the stall condition. This bit has no effect for isochronous transfers.

4 FLUSHFIFO The CPU must write a 1 to this bit to flush the next packet to be read from the endpoint Rx | 0x0 R/W1A

FIFO.The FIFO pointer is cleared and the RXPKTRDY bit is cleared. FLUSHFIFO must only
be used when RXPKTRDY is set. At other times, it can cause data to be corrupted. If the
FIFO is double buffered, this bit may need to be set twice to completely clear the FIFO.

3 DATAERR When in ISO mode, this bit is set when RXPKTRDY is set if the data packet has a CRC or bit | 0x0 R/NW
stuff error. It is cleared when RXPKTRDY is cleared. This bit is always zero for bulk
endpoints.

2 ORUNERR Overrun error. In peripheral mode, this bit is set if an OUT packet cannot be loaded into 0x0 R/WOC

the Rx FIFO. The CPU must clear this bit. This bit is only valid when the endpoint is
operating in ISO mode. In bulk mode, this bit always returns zero.

1 FIFOFULL This bit is set when no more packets can be loaded into the Rx FIFO. 0x0 R/NW

0 RXPKTRDY This bit is set when a data packet is received. The CPU must clear this bit when the packet | 0x0 R/WOC
is unloaded from the Rx FIFO. An interrupt is generated when this bit is set.

Number of Byte Received for Rx Endpoint 3 Register

Address: 0x400A 0138, Reset: 0x0000, Name: RXCNT3

RXCNT3 is a 14-bit read only register that holds the number of data bytes in the packet currently in line to be read from the Rx FIFO.
Note that the value returned changes as the FIFO is unloaded and is only valid while RXPKTRDY (RxCSR.DO) is set.

Table 283. Bit Descriptions for RXCNT3

Bits Bit Name Description Reset | Access

[15:14] | RESERVED Reserved. 0x0 R/W

[13:0] EPRXCNT Rx count. For Endpoint 1 to Endpoint 3, this field is 14 bits. For Endpoint O, this field is seven bits 0x0 R/NW
(Bits[6:0]) because the maximum control packet is 64 bytes.

Tx/Rx FIFO Size for Endpoint 3 Register
Address: 0x400A013F, Reset: 0xXX, Name: FIFOSIZE3

FIFOSIZE3 is an 8-bit read only register that returns the sizes of the FIFOs associated with the selected additional Tx/Rx endpoints. The
lower nibble encodes the size of the selected Tx endpoint FIFO; the upper nibble encodes the size of the selected Rx endpoint FIFO.
Values of 3 to 13 correspond to a FIFO size of 2" bytes (8 bytes to 8192 bytes).

¢ Endpoint 1: Tx 7 (128-byte), Rx 7 (128-byte).
e  Endpoint 2: Tx 8 (256-byte), Rx 8 (256-byte).
e  Endpoint 3: Tx 9 (512-byte), Rx 9 (512-byte).

Table 284. Bit Descriptions for FIFOSIZE3

Bits Bit Name Description Reset Access
[7:4] RXFIFOSZ Rx FIFO size. Values of 3 to 13 correspond to a FIFO size of 2" byt